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_ SENATE COMMITTEE ON LAW,
PUBLIC SAFETY AIND DEFENSE

LETTER OF TRANSMITTAL
October 29, 1968

To: The Honorable Uembers of the, Senate of the Staie of New
Jersey :

At the request and direction of the President of the Senate,
Edwin B. Forsythe, this Committee heid public hearings on Sep-
tember 16, 17 and 18, 1968, regarding several erime control bills,
including Senate No. 897, concemed with barring all electronic
survelllance except undex limited circumstances by law enforce-
“ment officers actmo- only under the authonty of speclﬁc court
orders.

, The Committee is privileged to submit this Report with respeet
to electronie surveillance, the subject matter of Senate No. 897.

Seven members of the Committee approve the within Report
and recommend consideration by the 1968 Legislature of appro-
priate implementing legislation. The members approving the
Report are: Senators Garrett W. Hagedorn, Frank C. Italiano,
Hugh A. Kelly, Frank J. Sciro, John L. White, Joseph C. Wood-
~ cock, Jr., and subject to his Statenient set forth on page 6 of the
Report, Sido L. Ridolfi. The members who disapprove the Report
_ are: Senators Frederick H. Hauser and Milton A. Waldor.

Respectfully submltted

Josepu C. Woobpcock, Jr.,
- Chairman.
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REPORT OF THE COMMITTEE

Histoxry

For several decades there has been mounting concern and
controversy in New Jersey and throughout the Nation about the-
increasing effectiveness of electronic dev1ces to invade personal
pnvacy

~ Simultaneously the1e has been mountmv concern and contro-
versy about the cancerous growth of or oamzed crime and of official
corruption in government, both of whlch.exact an enormous toll
from our democratic form of government. And all too often the
open and free nature of our somety was abused for criminal
purposes.

These 1e01t1mate concerns betweer prlvacy and pubhc Justlce
had not been reconclled :

Citizens Justly wanted their personal prlvacy held 1nv1olate.
Anything less was considered intoierable in a society built upon
the protections of individual freedom. Sensible men were not
about to destroy civil liberties.

Law enforcement officials repeatedly warned they were unable
to obtain adequate and essential evidence of crime without the
right to engage in some form of lawfully authorized electronic
survelllance It criminals used telephoues to plan or commit crimes,
then law enforcement officials needed the right to intercept those
conversations.

As court decisions, legal speculation, arguments of all sorts,
continued and hardened over the years, a sense of hopelessness
at making the essential reconciliation began to pervade discussion
of the subject. The issue became packed in the dilemma. Pres-
sures increased with revelations of the scope, resources, power, and
evil of current organized crime, fearsome realities to many, many
citizens. ' ' .

‘Moreover, the interstate nature c¢f telephone systems meant
that federal Jurlsdlctlon was beyond doubt needed in order that
the individual actions of any one State could be valid only if
part of a valid National plan. There was no such plan and, indeed,
“only confusion surrounded interpretation of Section 605 of the
Federal Communication Act of 1934, passed without thought or
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discussion of its applicability to \Vlretappmg, and yet constantly :
argued to be-an absolute ban. - : :

Since the 1930’s, New York State had authorized, first, legal
interception of telephone conversations, and then ‘‘bugging’’, that
is, electronic listening by a device other than a telephone (‘‘elec-
-tronic surveillance’” is a general term embracing both types of
action). Only five or six states had similar authonzmo acts. Re-
peated legal attacks were made on the New York law but it was
cons1stentlv upheld or the United States Supreme Court turned
away direct constitutional attdcks or attempts to use Section 603
to strike it down.

- Large numbers of lawyers and commentators expressed legal
-opinions-to the effect that the entire process of court authorized
electronic surveillance was flatly unconstitutional. Official reports,
books and articles on the subject would fill a room.

-.. The key turn of events, as one might expect when uncertainty
as to constitutionality underlay most arguments, was the United
States Supreme Court’s decision in Berger v. New York, 388 U. S.
41 (1967). A direct and unescapable challenge to the New York
law was made in that case since criminal conviction was substan-
tially based upon evidence gained from court authorized surveil-
lance under that law. The majority opinion is reproduced in
Appendix 6. '

Berger struck down the New York law on procedural grounds,
holding the system did not adequately meet several constitutional -
standards. But the significance of the decision is in the implicit
acceptance by the Court of any electronic surveillance statute
~ which would meet the several standards discussed in the majority
opinion. Vague uncertainties and random opinions of unconstitu-
tionality were ended. Constitutional standards for the first time
were, in effect, authoritatively enunciated by the Court. The right
to privacy protections afforded by the Fourth Amendment were
made applicable to electronic surveillance through a search war-
rant analo«v

Thus all electronic surveiilance was not banned, although there
can be no doubt only a tightly controlled system that gives detailed
attention to procedure can pass muster. Rules prohibiting unlaw-
ful and unreasonable search and seizure are controlling. But the 1
way was opened. -




Berger was followed six months later by Katz v. United States,
389 U. 8. 347 (1967), dealing with » Federal prosecution involving
different although related issues.

On the essential question, however, the Katz decision reaf-
firmed the Berger decision. In 1962 NMew York enacted procedural
amendments to its statute dictated by Berger and Katz.

Several months prior to the Ber ger decision, an overwhelming
majority of the President’s (Commission on Law Enforcement and
Administration of Justice voted to recommend that Congress clar-
ify the law on this subject so as to allow court controlled wire-
tapping and bugging, see Appendix 3. '

Congress received these and many other ‘‘messages’’. Inten-
sive study of the entire subject resulted in final passage of Title
IIT of the ““Ommibus Crime Control and Safe Streets Act of 1968,
Public Law 90-351, 82 Stat. 197 (19368), authorizing electronic
surveillance under tightly controlled conditions for both Federal
law enforcement agencies and state and local officials if their
state shall have enacted a specific enabling act conforming with
enunciated standards based on those laid down by Berger. Indeed,

Title III goes further than Berger by way of protections, see
Append1*c4 .

Senate No. 897, referred to this Committee for stud}',. public
hearing, and report by the President of the Senate, had been
drafted in accordance with current developments as known in the
Spring of 1968 but without knowledge of the specific provisions
of Title ITI. Apparently Senator F om'the the sponsor of Senate
No. 897, thought it desirable to have a bill introduced, printed,
and available for study and public comment, as best as could be
drafted at that time. We believe those were sound decisions.
Necessarily, this was difficult since Congressional and Presidential
action were then uncertain.

Nevertheless, while we found S 897 conformed with essential -
national standards as then understood and anticipated, we believe
it should be revised in light of final Congressional action, our pub-
lic hearings, and further study and reflection.

In addition to the many witnesses who testified in favor of
State electronic surveillance legisiation before the Joint Legisla--
“tive Committee on Crime and the System of Criminal Justice in
New Jersey last Spring, witnesses of national and State promi-
nence testified at our public hearings on all the key issues inherent
in the bill before the Committee. We strongly commend to the
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members of the Legislature the testimony and proceedings of the
public hearings held by our Committee, since they fully support-
the findings which follow. They are also supported by the Report
issued, and extensive public heaunos held, earlier this vear, by

the Spec1a1 Joint Legislative Committee to Study Crime and the

System of Criminal Justice ir New J ersey, of w hich Senate Presi-

dent Forsythe, was Chairman. That Special Joint Committee’s

recommendation on this subject is reproduced as Appendix 2.

It is our belief, therefore, that the enormously complicated
legal problems heretofore barring any action by this Legislature
to authorize court controlled electronic surveillance have now been
clarified so that the Legislatare may act if it chooses to do so,
and we so report. Massachusetts, by chapter 738 of the Acts of
1968, effective October 18, 1968, has enacted legislation similar to
-that proposed in- Appendix 1.

FiINDINGS

1. Tt is essential New Jersey ban absolutely and make illegal
all forms of electronic surveillance invading individual privacy,
except as specifically authorized by statute; the proposed bill,
annexed as Appendix 1, meets that requirement. .

W .
2. New Jersey has sericus problems of organized crime and

official corruption by all accounts presented to the Forsythe Com-
mittee during its March and April, 1968, hearings and our hear-
ings on three days, September 16, 17 and 18, 1968, by our Com-
mittee. These conditions, described in sworn testimony by many
witnesses, are intolerable and the Legislature should take all pos-
sible, responsible measures to end them. No witness testified to
the contrary. '

3. The principal difficuity confronting our law enforcenfent
officials in attempting to attack these problems is an inability to
obtain legally admissible evidence of quality, reliability and sig-
nificance. When properly used, electronic surveillance can play a
vital role in that connection. All witnesses who testlﬁed on this

" subject agreed with this finding. ,

4. We believe the compoting values of privacy for each indi-
vidual and justice for all our citizens can be reconciled. The United
States Supreme Court, a matchless protector of civil liberties, and
the Congress, have set forth the guidelines for this reconciliation;
despite adequa1e advance notice of our public hearings, only one
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witness appeared to testify to the contrary. That witness, Mr.
Joel Jacobson, expressed personal opposition to S 897 and any
form of electronic surveillance as a matter of principle. The Com-
mittee believes it-is extremely significant that he was the single
witness ecommunicating in any way with this Committee in oppo-
sition to S 897 or any blll attemptml_, to make this reconciliation.
The Committee has not 1ece1ved a single letter in oppoqtmn on this
subject. ,

Only several - years ago, such a result could hardly have been
anticipated, and it reflects a Shalp clarification of pubhc opinion.
We interpret this result as meaning (a) the public at large and
informed persons, including specmhsts, believe the easentlal recon-
ciliation has been made in a reasonable manner, and (b) the erime
control needs for empowering our officials to act are so great that
New Jersey should enact electromic surveillance legislation. Rec-
- ognizing that any authorized electronic surveillance involves a
degree of invasion of individual rights and to assure a re-exam-
ination of the operation of this act including an evaluation by the
Legislature of its impact on individual rights, we find the initial
enactment of legislation on this subject should be for a period of
five years. '

5. The proposed ‘‘New Jersey Wiretapping and Electronic
Surveillance Control Act’’ contains the essential reconciliation
‘between individual privacy and public justice, conforms to legal
requirements, and is vital to meet important needs of New Jersey
to fight organized crime and official corruption. It is simultane-
ously strictly limited to prevent abuses but broad enough to allow
official action under tight court supervision and control. The
Appendices to this Report contain a full discussion of relevant
considerations and legal materials.

Recommendation

The Senate 00111m1ttee on Law, Public Safety and Defense be-
lieves enactment of electronic surveillance legislation is important
to the public interest and recommends to the Senate immediate
passage of a revision of S 897 to meei the Federal standards and
safegnards incorporaied in Title 1Il of the Omnibus Crime Con-

trol and Safe Streets Act of 1968 and features developed from

“testimony presented to the Committee at its public hearings. A
draft of a bill, submitted to the Committee by Senate Pres1dent
Edwin B. Forsythe, designed to meet these recommendations is
submitted herewith as Appendix 1.

5.
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‘and reputation, to discharge this responsibility.
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STATEMENT BY SENATOR SIDO L. RIDOLFI

Attorney General Arthur J. Sills, in his testimony concerning
S 897 before the Senate Committee on Law, Public Safety and
Defense, made several recommendations. Included among them were. .
that: (1) An order should be required to overhear a private conversa- |
tion, even though the conversation might be held in a public place, so
long as the paxtxes to the conversation intended it to be private and the .
cucumstances were such as to justify their expectations; (2) The list *
of crimes for which electronic surveillance could be had be restricted
to those crimes regarded as falling within the category of organized .
crime; (3) Lawful electronic surveillance could onlv be conducted under |
prior ;yudxcxal authorization; (4) Notice of electronic surveillance must
be given not only to those whose conversations were actually overheard,
but also to those named in the surveillance order; (5) The State shoul
have the right to appeal suppression orders; (6) Standing to move {
suppress should be restricted to those whose conversations were inter
cepted and those against whom an electroniec surveillance order wass
directed; (7) Only county prosecutors, with the approval of the!
Attoxnev General, and the Attorney General should be permitted t
apply for electronic: surveillance orders; and (8) The State Polic
should be the only law enforcement agency authorized to conduc
electronic surveillance pursuant to court order. ‘

I am pleased to note that the proposed bill which is appended to th
committee’s report adopts. all 0¢ the above recommendations of th
Attorney General except recoinmendations (7) and (8), which are o
utmost 1mportance

Applications for orders permlttmg electronic surveillance should b
under the immediate jurisdiction of the Attorney General for several
obvious reasons; as an esxample, legitimately interested concerns such|
as a telephone company, should be required to contact only one source:
to determine whether a wiretap is pr operly authorized. ,

Moreover, I particularly regret the inclusion of the State Commis
sion of Investlo-atlon among those authorized to apply for an electroni
surveillance order. This is not permitted by Title IIT of the Ommbu
Crime Control and Safe Streets Act of 1968—(see_ specifically 1
U. 8. C. A. §2516(2) as reprinted on page 38 in Appendix 4).

I strongly feel that the Legislature may properly entrust the Div
sion of State Police with exciusive authorization to conduct electronic;
surveillance. While there are many professional and competent polic
organizations throughout the state, their resources are such that it i
doubtful that they will be able to expend the funds necessary to pur chas
the highly sophisticated and expensive electronic surveillance equip
ment on the market today; and meny such police departments have no
developed the technical capabvhtv to execute surveillance orders. Th
New Jersey State Police have the resources, in competence, equipmer

In summation, I approve the proposed bill to the extent it 1eﬂects th
extensive modifications to S 837 as recommended by the Attorne
General in his testimony before the Committee. However, I must with
hold approval of the entire bill so long as it fails to include recommenda

tions (7) and (8) above. If the bill as introduced should be chanved t
include those two features I would approve it. .
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ApPPENDIX 1

“NEW JERSEY WIRETAPPING AND ELECTRONIC
SURVEILLANCE CONTROL ACT”,

as proposed for enactment by the 1968 Legislature.

Ax Act concerning the interception of wire and oral communica-
tions, authorizing interception in certain cases under court order
and prescribing procedures therefor, prohibiting unauthorized
interception, use or disclosure of wire and oral communications,

prescribing penalties for v1olat10ns and repealing N. J. S.
2A :146-1.

BE 1T ENACTED by the Senate and General Assembly of the State
of New Jersey:

1. This act shall be known and may be cited as the ‘“New Jersey
Wiretapping and Electronic Surveillance Control Act.”
2. As used in this act: : _

a. ‘““Wire communication’’ means any communication made in
whole or in part through the use of facilities for the transmission
of communications by wire, cable or other like connection between
the point of origin and the point of reception furnished or operated

by a telephone, telegraph or radio company for hire &s a common

carrier;

b. ¢ ‘Oral communication’’ means any oral communication uttered
by a person exhibiting an expectation that such communication is
not subject to interception under circumstances justifving such
expectatlon

. ““Intercept’’ means the aural acquisition of the contents of any
wire or oral communication through the use of any velectromc,
mechanical, or other device;

d. ‘“‘Intercepting device’’ means any device or apparatus that can
be used to intercept a wire or oral communication other than

(1) Any telephone or telegraph instrument, equipment or
facility, or any component thereof, furnished to the subscriber or
used bv a communication common carrier in the ordinary course of

its business and being used by the subscriber or used in the

ordinary course of its busmess or being used by a commumcatmn
9
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common carrier in the ordinary course of its business, or by an
investigative or law enforcement officer in the ordmarv course of
his duties; or

normal hearing to not better tlian normal;

cludes any officer or emplovee of the State or of a political sub-
division thereof;

of the State of New Jersey or of a political subdivision thereof who
is empowered by law to conduct investigations of, or to make
arrests for, any offense enumerated in section 8 of this act and any
attorney authorized by law to prosecute or participate in the
prosecution of any such offense;

munication, includes any information concerning the identity of the
parties to such communication or the existence, substance purport
or meamna' of that communication;

applications for, and to enter, orders authorizing interceptions ¢f |
wire or oral communications, means one of the several judges of |
the Superior Court to be designated from time to time by the Chief
Justice of the Supreme Court to receive applications for, and to
enter, orders authorizing interceptions of wire or oral communica- '
tions pursuant to this act;

as a common carrier for hire, in intrastate, interstate or foreign
communication by wire or radio or in intrastate, interstate or
foreign radio transmission of energy; but a person engaged in
radio broadcasting shall not, while so engaged, be deemed a zom- .
mon carrier; 5

intercepted wire or oral communication or a person against whom
the interception was directed.

person who:

(2) A heanng aid or similar device being used to correct sub-

i

e. “Pelson” means that term as deﬁned in R. S. 1:1-2 and in-

f. “Investigative or law enforcement officer’’ means any officer

. ‘‘Contents,”” when used with respect to any wire or oral com-

h. ¢ Court;of competent jurisdiction’’ means the Superior Court;
i. ““Judge,” when referring to a judge authorized to receive

j. ¢““Communication common carrier’’ means any person engaged

k. ¢ Aggrleved person’’ means a person who was a party to any

3. Except as otherwise specifically provided in this act, any '

a. Willfully intercepts, endeavors to intercept, or procures
any other person to intercept or endeavor to intercept any wire
or oral communication; or

b. Willfully chscloses or endeavors to disclose to any other
person the contents of any wire or oral communication, or
evidence derived therefrom, knowing or having reason to know




that the information was obtained through the 1ntercept10n‘

of a wire or oral communication; or

c. Willfnliy uses or endeavors to use the contents of any wire

or oral communication, or evidence derived therefrom, know-
ing or having reason to know, that the information was obtained

thxouOh the interception of a wire or oral communication;

shall be guﬂtv ef a misdemeanor and shall be fined not more than
$10,000.00 or m)m-xboned not more than 5 years, or both. Sub-
sections b and ¢ of this section shall not apply to the contents. of
any wire or oral communication, or evidence derived therefrom,
that has become common l\nowledoe or public information.

4. It shall not be unlawful under this act for:

a. An operator of a switchboard, or an officer, agent or employee

of a communication common carrier, whose facilities are used in

the transmission of a wire communication, to intercept, disclose

or use that communication in the normal course of his employment
while engaged in any activity which is a necessary incident to the
rendition of his service or to the protection of the rights or property
of the carrier of such communication. No communication common

carrier shall utilize service observing or random monitoring except

for mechaniea! or service quality control checks;;
b.- A person acting under color of law to intercept a wire or oral

communication, where such person is a party to the communication
or one of the parties to the communication has given prior consent

to such intereeption; or

~e. A person not actmo under color of law to intercept a wire or

oral communication, where such person is a party to the communica-
tion or one of the part1e< to the communication has gwen prior

consent to such interception unless such communication is inter-
cepted for the purpose of committing any eriminal or tortious act

in violation of the Constitution or laws of the United States or of
this State or for the purpose of committing any other injurious act.

5. Except as otherwise specifically provided in section 6 of this
act, any person who:

a. Willfully pogsesses an intercepting device, the design of

which renders it primarily useful for the purpese of the sur-
reptitious interception of a wire or oral communication;

b. Wiilfuliy sells an intercepting device, the design of which
renders it primarily useful for the purpose of the surreptltlous
intercepticn of a wire or oral communication;

c. Willfally distributes an intercepting device, the design of

which renders it primarily useful for the purpose of the
surreptitions interception of a wire or oral communication;

11
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" majority of the members of that commission or a person designated

“vide evidence of the commission of the offense of murder, kid

‘d. Willfully manufactures or assembles an intercepting
device, the design of which renders it primarily useful for the
purpose of the surreptitious interception of a wire or oral i
commamcatlon, or '

e. Willfully places in any newspaper, magazine, handbill,
or ofher publication any advertisement of any mterceptmg
deviee, the design of which renders it primarily useful for the :
purpose of the surreptitious interception of a wire or oral !
communication or of any intercepting device where such
advertisement promotes the use of such device for the purpose
of the surreptitious 1nte1cept10n of a wire or oral com-
muuication;

shall be guilty of a nnsdemeanm and shall be fined not more than
$10,000.00 or imprisoned not more than 5 years, or both.
6. It shali not be unlawful under this act for:

a. A communication common carrier or an officer, agent or
employee of, or a person under contract with a communication .
common cauler, in the usual course of the commumcatlon
common carrier’s business; or

b. A person under conhact with the United States, a state
or a political subdivision thereof, or an officer, agent, or
emplcyce of a state or a political subdivision thereof;

to possess, sell, distribute, manufacture or assemble, or advertise -
any intercepting device, while acting in furtherance of the appro--
priate activiiies of the United States, a state or a political sub-
division thereof or -a communication common carrier. £
7. Any iantercepting deviece possessed, used, sent, distributed, |
ma'nufactul ed, or assembled in violation of this act is hereby
declared to be a nuisance and may be ~elzed and forfeited to the
State.
8. The Atiorney General, a county prosecutor or the chairman of
the Staie Commission of Investigation when authorized by

w4

to act for such an official and to perform his duties in and during ‘-
his actual absence or disability may authorize, in writing, an @
ex parte apnolication to a judge designated to receive the same for an:
order authorizing the interception of a wire or oral communication
by the investigative or law enforcement officers or agency having ' |
responsibility for an investigation when such interception may pro-;

nappln . gambling, robbery, bribery, extortion, loan sharking, dea
ing in narectic drugs, marijuana or other dangerous drugs, rson,
burolan eimibezzlement, forgery, receiving s tolen property, escape, -
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alteration of motor vehicle identification numbers or larceny
punishable by imprisonment for more than one vear, or any con-
spiracy to commit any of the foregoing offenses or w lnch may pro-
vide evidence aiding in the appl ehen\mn of the perpetrator of any
of the foregoing oﬁense~

9. Each apphcatlon for an. order of authorization to intercept a
wire or oral communication shall be made in writine upon oath or
affirmation and shall state: .

a. The authority of the applicant to make such application;

b. The identity and qualifications of the investigative or law
enforcement officers or agency for whom the authority to intercept
a wire or oral communication is sought and the identity of whoever
authorized the application;

c. A particular statement of the facts relied upon by the appli-
cant, including:

(1) The identity of the particular person if known, committing
the offense and whose communications are to be intercepted; i

(2) The details as to the particular offense that has been, is being,

~or is about to be committed;-

(3) The particular type of communication to be mtercepted

(4) The character and location of the partieular wire communica-
tion facilities involved or the particular place where the oral com-
munication is to be intercepted;

(5) A statement of the period of time for which the mtelceptlon
is required to be maintained; if the character of the investigation
is such that the authorization for interception should not auto-
matically terminate when the described type of communication has
been first obtained, a particular statement of facts establishing
probable cause to beheve that additional commumc'i‘aons of the
same type will occur thereafter;

(6) A particular statement of facts showing that other normal
investigative procedures with respect to the offense have been tried
and have failed or reasonably appear to be unlikely to succeed if
tried or to bhe too dangerous to employ;

d. Where the application is for the renewal cr extension of an
order, a particular statement of facts showing the results thus far
obtained from the interception, or a 1easonable e‘(planatlon of the
tailure to obtain such results;

e. A complete statement of the facts concerning all previous
applications, known to the individual authorizing and to the in-
dividual making the application, made to any court for authoriza-
tion to intercept a wire or oral eommunication invelving any of the
same facilities or places specified in the application or involving

13
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' communications are to be mtercepted are or have been used, or are

by, a licensed physician, an attorney-at-law, or practicing clergy

facilities or in such places. No otherwise plwlleged wire or oral .

any person whose commumcatmn is to be intercepted, and th
action taken by the court on each such application; and

f. Such additional testimony or documentary evxdence in suppor
of the application as the ;)udoe may require.

10. Upon consideration of an application, the judge may enter an
ex parte or der, as requested or as modified, »uthorizing the inter
ception of a wire or oral communication, if the court determmes
on the basis of the facts submitted by the applxcant that there is or |
was probable cause for belief that: |

a. The person whose communication is to be 1ntercepted is en
gaging or was engaged over a period of time as a part of a con
tinuing eriminal activity or is committing, has or had committed or
is about to commit an offense as p1ov1ded in section 8 of this act

b. Particular communications concerning such offense ‘may be
obtained through such interception;

c. Normal investigative procedures with xospect to such offense
have been tried and have failed or reasonably appear to be unhkely
to succeed if tried or to be too dangerous to employ ;

d. The facilities from which, or the place where, the wire or ora

about to be used, in connection with the commission of such offense
or are leased to, listed in the name of, or commonly used by, such
individual; and

e. The 1nvest1gat1ve or law enf01 cement oﬁicers or ao ency to be
authorized to intercept the wire or oral communication are quahﬁed
by training and experience to execute the interception sought. ‘

11, If the facilities from which a wire communication is to b
intercepted are public, no order shall be issued unless the court
in addition to the matters provide in section 11) above, determine
that there is a special need to. mtelcept ‘wire eommumcatlons ove
such facilities.

If the facilities from which, or the place where the wire or ora
communications are to be mtercepted are being used or are abou
to be used, or are leased to, listed in the name of or commonly use

man, or is a place used primarily for habitation b‘y a husband an
w1fe, no order shall be issued unless the court, in addition to th
matters provided in section 10 above, determines that there is
special need to intercept wire or oral communications over suc

communication intercepted in accordance with, or in violation of -
the provisions of this act, shall lose its prlvﬂefred character. - 7 ]

3 i
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12. Each order authorizing the interception of any wire or oral
communication shall state: .

a. The judge is authorized to issue the order;

b. The identity of, or a particular description of, the person, if
known, whose communications are to be intercepted;

c. The character and location of the particular communication
facilities as to which, or the particular place of the communication
as to which, authority to intercept is granted;

d. A particular deseription of the type of the communieation to
be intercepted and a statement of the particular offense to which
it lelates ;

. The identity of the investigative or 1a“ enforcement officers .

or aoency to’ whom the authouty to intercept a wire or oral com-
munication is given and the identity of W’hOBVEI authorized the
application; and

f. The period of time during which such mterceptmn is author-
ized, including a statement as to whether or not the interception

shall automatlcallv terminate when the described. commumcatlon

has been first obtained.

No order entered under this section shall authorize the inter-

ception of any wire or oral communication for a period of time
in excess of that necessary under the circumstances. Every order
entered under this section shall require that such interception begin
and terminate as soon as practicable and be conducted in such a

manner as to minimize or eliminate the interception of such com- - -

munications not otherwise subject to interception under this act.
In no case shall an order entered under this section aunthorize the
interception of wire or oral communications for any period exceed-
ing 30 days. Extensions or renewals of such an order may be
granted for periods of not more than 30 days. No extension or
renewal shall be granted unless an application for it is made in
accordance with this section; and the court makes the findings
required by sections 10, 11 and this section.

Whenever an order authorlzmo an interception is entered the
order may reguire reports to be made to the judge who issued the
order showing what progress has been made toward achievement
of the authmized objective and the need for continued interception.
Such reports shall be made at such intervals as the court may
require.

13. Whenever, upon informal apphcatlon by an authonzed

2° applicant, a judge determines there are orounds upon which an

3
4

order could be issued pursuant to this act and that an emergency
situation exists with 1espect to the mvestwatlon of consp1rator1al

15
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activities of owamzed crime, related to an offense designated i
section 8 of thxs act, d1ctatmo authorization for immediate inte
ception of wire or oral communication before an application fo
an order could with due diligence be submitted to him and acte
upon, the judge may grant verbal approval for such interceptio
without an order, condltloned upon the filing with him, within 48
hours thereafter, of an application for an order which, if granted, :
shall recite the verbal approval and be retroactive to the time of
such verbal approval. Such 1ntercept10n shall immediately
terminate when the communication sought is obtained or when
the application for an order is denied. In the event no applicatio
for an order is made, the content of any wire or oral communicatio
intercepted shall be t1 eated as havmo been obtained in violation o
this act.

In the event no appheatlon is made or an apphcatmn mad
pursuant to this section is denied, the court shall require the wir
tape or other recording of the 1ntercepted communication to b
delivered to, and sealed by, the court and such evidence shall b
retained by the court in accordance with section 14 and the sam
shall not be used or disclosed in any legal proceeding except in a i
civil action brought by an aggrieved person pursuant to section 24 |
or as otherwise authorlzed by court order. Failure to effect delivery .
of any such wire, tape or other recording shall be punishable as |
contempt by the court directing such delivery Evidence of verbal |
authorization to intercept an oral or wire communication sha
be a defense to any charge against the investigating or law enforce
ment officer for engaging in unlawful interception. »

14. Any wire or oral communication intercepted in accordance:
with this aet shall, if practicable, be recorded by tape, wire or other
comparable method. The recording shall be done in such a way as’
will protect it from editing or other alteration. Immediately upon
the expiration of the order or extensions or remewals thereof, the
tapes, v wires or other recordings shall be transferred to the judge
issuing the order and sealed under his direction. Custody of the:
tapes, wires or other recordings shall be maintained wherever th
court directs. They shall not be destroyed except upon an order of |
such court and in any event shall be kept for 10 years. Duplicate |
tapes, wires or other recordings may be made for disclosure or us
pursuant to subsection a of section 17 of this act. The presence o
the seal provided by this section, or a satisfactory explanation fo
its. absence, shall be a prerequisite for the disclosure of the contents 4
of any wire or oral communication, or ewde'u,e derived therefrom, ]
under subsection b of section 17 of this act. '

16
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15. Applications made and orders granted pursuant to this act
and supporting papers shall be sealed by the court and shall be
held in custody as the court shall direct and shall not be destroyed
exeept on order of the court and in any event shall be kept for 10
vears. They may be disclosed only upon a showing of good cause
before a court of competent jurisdiétion

Any violation of the _provisions of this section may be punished
a8 contempt of the issuing or denying court.

16. Within a reabonable time but not later than 90 da§ after the
termination of the period of the order or of extensions or renewals

thereof, or the date of the denial of an order applied for under
section 13, the issuing or denying judge shall cause to be served on -
the person named in the order or application, and such other parties
to the intercepted communications as the judge may in his discre-
tion determine to be in the interest of JU.bthE, an inventory which

~ ehall include:

a. Notice of the entry of the order or the apphcatlon for an order

- denied under section 13;

b. The date of the entry of the order or the denial of an order
applied for under section 13;

c. The period of authorlzed or dlsapproved interception; and

d. The fact that during the period wire or oral communications
were or were not mtercepted

The court, upon the filing of a motion, may in its dlSCI‘etIOIl make
available to such person or his attorney for inspection such por- -
tions of the intercepted communications, applications and orders as
the court determines to be in the interest of justice. On an ex parte
chowing of good cause to the court the serving of the inventory
vequired by this section may be postponed. ‘

17. a. Any investigative or law enforcement officer who, by any
means authorized by this act, has obtained knowledge of the con-

tents of any wire or oral communication, or evidence derived

therefrom, may disclose or use such contents or evidence to another
investigative or law enforcement officer to the extent that such.
disclosure or use is appropriate to the proper performance of his
official duties.

b. Any person who, by any means authorized by this act, has .
obtained any information concerning any wire or oral communica-
tion or evidence derived therefrom intercepted in accordance with-

the provisions of this act, may disclose the contents of such com-
-~ munication or derivative evidence while givinw testimony under -
oath or affirmation in any criminal proceeding in any court of this -

or another State or of the United States or before any Federal or
17 ’
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State grand jury.

The contents of any mtercepted wire or oral commumcatxon
or ev1dence derived therefrom, may otherwise be disclosed or used
only upon a showing of 0food cause before a court of competent
Jumbdlctlon

18." When an mvestlgatlve or law enforcement officer, while en-
gaged in mterceptmo wire or oral communications in the manner
authorized herein, intercepts wire or oral communications relating
to offenses other than those specified in the order of authonzatlon,
the contents thereof; and evidence derived therefrom, may be dis-
closed or used as provided in subsection a of section 17. Such
contents and any evidence derived therefrom may be used under
subsection b of section 17 when authorized or approved by a judge
of competent jurisdiction where such Judoe finds on subaequent
~application that the contents were otherwise intercepted in accord-
ance with the provisions of this act. Such apphcatlon shall be made
as soon as practicable. '

19. Except as specifically authorized pur~uant to this act any
person who uses or discloses the existence of an order authonzmcr
interception of a wire or oral communication or the contents of, or
information concerning, an intercepted wire or oral communication
or evidence derived therefrom, is guilty of a misdemeanor.

20. The contents of any wire or oral communication intercepted
in accordance with the prov1smns of this act, or evidence derived
therefrom, shall not be disclosed in any trial, hearing, or proceed-
ing before any court of this State unless not less than 10 days
‘before the trial, hearing, or proceeding the parties to the action
have been selved with a copy of the order and accompanvmtr
apphcatlon under which the interception was aunthorized.

The service of inventory, order, and application required by this
section may be waived by the court where it finds that the service
is not practicable and that the parties will not be prejudiced bv the
failure to make the service.

21. Any aggrieved person in any trial, hearing, or proceeding
in or before any court or other authontv of this State may move
to suppress the contents of any inter cepted wire or oral com-
munication, or evidence derived therefrom, on the grounds that:

a. The communication was unlawfully mtereepted »

b. The order of authorization is 1nsufﬁc1ent on its face;

¢. The interception was not made in conformltv with the orde1
of authorization.

The motion shall be made at least 10 days before the trial, hear-
ing, or proceeding unless there was no opportunity to make the

18
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motion or the moving party was not aware of the grounds for the
motion. The court, upon the filiug of such mbtion by the aggrieved
person, may in his discretion make available to the aggrieved person
or his counsel for inspection such portions of the intercepted com-
munication, or evidence derived therefrom, as the court determines
to be in the interests of justice. If the motion is granted, the
contents of the intercepted wire or oral communication, or evidence
derived therefrom, shall not be received in evidence in the trial,
hearing or proceeding. ’

In addition to any other right to appeal, the State shall have the
right to appeal from an order granting a motion to suppress if the
official to whom the order authorizing the intercept was granted
shall certify to the court that the appeal is not taken for purposes

- of delay. The appeal shall be taken within the time specified by

the Rules of Court and shall be diligently prosecuted.

22. Within 30 days after the expiration of an order or an exten-
sion or renewal thereof entered under this act or the denial of an
order confirming verbal approval of interception, the issuing or
denying judge shall make a report to the Administrative Director
of the courts stating that: -

a. An order, extension or renewal was applied for;

b. The kind of order applied for; S

c. The order was granted as applied for, was modified, or was
denied; ,

d. The period of the interceptions authorized by the order, and the
number and duration of any extensions or renewals of the order;

e. The offense specified in the order, or extension or renewal of
an order; » ' ‘ ‘

f. The identity of the person authorizing the application and
of the investigative or law enforcement officer and agency for whom
it was made; and ' B S

. The character of the facilities from which or the place where
the communications were to be intercepted.

93. In addition to reports required to be made by applicants

pursuant to Federal law, all judges of the Superior Court author-
ized to issue orders pursuant to this act shall make annual reports-
on the operation of this act to the Administrative Director of the
Courts. The reports by the judges shall contain (1) the number of
applications made; (2) the number of orders issued; (3) the effec--

“tive periods of such orders; (4) the number and duration of any

renewals thereof; (5) the crimes in connection with which the
conversations were sought; (6) the names of the apphc.al.lts; a_nd :
(7) such other and further particulars as the Administrative

19
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Director of the Courts may require.

The Chief Justice of the Supreme Court shall annually report to
the Governor and the Legislature on such aspects of the operation
of this act as he deems appropriate including any recommendations
he may care to make as to legislative changes or improvements to
effectuate the purposes of this act and to as sure and protect in-
dividual rights.

24. Any person whose wire or oral commumcatlon is intercepted,
disclosed or used in violation of this act shall have a civil cause of

action ‘against any person who intercepts, discloses or uses or

procures any other person to intercept, disclose or use, such com-
munication; and shall be entitled to recover from any such person:
a. Actual damages, but not less than liguidated damages com-
puted at the rate of $100.00 a day for each day of violation, or
$1,000.00, whichever is higher;
b. Pumtwe damages; and

c. A reasonable attorney s fee and other hh_gatlon costs reason- -

ably incurred.

A good faith reliance on a court order authorizing the inter-
ception shall constitute a complete defense to an action brought
under this section.

25. If any section, subsection or portion or provision of any
section or sections of this act or the application thereof by or to
any person or circumstances is declared invalid, the remainder of
the section or sections or subsection of this act and the application
thereof by or to other persons or circumstances shall not be affected
thereby.

26. Section 2A :146-1 of the New Jersey Statutes is repealed.

27. This act shall take effect January 1, 1969, and remain in etfect
until December 31, 1974. '

STATEMEXNT

This bill is in substitution of Senate Bill No. 897 introduced by
Senator Edwin Forsythe in June to implement Recommendation

No. 7 of the Joint Legislative Committee to Study Crime and the -

System of Criminal Justice in New Jersey (sce page 12 of the April
12, 1968 Report of the Joint Committee). A redraft of Senate Bill
No. 897 was dictated by enactment by the Congress, on June 19,
1968, of Title III of the Omnibus Crime Control and Safe Streets
Act of 1968 (P. L. 90-351) which contains precise limitations on
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the content of any State statute on w1retapp1ncr and electronic
surveillance some of which were injected into the Federal legisla-

_ tion after Senate Bill No. 897 had heen prepared.

This bill-is designed to meet the Federal requirements and to

-~conform to the Federal act in terminology, style and format which
- will have obvious advantages in its future application and con-

struction. The bill also incorporates, to a major extent, provisions
of a draft of a model state statute prepared, subsequent to enact-
ment of the Federal law, by Professor G. Robert Blakey, a member
of the faculty of the Law School of Notre Dame [mvermty and
_supplied to the Senate Committee on Law, Public Safety and
Defense in connection with his testimony before that committee at
a public hearing held September 16, 1968.

In preparatlon of this bill every effort has been made to provide
_a useful tool to combat orgamzed erime and corruption but to per-

‘ mlt itsuse only where normal, vigorous investigative methods fail

or cannot safely be used. It is also designed to protect individual
-rights and liberties by prescribing rigid controls of use of wire taps
or electronic surveillance under court permission and supervision.
In one respect the bill provides more strict control than required of
Federal law enforcement agencies in that it prohibits any wire-
tapping or electronic sur velllance even in emergent situations
without prxor court approval. e
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APPENDIX 2

' RECOMMENDATION 7. ELECTRONIC
EAVESDROPPING,

Report of the Special Joint Legz'.&latz'v'e Committee to
Study Crime and the Systemn of Criminal Justice
In New Jersey, April 22, 1968.

‘“We recommend:
* * *:

7. ‘ELECTRONIC EAVESDROPPING

Protection of everyone’s liberties is a primary objective of any
civilized system of administering criminal justice. We deeply be-
lieve that New Jersey should offer that protection. It is an un-
fortunate fact of our existence today, however, that organized
crime is widespread in our State and there also exists official cor-
ruption. The rights of vast numbers of our citizens are thereby
diminished. It is a further unfortunate fact of our existence today
that significant evidence of such criminal activity, on a regular
basis, cannot be obtained without the use of electronic eavesdrop-
ping. The experience of the most informed officials in and out of
this State attests to that conclusion. Many so testified before the
Committee. '

If a serious and respdnsible fight is to be mounted against o‘r- :

ganized crime and official corruption, then electronic eavesdrop-

- ping must be utilized for that purpose. We recommend such a bill.

Let no one misunderstand our recommendation to this effect. -
‘We do not believe electronic eavesdropping should be used widely
or on a miscellaneous basis or as a lazy substitute for other types

-of intelligent and vigorous investigation. To the contrary, we
recommend that electronic eavesdropping be permitted only where
there is no other probable way to obtain evidence of these serious
crimes; it would be confined to restrictive situations, under tight
court control, pursuant to standards which have received implicit
approval from the courts in the past year, including the United
States Supreme Court. ‘

At present, Section 605 of the Federal Communications Act
presents obstacles to a state developing an independent electronic

,eavesdropping policy. That section is now under active considera-

tion by the Congress for amendment under a bill which would
establish national standards by which states could authorize elec-
tronic eavesdropping. Final drafting of any New Jersey bill, there-
fore, must await passage by the Congress of those standards; of
course, any subsequent bill would have to conform in all necessary
respects. 93 ’
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APPENDIX 3

DISCUSSION ON WIRETAPPING AND
EAVESDROPPING,

 The President’s Commission on Law Enforcement and
Administration of Justice (February 1967),
pages 201-203. ’

In connection with the problems of securing evidence against
organized crime, the Commission considered issues relating to
electronic surveillance, including wiretapping and ‘‘bugging’’—the
secret installation of mechamcal devices at spec1ﬁc locatlons to
recelve and transmit conversations.

Significance to Law Enforcement

The great majority of law enforcement officials believe that the
evidence necessary to bring criminal sanctions to bear consistently
on the higher echelons of organized crime will not be obtained
without the aid of electronic surveillance techniques. They main-
tain these techniques are indispensable to develop adequate stra-
tegic intelligence concerning organized erime, to set up specific
1nvest1crat10ns, to develop Wltnesses to corroborate their testi-

mony, and to serve as substitutes for them—each a necessary step -

in the evidence-gathering process in organized cnme investiga-
tions and prosecutions.

As previously noted, the organizational structure and opera-
tional methods employed by org ranized crime have created unique
problems for law enforcement. ngh ranking organized erime fig-
ures are protected by layers of insulation from direct participation
in eriminal acts, and a rigid code of discipline inhibits the develop-

ment of informants against them. A soldier in a family ean com-

plete his entire crime career without ever associating directly with
his boss. Thus, he is unable, even if willing, to link the boss directly
to any criminal activity in which he may have engaged for their

« mutual benefit. Agents and employees of an orO'amzed crime fam-

ily, even when granted 1mmumty from prosecution, cannot impli-
cate the highest level figures, smce frequently thev have nelther
spoken to, nor even seen them:
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Members of the underworld, who have legitimate reason to fear
that their meetings might be bugged or their telephones tapped,
have continued to meet and to make relatively free use of the
telephone—for communication is essential to the operation of any
‘business enterprise. In legitimate business this is accomplished
with written and oral exchanges. In organized erime enterprises,
however, the possibility of loss or seizure of an inceriminating doe-
ument demands a minimum of written communication. Because
of the varied character of organized criminal enterprises, the large
numbers of persons employed in them, and frequently the distances
separating elements of the organization, the telephone remains an
essential vehicle for communication. While discussions of business
matters are held on a face-to-face basis whenever possible, they :
are never conducted in the presence of strangers. Thus, the content E
of these conversations, including the planning of new illegal activ-
ity, and transmission of policy decisions or operating instructions
for existing enterprises, cannot be detected. The extreme scrutiny
to which potential members are subjected and the necessity for
them fo engage in eriminal activity have precluded law enfozce-
ment infiltration of organized erime groups. 3

Distriet Attorney Frank S. Hogan, whose New York County
office has been acknowledged for over 27 years as one of the coun-
try’s most outstanding, has testified that electronic surveillance
is: e
the single most valuable weapon in law enforcement’s fight
against organized crime . . . It has permitted us to undertake
major investigations of organized crime. Without it, and I
confine myself to top figures in the underworld, my own of-;
fice could not have convicted Charles ‘‘Lucky’’ Luciano, |
Jimmy Hines, Louis ‘‘Lepke’’ Buchalter, Jacob ‘‘Gurrah’’|
Shapiro, Joseph ‘‘Socks’’ Lanza, George Secalise, ¥Frank
Erickson, John ‘“Dio’’ Dioguardi, and Frank Carbo . ..

Over the years New York has faced one of the Nation's most;
aggravated organized ecrime problems. Only in New York have
law enforcement officials achieved some level of continuous success
in bringing prosecutions against organized crime. For over 20
vears, New York has authorized wiretapping on court order. Since’
1957, bugging has been similarly authorized. Wiretapping was the
mainstay of the New York attack against organized crime until
Federal court decisions intervened. Recently chief reliance in some
offices has been placed on bugging, where the information is io be

used in court. Law enforcement officials believe that the successes
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achieved in some parts of the State are attributable primarily
to a combination of dedicated and competent personnel and ade-
quate legal tools; and that the failure to do more in New York
has resulted primarily from the failure to commit additional re-
sources of time and men. The debilitating effect of corruption,
political influence, and incompetence, underscm ed by the New York
State Commission of Investigation, must also be noted.

In New York at one time, Court supervision of law enforce-
ment’s use of electronie surveillance was sometimes perfunctory,
but the picture has changed substantially under the impact of
pretrial adversary hearings on motions to suppress electronically
seized evidence. Fifteen vears ago there was evidence of abuse
by low-rank policemen. Legislative and administrative controls,
however, have apparently been successful in curtailing its inci-
dence.

The Threat to Privacy

In a demoeratic society privacy of communication is essential
if citizens are to think and act creatively and constructively. Fear
or suspicion that one’s speech is being monitored by a stranger,
even without the raality of such activity, can have a seriously in-
hibiting effect npon the willingness to voice critical and construe-
tive ideas. When dissent from the popular view is discouraged,
intellectual controversy is smothered, the process for testing new’
concepts and ideas is hindered and desirable. change is slowed.
External restraints, of which electronic surveillance is but ene
possibility, are thns repugnant to citizens of such a society.

Today, in addl’c'on to some law enforcement agents, numerous
private persons are utilizing these techniques. They are employed
to acquire evidence for domestlc relations cases, to carry on indus-
trial espionage and counterespionage, to assist in preparing for
civil litigation, and for personnel investigations, among others.
Technological advances have produced remarkably sophisticated
devices, of whizh the eleetronic cocktail olive is illustrative, and
continuing prxce reductions have expanded their markets. Nor has
man’s ingenuity in the development of surveillance equipment been

xhausted with the design and manufacture of electronic devices
for w1retappmg or for eavesdroppmo within buildirgs or vehicles.
Parabolic microphones that pick up conversations. held in the open
At distances of hundreds of feet are available commercially, and
some progress has been made toward utilizing the laser beam to
pick up conversations within a room by focusing upon the glass
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of a convenient window. Progress in microminiaturizing electronic
components has resulted in the production of equipment of ex
tremely small size. Because it can detect what is said anywhere—
not just on-the telephone—bugging presents especxally serious
threats to prlvaev

Detection of surveillance dev1ces is difficult, particularly where
an installation is accomplished by a skilled agent. Isolated in
stances where equipment is discovered in operation therefore do
not adequately reflect the volume of such activity; the effective-
ness of electromc surveillance depends in part upon investigators -
who dc not discuss their activities. The current confusion over |
the legality of electronic surveillance compounds the assessment
problem since many agents feel their conduct may be held unlawful
and are unwilling to report their activities. It is presenfly im-
possible to estimate with any accuracy the volume of electronic
surveillance conducted today. The Comnussmn is impressed, how-
ever, with the opinions of knowledgeable persons that the incidence
of electronic surveillance is already substantial and mcreasmg at
a rapid reie.

Present Iaw and Practice

In 1928 the U. S. Supreme Court decided that evidence obtained
by wiretapping a defendant’s telephone at.a point outside the
defendant’s premises was admissible in a Federal criminal prose-
cution. The Court found no unconstitutional search and seizure
under the Fourth Amendment. Enactment of Section 605 of the
Federal Communications Act in 1934 precluded interception and
disclosure of wire communications. The Department of Justice |
has inferpreted this section to permit interception so long as no
disclosure of the content outside the Department is made. Thus,
wiretapping may presently be conducted by a Federal agent, but
the results may not be used in court. When police officers wiretap
and disclose the information obtained, in accordance with State
procecnre, they are in violation of Federal law.

Law enforcement experience with bugging has been much more
recent and more limited than the use of the traditional wiretap.
The legal situation with respect to bug gging is also different. The
rewulatmh of the national telephone communication network falls'
W1thm reeognized national powers, while legislation attempting to-
authozize the placing of electronic equlpment even under-a warrant -
system would break new and uncharted ground. At the present time
there is no Federal legislation exphcltlv dealing with bugging.
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Since the decision of the Supreme Court in Silverman v. United

~ States, 365 U.S. 505 (1961), use of bugging equipment that in--

volves an unauthorized physical entry into a constitutionally pro-
tected private area violates the Fourth Amendment, and evidence
thus obtained is inadmissible. If eavesdropping is unaccompanied
by sueh a trespass, or if the communication is recorded with the
consent of one of the parties, no such prohibition applies.

The confusion that his arisen inhibits cooperation between
State and Federal law enforcement agencies because of the fear
that information secured in one investigation will legally pollute
another. For example, in New York City prosecutors refuse to
divulge the contents of wire communications intercepted pursuant
to.State court orders because of the Federal proscription but do
utilize evidence obtained by bugging pursuant to court order. In
other sections of New York State, however, prosecutors continue
to'introduce both wiretapping and eavesdropping evidence at trial.

Despite the clear Federal prohibition against disclosure of
wiretap information no Federal prosecutions of State officers have
been undertaken, although prosecutions of State oﬁicers under
State laws have occur red.

One of the most serious consequences of the present state of
the law is that private pmtxes and some law enforcement officers |
are invading the privaey of many citizens without control from
the courts and reasonable IeOISlatwe standards. While the Fed-

" eral prohibition is a partial dete1 rent against divulgence, it has

no effect on interception, and the lack of prosecutwe action against
vielators has substantially reduced respect for the law.

The pr esent status of the law with respect to mretappm«r and
bugging is intolerable. It serves the interests neither of privacy
nor of law enforcement. One way or the other, the present con-
troversy with respect to eleetronic surveillance must be resolved.

The Commission recommends:

Congress should enact legislation dealing spemﬁcallv w1th wire-
tappmo and bugging. :

All members of the Commission agree on the difficulty of strik-

.ing the balance between law enforcement benefits from the use
"of electronic surveillance and the threat to privacy its use may

entail. Further, striking this balance presents important consti-
tutional questions now pending before the U. S. Supreme Court in

29




i

People v. Berger, and any conoressmnal acuon should await the
outcome of that case.

All members of the Commission believe that if authority to - -
employ these techniques is granted it must be granted only with:
stringent limitations. One form of detailed regulatory statute that

has been suggested to the Commission is outlined in ‘the appendlx
to the Commission’s organized crime task force volume. &11 pri-
vate use of electronic surveillance should be placed under r1g1d‘ ‘.
control, or it should be outlawed. B

A ma,]outv of the members of the Commission believe that :
legislation should be enacted granting carefully eircumseribed au- |
thontv for electronic survelllance to law enforcement officers to
the extent it may be consistent with the decision of the Supreme
Court in People v. Berger, and, further, that the availability of
such specific authority would significantly reduce the incentive for,
and the incidence of, improper electronic surveillance.

The other members of the Comniission have serious doubts:
about the desirability of such authority and believe that without
the kind of searching inquiry that would result from further con-
gressional consider atlon of electronic surveiliance, particularly of
the problems of bugging, there is insufficient basis to strike this
balance against the interests of privacy.

"~ Matters affecting the national security not involving eriminal
plosecution are outside the Commission’s mandate, and nothing
in this discussion is intended to affect the existing powers to pro-
tect that 1nterest
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"APPENDIX 4

TITLE 1II OF THE
Omnibus Crime Control and Safe Streets Act of 1 968
signed by the President on June 19, 1968
P. L. 90- 351 82 Stat. 197).

TITLE III—-WIRETAPPING AND ELECTRONIC
SURVEILLANCE
’ FINDINGS

Sec. 801. On the basis of its. own investigations and of published
studies, the Congress makes the following findings:

(a) Wire communications are normally conducted through the
use of facilities which form part of an interstate network. The same
facilities are used for interstate and intrastate. communications.
There has been extensive wiretapping carrled on without legal sanc-
tions, and without the ccnsent of any of the partles to the conversa-
tion. Electronic, mechanical, and other mterceptmg devices are be-
ing used to overhear oral conversations made in private, without the
consent of any of the parties to such communications. 'The contents
of these communications and evidence derived therefrom are being
used by public and private parties as evidence in court and admin-
istrative proceedings, and by persons whose activities affect inter-
state commerce. The possession, manufacture, distribution, adver- -
tising, and use of these devices are facilitated by mterstate com-
merce.

(b) In order to protect effectlvely the privacy of wire and oral
communications, to protect the integrity of court and administra-
tive proceedings, and to prevent the obstruction of interstate com-
merce, it is necessary for Congress to define on a uniform basis the
circumstances and conditions under which the interception of wire
and- oral communications may be authorized, to prohibit any un-
authorized interception of such communications, and the use of
the contents thereof in evidence in courts and admmmtratwe pro--
ceedings. :

(c) - Organized cnmmals make extensive use of wire and oral com-
munications in their criminal activities. The interception of such’
communications to obtain evidence of the commission of erimes or .
to prevent their commission is an indispensable ald to law enforce-
ment and the administration of justice. " ‘

(d) To safeguard the privacy of innocent persons, the mterceptlon

fof wire or oral communications where none of the parties to the
” communication has consented to the mterceptwn should be allowed
only when authorized by a court of competent jurisdiction and should
- remain under the control and supervision of the authorizing court.
Interception of wire and oral communications should further be lim-
ited to certain major types of offenses and specific categories of
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crime with assurances that the interception is justified and that the
information obtained thereby will not be misused.

Sec. 802. Part I of title 18, United States Code, is amended by
adding at the end of the following new chapter:

“Chapter 119.- WIRE INTERCEPTION AND I\'TERCEPTION
OF ORAL COMMUNICATIONS
‘“‘Sec.
“2510.  Definitions.
“¢2511. Interception and disclosure of wire or ora.l communicatlons pro-
’ hibited.
“2612. . Manufacture, distribution, possession, and advertising of wire or
- oral communication intereepting devices prohibited.
- *2513. Confiscation of wire or oral communication intercepting devices.
“2514. Immunity of witnhesses.
“2515. Prohibition of use as evidence of intercepted wire or oral com-
R munications.
“¢2516. Authorization for lnterception of. wire or oral. communications.
*2517. Authorization for disclosure and use of intercepted wire or oral
) : communica.tions.
+2518.. Procedure for interception of wire or oral eommunications
“25619. Reports concerning intercepted wire or oral communications.
*2520. Recovery of clvil damages authorized. :

%8 2510. Defmltlons
“As used in this chapter—
“(1) ‘wire communication’ means auy communication made in
whole or in part through the use of facilities for the transmis-
sion of communications by the aid of wire, cable, or other like
connection between the point of origin and the point of recep-
tion furnished or operated by any person engaged as a common
carrier in providing or operating such facilities for the trans-
mission of interstate or foreign communications;
“(2) ‘oral communication’ means any oral communication ut-
tered by a person exhibiting an expectation that such communi:
catlon is not subject to mterceptmn under circumstances Justxfy
ing such expectation;

“(8) ‘State’ means any State of the United States, the District
of Columbia, the Commonwealth of Puerto Rico, and any terri- :
tory or possession of the Umted States;

“(4) ‘intercept’ means the aural -acquisition of the contents of
any wire or oral communication through the use of any elec
tronic, mechanical, or other' device.

“(5) ‘electronic, mechanical; or other dev1ce means any “de
vice or apparatus which can be used to mtercept a wu'e or ora
commumcatlon other than—

g “(a) any telephone or telegraph instrument, equlpment :
or facility, or any component thereof (i) furnished to the :
subscriber or user by a communications common carrier in
the ordinary course of its business and being used by th
subscriber or user in the ordinary course of its business
or (ii) being used by a communications common carrier in
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* the ordinary course of its business, or by an investigative
or law enforcement . officer in the ordinary course of his

- duties;

“(b) a hearing aid or sxmxlar device being used to correct
subnormal hearing to not better than normal;

*“(6) ‘person’ means any employee, or agent of the United
States or any State or political subdivision thereof, and any in-
dividual, partnership, association, joint stock companv trust, or
corporation; )

“(7) ‘Investigative or law enforcement officer’ means any of- -
ficer of the United States or of a State or political subdivision
thereof, who is empowered by law to conduct investigations of -
or to make arrests for offenses enumerated in this chapter; and
any attorney authorized by law to prosecute or participate i in the
prosecution of such offenses;

#(8) ‘contents’, when used with respect to any wire or oral
communication, includes any information concerning the iden-
~ tity of the parties to such communication or the existence, sub-
stance, purport, or meaning of that communication;
“(9) ‘Judge of competent jurisdiction’ means—
“(a) a judge of a United States district court or a United
States court of appeals; and
“(b) a judge of any court of general criminal jurisdic-
tion of a State who is authorized by a statute of that State
to enter orders authorizing interceptions of wire or oral
comimunications;

“(10) ‘communication common carrier’ shall have the same
meaning which is given the term ‘common carrier’ by section
153(h) of title 47 of the United States Code; and

“(11) ‘aggrieved person’ means a person who was a party to
-any intercepted wire or oral communication or a person against
whom the interception was directed.

“§ 2511. Interception and disclosure of wire or oral communica-
tions prohibited
“(1) Except as otherwise specifically prov1ded in this chapter any
person who—

“(a) willfully intercepts, endeavors to intercept, or procures
any other person to intercept or endeavor to intercept, any wire
or oral communication;

“(b) willfully uses, endeavors to use, or procures any other

. person to use or endeavor to use any electronic;, mechanical, or
p other device to intercept any oral communication when—

“(i) such device is affixed to, or otherwise transmits a
signal through, a wire, cable, or other like connectlon used
in wire communication; or

“(ii) such device transmits communications by radio, or
interferes with the transmission of such commaunication;
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“(iii) such person knows, or has reason to know, that
such device or any component thereof has been sent through
the mail or transported in interstate or foreign commerce;
or S v
“(iv) such use or endeavor to use (A) takes place on the

premises of any business or other commercial establishment
the operations of which affect interstate or foreign com-
merce; or (B) obtains or is for the purpose of obtaining
information relating to the operations of any business or
other commercial establishment the operations of which af-
fect interstate or foreign commerce; or ‘

“(v) such person acts in the District of Columbia, the
Commenwealth of Puerto RICO, or any territory or posses-
sion of the United States;”"

“(c) willfully discloses, or endeavors to disclose, to any other
person the contents of any wire or oral communication, knowing
or having reason to know thaf the:information was obtained !
through the interception of a wire or oral communication in vio- .
lation of this subsection; or

“(d) wilifully uses, or endeavors to use, the contents of any
wire or oral communication, knowing or having reason to know

“that the information was obtained through the interception of a
: wire or oral communieation in: violation of this subsection;
shall be fined not more than $10, 000 or imprisoned not more than five~
years, or both.

“(2) (a) It shall not be unlawful under this chapter for an opera-
tor of a switchboard, or an officer, employee, or agent of any com-
munication common carrier, whose facilities are used in the trans-
mission of a wire communication, to intercept, disclose, or use that
communication in the normal course of his employment while en- |
gaged in any activity which is a necessary incident to the rendition |
of his service or to the protection of the rights or property of the
carrier of such communication: Provided, That said communication
common carriers shall not utilize service observing or random mon-
itoring except for mechanical or service quality control checks.

“(b) It shall not be unlawful under this chapter for an officer,
employee, or agent of the Federal Communications Commission, in
the normal course of his employment and in discharge of the mon-
itoring responsibilities exercised by the Commission in the enforce-
ment of chapter 5-of title 47 of the United States Code, to intercept a
wire communication, or oral communication transmitted by radlo, or .

-to -disclose or use the information thereby obtained. ‘

“(c) It shall not be unlawful under this chapter for a person act-
ing under color of law to intercept a wire or oral communication,
where such person is a party to the communication or one of the
parties to the communication has gwen pnor consent to such inter-
ception, ‘

“(d) It shall not be unlawful under this chapter for a person not
acting under color of law to intercept a wire or oral communication |
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where such person is a party to the commumcatwn or where one of
the parties to the communication has given prior consent to such
interception unless such communication is intercepted for the pur-
pose of committing any criminal or tortious act in violation of the
Constitution or.laws of the United States or of any State or for the
purpose of committing any other injurious act.

“(3) Nothing contained in this chapter or in section 605 of the

" Communications Act of 1934 (48 Stat. 1143; 47 U.S.C. 605) shall lim-

it the constitutional power of the President to take such measures as
he deems necessary to protect the Nation against actual or potential
attack or other hostile acts of a foreign power, to obtain foreign in-
telligence information-deemed essential to the security of the United
States, or to, protect national security information against foreign
intelligence activities.. Nor shall anything contained in this chapter
be deemed to limit the constitutional power of the President to take
such measures as he deems necessary. to- protect the United States
against the overthrow of the Government by force or other unlawful

_means, or against any other clear and present danger to the structure

or existence of the Government. The contents of any wire or oral

‘communication intercepted by authority of the President in the exer-

cise of the foregoing powers may be received in evidence-in any trial
hearing, or other proceeding only where such interception was rea-
sonable, and shall not be otherwise used or disclosed except as is -
necessary to implement that power. -

“§ 2512. Manufacture, distribution, possession, and  advertising
of wire or oral communication intercepting devices
prohibited ‘

“(1) Except as otherwise spec1f1cally provided in this chapter, any
person who willfully—

“(a) sends through the mail, or:sends or carries in interstate

- or foreign commerce, any electronic, mechanieal, or other device,
knowing or having reason:to know that the design of such device
renders it primarily useful for the purpose of the surreptitious

_interception of wire or oral communications; »

“(b) manufactures, assembles, possesses;- or sells any elec-
tronic, mechanical, or other device, knowing or having reason to
“know that the design of such device renders it primarily useful
for the purpose of the surreptitious interception of wire or oral
communications, and that such device or any component thereof -
has been or will be sent through the mail or transported in inter-
state or foreign commerce; or

“(c¢) places in any newspaper magazme, handblll or other
publication any advertisement of—

“(i) any electronie, mechanical, or other device knowing
or having reason to know that the design of such device
renders it primarily useful for the purpose of the surrepti-
tious interception of wire or oral communications; or

“(ii). any other electronic, mechanical, or other dev1ce,
where such advertisement promotes the use of such device
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for the purpose of the surreptitious interception of wire or
oral communications, '
knowing or having reason to know that such -advertisement will
be sent through the mai] or transported in interstate or foreign
commerce, ‘
shall be fined not more than $10,000 or imprisoned not more than
five years, or both.

“(2) It shall not be unlawful under this section for— _
" “(a) a communications common carrier or an-officer, agent,
or employee of, or a person under contract with, a communica-
tions -common carrier, in the normal course of the communica-
- tions common carrier’s business, or

“(b) an officer, agent, or employee of, or a person under con-
tract with, the United States, a State, or a political subdivision
thereof, in the normal course of the activities of the United
States, a State, or a political subdivision thereof, to send through-
the mail, send or carry in interstate or foreign commerce, or
manufacture, assemble, possess, or sell any electronic, mechan-.
ical, or other device knowing or having reason to know that the
design of such device renders it primarily useful for the purpose
of the surreptitious interception of wire .or oral communications.

“§ 2513. Confiscation of wire or oral communication intercepting
devices S

“Any electronic, mechanical, or other device used, sent, carried,
manufactured, assembled, possessed, sold, or advertised in violation
of section 2511 or section 2512 of this chapter may be seized and-
forfeited to the United States. All provisions of law relating to: (1)
the seizure, summary and judicial forfeiture, and condemnation of
vessels, vehicles, merchandise, and baggage for violations of the cus-
toms laws contained in title 19 of the United States Code, (2) the
disposition of such vessels, vehicles, merchandise, and baggage or the
proceeds from the sale thereof, (3) the remission or mitigation of
such forfeiture, (4) the compromise of claims, and (5) the award of
compensation to informers in respect of such forfeitures, shall apply
to seizures and forfeitures incurred, or alleged to have been incurred,
under the provisions of this section, insofar as applicable and not in-
consistent with the provisions of this section; except that such du-
ties as are imposed upon the collector of customs or any other person
with respect to the seizure and forfeiture of vessels, vehicles, mer-
chandise, and baggage under the provisions-of the customs laws con-:
tained in title 19 of the United States Code shall be performed with
respect to seizure and forfeiture of electronic, mechanical, or other
intercepting devices under this section by such officers, agents, or
other persons.as may be suthorized or designated for that purpose by
the Attorney General. : ' » :

“§ 2514. Immunity of witnesses
“Whenever in the judgment of a United States attorney the testi-;
mony of any witness, or the prqduction of books, papers, or other;
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evidente by any witness, in any case or proceeding before any grand
jury or court of the United States involving any violation of this
~ chapter or any of the offenses enumerated in section 2516, or any
conspiracy to violate this chapter or any of the offenses enumerated
in section 2516 is necessary to the public interest, such United States
attorney, upon the approval of ihe Attorney General, shall make
application to the court that the witnoss shall be instructed to testify
or produce evidence subject to the provisions of this section, and up-
~on order of the court such witnesa skall not be excused from testify--
ing or from producing books, papers, or other evidence on the ground-
that the testimony or evidence reguired of him may tend to incrim-
inate him or subject him to a penalty or forfeiture. No such witness
shall be prosecuted or subjected to any-penalty or forfeiture for or
on account of any transaction, mat{:er or thing concerning ‘which he
is compelled, after having claimed his privilege against self-incrim-
ination, to testify or produce evidence, nor shall testimony so com-
pelled be used as evidence in any eriminal proceeding (except in a
proceeding described in the next sentence) against him in any court.
No witness shall be exempt under this section from prosecution for
perjury or contempt committed whiie giving testimony or producing
evidence under compulsion as provided in this section.

“§ 2515. Prohibition of use as evidence of mtercepted wire or oral
communications

“Whenever any wire or oral communication has been intercepted,
no part of the contents of such communication and no evidence de-
rived therefrom may be received in-evidence in any trial, hearing,
or other proceeding in or before any court, grand jury, department,
officer, agency; regulatory body, legislative committee, or other
authority of the United States, a State, or a political subdivision
‘thereof if the disclosure of that mf"rmatlon would be in violation
of this chapter. ‘ :

“§ 2516. Authorization for interception of wire or oral communi-
cations.

“(1) The Attorney General, or any Assustant Attorney General
specially designated by the Attorney General, may authorize an ap-
plication to a Federal judge of competent jurisdiction for, and such
judge may grant in conformity with section 2518 of this chapter an
order authorizing or approving the interception of wire or oral com-
munications by the Federal Bureau of Investigation, or a Federal
agency having responsibility for the investigation of .the offense as
to which the application is made, when such mterceptlon may pro-
vide or has provided evidence of— :

“(a) any offense punishabic by death or by imprisonment for
more than one year under sections 2274 through 2277 of title 42
of the United States Code (relating to the enforcement of the
Atomic Energy Act of 1954}, or under the following chapters of
this title: chapter 37 (relating to espionage), chapter 105 (relat-
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ing to sabotage), chapter 115 (relating to treason), or chapter
102 (relating to riots); )

“(b) a violation of section 186 or section 501(c) of title 29,
United States Code (dealing with restrictions on payments and
loans to labor organizations), or any offense which involves
murder, kidnapping, robbery, or extortion, and which is punish- |
able under this title; 5

“(c¢) any offense which is punishable under the following sec-
tions of this title: section 201 (bribery of public officials and
witnesses), section 224 (bribery in sporting contests), section
1084 (transmission of wagering information), section 1503 -(in

- fluencing or injuring an officer, juror, or witness generally),
section 1510 (obstruction of criminal investigations), section
1751 (Presidential assassinations, kidnapping, and assault), sec-
tion 1951 (interference with commerce by threats or violence),
section 1952 (interstate and foreign travel or transportation in
aid of racketeering ¢nterprises), section 1954 (offer, acceptance,
or solicitation to influence operations of employee benefit plan),
section 659 (theft from interstate shipment), section 664 (em-
bezzlement from pension and welfare funds), or sections 2314
and 2315 (interstate iransportation of stolen property);

“(d) any offense involving counterfeiting punishable under
sections 471, 472, cr 478 of this title;

“(e) any offense involving bankruptcy fraud or the manu- |
facture, importation, receiving, concealment, buying, selling, or
otherwise dealing in narcotic drugs, marihuana, or other danger-
ous drugs, punishable under any law of the United States;

“(f) any offense including extortionate credit transactions |
under sections 892, 892, or 894 of this title; or :

“(g) any conspiracy to commit any of the foregoing offenses.

“(2) The principal prosecuting attorney of any State; or the prin
cipal prosecuting attorney of any political subdivision thereof, if ;
such attorney is authorized by a statute of that State to make appli- |
cation to a State court judge of competent jurisdiction for an order :
authorizing or approving the interception of wire or oral communica
tions, may apply to such judge for, and such judge may grant in con
formity with section 2518 of this chapter and with the applicable :
State statute an order authorizing, or approving the interception of ;
wire or oral communications by investigative or law enforcement of
ficers having resp'onsibi‘ity for the investigation of the offense as!
to which the application is made, when such interception may pro- ;
vide or has provided evidence of the commission of the offense o i
murder, kidnapping, gambling, robbery, bribery, extortion, or dealin
in narcotic drugs, marihuana or other dangerous drugs, or othe
crime dangerous to life, limb, or property, and punishable by im
prisonment for more tkan one year, de’signa‘téd in any applicabl
State statute authorizing such interception, or any conspxracy t
commit any of the foregoing offenses.
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“§ 2517. Authorization for disclosure and use of mtercepted wire
or oral communications

“(1) Any investigative or law enforcement officer who, by any
means authorized by this chapter, has obtained knowledge of the
contents of any wire or oral communication, or evidence derived
therefrom, may disclose such contents to another investigzative or
law enforcement officer to the extent that such disclosure is appro-
priate to the proper performance of the official duties of the offlcer
making or receiving the disclosure.

“(2) . Any investigative or law enforcement officer who, by any
means authorized by this chapter, has obtained knowledge of the
contents of any wire or oral communication or evidence derived
therefrom may use such contents to the extent such use is appropri-
ate to the proper performance of his official duties.

"~ “(8) Any person who has received, by any means authorized by
this chapter, any information concerning a wire or oral communica-

- tion, or evidence derived therefrom intercepted in accordance with
the provisions of this chapter may disclose the contents of that com-
munication or such derivative evidence while giving testimony under
oath or affirmation in any criminal proceeding in any court of the
United States or of any State or in any Federal or State grand jury
proceeding.

“(4) No otherwise prxv11eged wire or oral communication inter-
cepted in accordance with, or in violation of, the provisivas of this
chapter shall lose its privileged character.

“(5) When an investigative or law enforcement officer, while en-
gaged in intercepting wire or oral communications in the manner
authorized herein, intercepts wire or oral communications relating to
offenses other than those specified in the order of authorization or
approval, the contents thereof, and evidence derived therefrom, may
be disclosed or used as provided in subsections (1) and (2) of this
section. Such contents and any evidence derived therefrom may be
used under subsection (3) ¢f this section when authcrized or ap-
proved by a judge of competent jurisdiction where such judge finds
on subsequent application that the contents were otherwise inter-
cepted in accordance with the provisions of this ehapter. Such ap-
plication shall be made as soon as practicable. .

“§ 2518. Procedure for interception of wire or oral communications
“(1) Each application for an order authorizing or approving the
interception of a wire or oral communication shall be made in writing |
upon oath or affirmation to a judge of competent jurisdiction and
shall state the applicant’s authority to make such application. Each
application shall include the following information: S
“(a) the identity of the investigative or law enfcrcement of-
ficer making the application, and the officer autnormng the
application;
* 7 “(b) a full and complete statement of the facts and circum-
stances relied upon by the applicant, to justify his belief that an
order should be issued, including (i) details as to the particular
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“ offeuse that has been, is being, or is about to be committed, (ii)
a particular description of the nature and location of the facili-

" ‘tiez from which or the place where the communication is to be .
intercepted, (iii) a particular description of the type of com-
munications sought to be intercepted, (iv) the identity of the

- person, if known, committing the offense and whose commumca-
tions are to be intercepted;

“(e) a full and complete statement as to whether or not other
investigative procedures have been tried and failed or why they
reasonably appear to be unlikely to succeed if tried or to be too

- dangerous;
- *“{d) a statement of the period of time for which the inter-
~ception is required to be maintained. If the nature of the in-
vestigation is such that the authorization for interception

should not automatically terminate when the described type of A

communication has been first obtained, a particular descrip-
- tion of facts establishing probable cause to believe that addition-
al communications of the same type will occur thereafter;

“(e) a full and complete statement of the facts concerning all
previous applications known to the individual authorizing and
making the application, made to any judge for authorization to
intercept, or for approval of interceptions of, wire or oral com-
munications involving any of the same persons, facilities or
places epecified in the application, and the action taken by the

‘ Jud on each such application; and
“(f) where the application is for the extension of an order,
a statement setting forth the results thus far obtained from the
intzrception, or a reasonable explanation of the failure to ob-
tain such results. -
“(2) The judge may require the applicant to furnish additional-
testimony or documentary evidence in support of the application.
“(8) Upon such application the judge may enter an ex parte order,
as requested or as modjfied, authorizing or approving interception
of wire or oral communications within the territorial jurisdiction of -
- the court in which the judge is sitting, if the judge determines on the
basig of the facts submitted by the applicant that— ,

“(a) there is probable cause for belief that an individual is
committing, has committed, or is about to commit a particular
offense enumerated in section 2516 of this chapter;

“(b) there is probable cause for belief that particular com-
munications concerning that offense will be obtained through
such interception;

“(c) normal investigative procedures have been ‘tried and
have failed or reasonably appear to be unlikely to succeed if
tried or to be too dangerous;

“(d) there is probable cause for behef that the facilities from
which, or the place where, the wire or oral communications are

" to be intercepted are being used, or are about to be used, in
connection with the commission of such offense, or are leased
to, listed in the name of, or commonly used by such person.
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“(4) Each order authorizing or approving the interception of any
~ wire or oral communication shall specify—

“(a) the 1dent1ty of the person, xf known, whose communica-
tions are to be intercepted;

“*(b) the nature and location of the communications facilities
~as to which, or the place where, authority to mter..ent is grant-
ed;
“(e) a partlcular description of the type of communication
. sought to be intercepted, and a statement of the partlcular of-
- fense to which it relates;

- “(d) the identity of the agency authonzed to intercept the
commumcatlons, and of the person authorizing the apphcatlon,
and

“(e) the period of t1me during which such mtex- ¢ption is au-
thorized, including a statement as to whether or not the inter-
ception shall automatically terminate when the deaz.rmed com-
munication has been first obtained.

“(5) No order entered under this section may authorize or approve
the interception of any wire or oral communication for any period
longer than is necessary to achieve the objective of the authoriza- -
tion, nor in any event longer than thirty days. Extensions of an
order may be granted, but only upon application for an extension
made in accordance with subsection (1) of this section and the court .
making the findings required by subsection. (3) of this section. The:
period of extension shall be no longer than the authorizing judge
deems necessary to achieve the purposes for which it was granted
and in no event for longer than thirty days. Every order and exten-
sion thereof shall contain a provision that the authorization to inter-

cept shall be executed as soon as practicable, shall be conducted in
“such a way as to minimize the interception of communications not
otherwise subject to interception under this chapter, and must ter-.
* minate upon attainment of the authorized objective, ur in any event
in thirty days. :

“(6) Whenever an order authorizing mterceptxon is ¢ptered pur-
suant to this chapter, the order may require reports to be made to
the judge who issued the order showing what progress has been
- made toward achievement of the authorized objectivz and the need
for continued interception. Such reports shall be made at such in-
tervals as the judge may require.

“(7) Notwithstanding any other provision of this cnanter, any in-
vestigative or law enforcement officer, specially designzted by the
Attorney General or by the principal prosecuting aticrney of any
State or subdivision thereof acting pursuant to a statnte of that
State, who reasonably determines that— EE

“(a) an emergency situation exists with respest to conspira-
torial activities threatening the national security interest or to -
‘conspiratorial activities characteristic of organized erime that -
requires a wire or oral communication to be intercepted before

Py
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an order authorizing such interception can with due diligence
be obtained, and

“(h) there are grounds upon which an order could be entered

under this chapter to authorize such interception, :
may intercept such wire or oral communication if an app]lcatlon for
an order approving the interception is made in accordance with this
gection within forty-eight hours after the interception has occurred,
or begins to occur. In the absence of an order, such interception
shall immediately terminate when the communication sought is ob-
tained or when the application for the order is denied, whichever is
earlier. TIn the event such application for approval is denied, or in
any other case where the interception is terminated without an order

- having been issued, the contents of any wire or oral communication

intercepted shall be treated as having been obtained in violation of

this chapter, and an inventory shall be served as provided for in sub-
section (d) of this section on the person named in the application.
“(8) (a) The contents of any wire or oral communication inter-
cepted by any means authorized by this chapter shall, if possible, be
recorded on tape or wire or othér comparable device. The recording
of the contents of any wire or oral communication under this subsec-
tion shall be done in such way as will protect the recording from
editing or other alterations. Immediately upon the expiration of the
period of the order, or extensions thereof, such recordings shall be
made available to the judge issuing such order and sealed under his

‘directions. Custody of the recordings shall be wherever the judge

orders. They shall not be destroyed except upon an order of the is-

suing-or denying judge and in any event shall be kept for ten years.

- Duplicate recordings may be made for use or disclosure pursuant to

the provisions of subsections (1) and (2) of section 2517 of this

chapter For investigations. The presence of the seal provided for
by this subsection, or a satisfactory explanation for the absence
thereof, zhall be a prerequisite for the use or disclosure of the con-
tents of uny wire or oral communication or evidence derlved there-
from under subsection (3) of section 2517.

“(b) Applications made and orders granted under this chapter
shall be sealed by the judge.. Custody of the applications and orders
shall be wherever the judge directs. - Such applications and orders
" shall be disclosed only upon a showing of good cause before a judge
- of competent jurisdiction and shall not be destroyed except on order
of -the issuing or denying Judge, and in any event shall be kept for
ten years. .

. “(e) Any violation of the provisions of this subsectlon may be
punished as contempt of the issuing or denying judge. :

. “(d) Within a reasonable time but not later than ninety days aftpr
the filing of an application for an order of ‘approval under sectionr
2518(7) (b) which is denied or the termination of the period of an
order or extensions thereof, the issuing or denying judge shall cause
to be served, on the persons named in the order or the apphcatwn,
and such other partxes to mtercepted commumcat)ons as the judge
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- .may determine in his discretion that is in the interest of justice, an
"inventory which shall include notice of— '
“(1) the fact of the entry of the order or the application;
“(2) the date of the entry and the perlod of authorized, ap-
proved or disapproved interception, or the denial of the applica-
tion; and
“(38) the fact that durmg the perlod wire or oral communica-
tions were or were not intercepted.
The,judgef‘ fipon the filing of a motion, may in his discretion make
available to such person or his counsel for inspection such portions
of the intercepted communications, applications and. orders as the
judge determines to be in the interest of justice. On an ex parte
showing of good cause to a judge of comipetent jurisdiction ihe serv-
ing of the inventory required by this subsection may be postponed.

“(9) The contents of any intercepted wire or oral communication
or evidence derived therefrom shall not be received in evidence or
otherwise disclosed in any trial, hearing, or other procecding in a
‘Federal or State court unless each party, not less than ten days be-
fore the trial, hearing, or proceeding, has been furnished with a copy.
of the court order, and accompanying application, under which the
interception was authorized or approved. This ten-day perind may
be waived by the judge if he finds that it was not possible to furnish
“the party with the above information ten days before tha trizi, hear-
ing, or proceeding and that the party will not be prejudiced by the
delay in recexvmg such information. -

“(10) (a) Any aggrieved person in any trial, hearmg, nr nroceed-
ing in or before any court, department, officer, agency, regulatory
body, or other authority of the United States, a State, or a political
_ subdivision thereof, may move to suppress the contents of any in-
. tercepted wire or oral communicatio_n, or evidence derived therefrom,
on the grounds that—

- *(i) the communicdtion was unlawfully intercepted;
“(ii) the order of authorization or approval under v'hlch it
was intercepted is insufficient on its face; or '
“(iii) the interception was not made in conformity with the
order of authorization or approval.

Such motion shall be made before the trial, hearing, or proceeding
unless there was no opportunity to make such motion or the rerson
was not aware of the grounds of the motion. If the motion is grant-
ed, the contents of the intercepted wire or oral communication, or
evidence derived therefrom, shall be treated as having been obtained
in violation of this chapter. The judge, upon the filing of such mo-
tion by the aggrieved person, may in his discretion make available
to tiie aggrieved person or his counsel for inspection sucl portions
. of the intercepted communication or evidence derived thcrefrom as

- the judge determines to be in the interests of justice.

(b} In addition to any other right to appeal, the Urited States '
«* all have the right to appeal from an order granting & motion to .
suppress made under paragraph (a) of this subsection, or the denial
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~of an application for an order of approval, if the United States at-
torney shall certify to the judge or other official granting such mo-
tion or denying such application that the appeal is not taken for pur-
poses of delay. Such appeal shall be taken within thirty days after
the date the order was entered and shall be diligently prosecuted.

“8 2519 Reports concerning intercepted wire or oral commumca-
i . tions

“(1) Within thirty days after the expiration of an order (or each
extension thereof) entered under section 2518, or the denial of an
order approving an interception, the issuing or denying judge shall
report to the Administrative Office of the United States Courts—

“(2) the fact that an order or extension was applied for; -

“{b) the kind of order or extension applied for;

“(c¢) the fact that the order or extension was granted as ap-
plied for, was modified, or was denied; |

“(d) the period of interceptions authorized by the order, and
the number and duration of any extensmns of the order; .

“{e) the offenses specified in the order or application, or ex-
tension of an order;

“{f) the identity of the applying investigative or law enforce-
ment officer and agency making the application and the person
aunthorizing ‘the application; and

“(g) the nature of the facilities from which or the place
where communications were to be intercepted.

“(2) in January of each year the Attorney General, an Assistant
Atteiney General specially designated by the Attorney General, or -
the principal prosecuting attorney of a State, or the principal prose- .

- cutirg attorney for -any political subdivision of a State, shall report
to the Administrative Office of the United States Courts—

“(a) the information required by paragraphs (a) through (g)
of subsection (1) of this section with respect to each application
for an order or extension made during the precedmg calendar

vear;

“(b) a general descrlptlon of the mterceptlons made under
such order or extension, including (i) the approximate nature
and frequency of incriminating communications intercepted, (ii)
the approximate nature and frequency of other communications-
intercepted, (iii) the approximate number of persons whose com-
munications were intercepted, and (iv) the approximate nature,
amount, and cost of the manpower and other resources used in -
-‘he interceptions;

“(¢) the number of arrests resulting from interceptions made
Luder such order or extension, and the offenses for which ar-
rests were made; *

“(d) the number of trials resulting from such mterceptxons H

“{e) the number of motions to suppress made with respect to
such interceptions, and the number granted or denied;

“(f) the number of convictions.resulting from such intercep-
tions and the offenses for which the convictions were obtained
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and a general assessment of the importance of the interceptions;
and ,

“(g) the information required by paragraphs (b) through
(f) of this subsection with respect to orders or extensions ob-
tained in a preceding calendar year.

“(8) In April of each year the Director of the Administrative Of-
fice of the United States Courts shall transmit to the Congress a full
and complete report concerning the number of applications for or-
ders authorizing or approving the interception of wire or oral com-
munications and the number of orders and extensions granted or de-
nied during the preceding calendar year. Such report shall include
a summary and analysis of the data required to be filed with the Ad-
ministrative Office by subsections (1) and (2) of this section. The
Director of the Administrative Office of the United States Courts is
authorized to issue binding regulations dealing with the content and
form of the reports required to be filed by subsections (1) and (2)
of this section.

“§ 2520. Recovery of civil damages authorized ,
“Any person whose wire or oral communication is intercepted, dis-
closed, or used in violation of this chapter shall (1) have a ecivil
cause of action against any person who intercepts, discloses, or uses,
or procures any other person to intercept, disclose, or nse such com-
munications, and (2) be entitled to recover from any such person—.
“(a) actual damages but not less. than liquidated damages
computed at the rate of $100 a day for each day of violation or
$1,000, whichever is higher;
“(b) punitive damages; and
“(c) a reasonable attorney’s fee and other litigztion costs
reasonably incurred.
A good faith reliance on a court order or on the provisions of sec-
tion 2518(7) of this chapter shall constitute a complete defense to
any civil or criminal action brought under this chapter.”




APPENDIX 5
PUBLIC HEARING ON ELECTRONIC SURVEILLANCE
Witnesses.

The following is a list of witnesses who testified on the subject
of electronic sur velllance at the public hearings held September 16,
17 and 18, 1968, listed in the order- of their appearance:

Epwix B. ForsyTHE, President of the Senate

G. RoBERT Braxey, Professor of Law, N otre Dame Law School

Ravpa Saveryo, New York, N. Y., Former Consultant to the

President’s Commission on Law Enforce-
ment and Administration of Justice

Leo KapLowirz, Prosecutor, Union County
Guy W. Caurssi, Prosecutor, Bergen County

Hexry S. Rvra, Jr., Adssociate Professor of Law,
University of Pennsylvania

Joer R. Jacossox, Director of Community Affairs,
United Automobile Workers, Region 9

Covroxer Davip B. Krrny, Superintendent,
New Jersey State Police

" ArtaUR J. SiuLs, The Attorney (General, State of New Jersey

Fraxk S. Hoeax, District Attorney of New York County, New
York, filed with the (fommittee a copy of his Statement before the
United States Senate Subcommittee on Criminal Laws and Proce-
dures, July 12, 1967, advocating legislation to permit electronic
surveillance (see pages 192-218, Appendix to transcript of Publie
Hearings held September 16-18, 1968).



APPENDIX 6

MA]JORITY OPINION, UNITED STATES
SUPREME COURT,

Berger v. New York, 388 U. S. 41 (1967).
SUPREME COURT OF THE UNITED STATES

No. 615.—OctoBEr TERM, 19066.

Ralph Berger, Petitioner, On Writ of Certiorari to the

: . | Court of Appeals of New
State of New York. York. - °

[June 12, 1967.] ﬁ

MR. JusTticeE CLARK delivered the opinion of the Court.
This writ tests the validity of New York’s permissive

eavesdrop statute, N. Y. Code Crim. Proc. §813-a;

148 813-a. 'Ex parte order for eavesdropping

“An ex parte order for eavesdropping as defined in subdivisions
one and two of section seven hundred thirty-eight of the penal law
may be issued by any justice of the supreme court or judge of a
county court or of the court of general sessions of the county of
New York upon oath or affirmation of a district attorney, or of
the attorney-general or of an officer above the rank of sergeant
of any police department of the state or of any political subdi-
vision thereof, that there is reasonable ground to believe that evi-
dence of crime may be thus obtained, and particularly describing
the person or persons whose communications, conversations or dis-
cussions are to be overheard or recorded and the purpose thercof,
and, in the case of a telegraphic or telephonic communication, identi-
fying the particular telephone number or telegraph' line involved.
In connection with the issuance of such an-order the justice or judge:
may examine on oath the applicant and any other witness he may
produce and shall satisfy himself of the existence of reasonable
grounds for the granting of such application. - Any sucli order shall
be effective for the time specified therein but not for 2 period of
more than two months unless extended or renewed by the justice
or judge who signed and issued the original order upon satisfying
himself that such extension or renewal is in the public interest. -Any
such order together with the papers upon which the application
was based, shall be delivered to and retained by the applicant as
authority for the eavesdropping authorized therein. A true copy
of such order shall at all times be retained in his possession by ‘the
judge or justice issuing the same, and, in:the event of the denial
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under the Fourth, Fifth, Ninth, and Fourteenth- Amend-
ments. The claim is that the statute sets up a system
of surveillance which involves trespassory intrusions into
private, constitutionally’ protected premises, authorizes
“general searches” for “mere evidence,” ? and is an inva-
sion of the privilege against self-incrimination. The
trial court upheld the statute, the Appellate Division
affirmed without opinion, 25 A. D. 2d 718, and the Court
of Appeals did likewise by a divided vote. - 18 N. Y. 2d
638. We granted certiorari, 385 U. S. 967 (1966). We
have concluded that the language of New York’s statute
is too broad in its sweep resulting in a trespassory intru-
sion into a constitutionally protected area and is, there-
fore, violative of the Fourth and Fourteenth Amend-
ments. This disposition obviates the necess1ty for any
discussion of the other points raised.

-

L

Berger, the petitioner, was convicted on two counts of
conspiracy to bribe the Chairman of the New York State
Liquor Authority. The case arose out of the complaint
of one Ralph Pansini to the Distriect Attorney’s Office
that agents of the State Liquor Authority had entered
his bar and grill and without cause seized his books and
records. Pansini asserted that thc raid was in reprisal
for his failure to pay a bribe for a liquor license. Numer-
ous complaints had been filed with the District Attorney’s
Office charging the payment of bribes by applicants for
liquor licenses. On the direction of that office, Pansini,
while equipped with a minifon recording device, inter-

of an application for such an order, a true ¢opy of the papers upon
which the application was based shall inlike manner be retained
by the judge or justice denying the same. As amendod L. 1958, -
c. 676, eff. July 1, 1958.”

2 This contention is disposed of in W arden, Maryland Penitenitary
v. Hayden, ante, p. —, adversely to petitioner’s assertion here.
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viewed an employee of the Authority. The employee
advised Pansini that the price for a license was $10,000
and suggested that he contact attorney Harry Neyer.
Neyer subsequently told Pansini that he worked with
the Authority employee before and that the latter was
‘aware of. the going rate on liquor licenses downtown.

On the basis of this evidence an eavesdrop order was
obtained from a Justice of the State Supreme Court, as
provided by § 813-a. The order permitted the installa-
tion, for a period of 60 days, of a recording device in
Neyer’s office. On the basis of leads obtained from this
eavesdrop a second order permitting the installation,
for a like period, of a recording device in the cffice of one
Harry Steinman was obtained. After some two weeks
of eavesdropping a conspiracy was uncovered involving
the issuance of liquor licenses for the Playboy and Tene-
ment Clubs, both of New York City. Petitioner was
indicted as “a go-between” for the principal conspirators,
who though not named in the indictment were disclosed
in a bill of particulars. Relevant portions of the record-
ings were received in evidence at the trial and were played
to the jury, all over the objection of the petitioner. The
parties have stipulated that the District Attorney “had
no information upon which to proceed to present a case
to the Grand Jury, or on the basis of which to piosecute”
the petitioner except by the use of the eavesdrop evidence.

II.

Eavesdropping is an ancient practice which at common
law was condemned as a nuisance. IV Blackstone,
Commentaries § 168. In those days the eavesdropper
listened by naked ear under the eaves of houses or their
windows, or beyond their walls seeking after private dis-
course.- The awkwardness and undignified manner of
this method as well as its susceptibility to abuse was
immediately recognized. _Electricity, however, provided
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a better vehicle and with the advent of the telegraph
surreptitious interception of messages began. "As early
as 1862 California found it necessary to prohibit the prac-
tice by statute. Statutes of California 1862, p. 288,
CCLX 12. During the Civil War General J. E. B. Stuart
_is reputed to have had his own eavesdropper along with-
him in the field whose job it was to intercept military
communications of the opposing forces. Subsequently
newspapers reportedly raided one another’s news gather-
ing lines to save energy, time, and money. Racing news
was likewise intercepted and flashed to bettors before the
official result arrived. = :

The telephone brought on a new and more modern
eavesdropper know as the “wiretapper.” Interception
was made by a connection with a telephone line. This
activity has been with us for three-quarters of a century.
Like its cousins, wiretapping proved to be a commercial
as well as a police technique. Illinois outlawed it in 1895
and in 1905 California extended its telegraph interception
prohibition to the telephone. Some 50 years ago a New
York legislative committee found that pelice, in coopera-
tion with the telephone company, had been tapping tele-
phone lines in New York despite an Act passed in 1895
prohibiting it. During prohibition days wiretaps were the
principal source of information relied upon by the police
as the basis for prosecutions. In 1934 the Congress out-
lawed the interception without authorization, and the
divulging or publishing of the contents of wiretaps by
passing § 605 of the Communications Act of 1934.> New
York, in 1938, declared by constitutional amendment
that “[t]he right of the people to be secure against
- unreasonable interception of telephone and telegraph
. communications shall not be violated,” but permitted’
by ex parte order of the Supreme Court of the State the

3 48 Stat, 1103, 47 U. S. C. § 605..
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interception of communications on a showing of “rea-
sonable ground to beliéve that evidence of erime” might
be obtained. McKinney Const. Art. I, § 12. '

Sophisticated electronic devices have now been devel-
oped (commonly know as “bugging”) which are capable
of eavesdropping on|anyone in ‘most any given situation.

They are to be dist%hguislied‘ from “wiretapping” which

is confined to the interception of telegraphic and tele-

phonic communications. Miniature in size—no larger
than a postage stamp (34"’ x 34" x %’’)—ihese gadgets
pick up whispers within a room and broadcast them half
a block away to a receiver. It is said that certain types
of electronic rays béamed at walls or glass windows are
capable of catching ivo'ice vibrations as they are bounced
off the latter. Since 1940 eavesdropping has become a
big business. Manu‘ffacturing ‘concerns offer complete de- |
tection systems which autotmatically record voices under
- most any conditions by remote control. A microphone
concealed in a book,\ a lamp, or other unsuspecting place
in a room, or made into a fountain pen, tie clasp, lapel
button, or cuff link increases the range of these powerful
wireless transmitters to a half mile. Receivers pick up
the transmission with interference-free reception on a
special wave ‘frequency. And, of late, a combination
mirror transmitter has been developed which permits
not only sight but voice transmission up to 300 feet.
Likewise, parabolic microphones, which can overhear
conversations ‘without being placed within the premises -
monitored, have been developed. See Westin, Science,
Privacy and Freedom, 66 Col. L. Rev. 1003, 1005-1010. -
As science developed these detection technigues, law-
makers, sensing the resulting invasion of individual
privacy, have provided some statutory protection for the
public. ~Seven States, California, Illinois, Maryland,
Massachusetts, Nevada, New York, and Oregon, prohibit.
surreptitious eavesdropping by mechanical or électrqnic :
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device.* However, all, save Illinois, permit official court-
ordered eavesdropping. Some 36 States prohibit wire-
tapping.® But of these, 27 permit “auihorized” inter-
ception of some type. Federal law, as ‘we have seen,
prohibits-intereeption and divulging or publishing of the
content of wiretaps without exception.® In sum, it is
' faJr to say that w1retapp1ng on the whole is outlawed,

4 Cal. Pen. Code §633h—), I1. Reyv. Stat c. 38, §§ 14.1-7 (1963);
Md. Ann. Code, Art. 27, § 125A (1957); Mass. Ann. Laws, c. 272,
§99 (Supp. 1964); Nev. Rev. Stat. §200.650 (1963); N. Y. Pen.
Law §738; Ore. Rev. Stat. § 165.540 (1) (c) (Supp. 1963).

5 Ala. Code, Tit. 48, § 414°(1958); Alaska Stat. § 42.20.100°(1962) ;
Ark. Stat. Ann. § 73-1810 (1957); Cal. Pen.-Code §640; Colo. Rev.
Stat. §404-17 (1963); Conn. Gen. Stat. Rev. §53-140 (1958);
Del. Code Ann., Tit. 11, § 757 (Supp. 1964); Fla. Stat. Ann. § 822.10
(1965); Hawaii Rev, Laws § 309 A-1 (Supp. 1963); Idaho Code
Ann. §§18-6704, 6705 (1947); Il Rev. Stat. c. 134, §16 (1963),
Iowa Code §716.8 (1962); Ky Rev. Stat: §433.430 (1963); La
Rev. Stat. §14:322 (1950); Md. Ann. Code, Art. 35, §§92, 93
(1957); Mass, Ann. Laws, ¢. 272, § 99 (Supp. 1964); Mich. Stat.
Ann. §28.808 (1954); Mont. Rev. Codes Ann. §94-3203 (Supp.

1965); Neb. Rev, Stat, § 86-328 (1958); Nev. Rev. Stat. §§ 200.620,

200.630 (1963); N. J. Stat. Ann. §2A:146-1 (1953); N. M. Stat.
Ann. §40A-12-1 (1964); N. J. Pen. Law §738; N.-C. Gen. Stat.
§ 14-155 (1953); N. D. Cent. Code § 8-1—07 (1959); Ohio Rev.
Code Ann. § 493128 (p. 1953); Okla. Stat., Tit. 21, § 1757 (1961);
Ore: Rev. Stat, § 165.540 (1) (1963); Pa. Stat. Ann.; Tit. 15, § 2443
(1958); ‘R. I. Gen. Laws Ann. §11—35.—'1‘2 (1956); S. D. Code
§ 13.4519 (1939); Tenn. Code Ann. §65-2117 (1955); Utah Code
Ann. §76-48-11 (1953); Va. Code Ann. § 18.1-156 (Supp. 1960);
Wis. Stat, § 134.39 (1963); Wyo. Stat. Ann. § 37-259 (157).

§ A recent Federal Communications Commission Regulation, 31
Fed. Reg. 3397, -—— C. F. R. —, prohibits the use of “a device re-
quired to be licensed by section 301 of the Communications Act” for
the purpose -of eavesdropping: This regulation, howeéver, exempts
use under “lawful authority” by police officers and the sanctions are
limited to loss of license and the imposition of a fine. The memo-
randuim accompanying the -regulation stated: “What constitutes a

. crime under. State’ law: reflecting a State -policy -applicable to eaves-
dropping is, of course, unaffected by our rules

4
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except for permissive use by law enforcement officials in
some States; while electronic eavesdropping is—save for
seven States—permitted both officially and privately.
And, in six of the seven States electronic eavesdropping
(“bugging”) is permissible on court order.
I o

The law, though jealous of individual privaey, has not
kept pace with these advances in scientific knowledge.
This is not to say that individual privacy has been rele-
gated to a second-class position for it has been held since
Lord Camden’s day that intrusions into it are “subversive
of all of the comforts of society.” Entick v. Carrmgton
19 How. St. Tr. 1029 (1765). And the Founders so
decided a quarter of a century later when they declared -
in the Fourth Amendment that the people had a right-
“to be secure in their persons, houses, papers and effects,
against unreasonable searches and seizures. .. .”" Indeed, .
that right, they wrote, “shall not be viclated, and no
Warrants shall issue, but upon probable cause,‘su'pported
by Oath or affirmation, and particularly describing the
place to be searched, and the persons or things to be -
seized.” Almost a century thereafter this Court took
specific and lengthy notice of Entick v. Carrington, supra,
finding that its holding was “undoubtedly familiar . . .
[and] in the minds of those who framed the Fourth
Amendment . . . .” Boyd v. United States, 116 U. S.
616, 626-627 (1886). And after quoting from Lord
Camden’s opinion at some length, Mr. Justice Bradley
characterized it thusly: ,

“The principles laid down in this Qpini()n affect.
the very essence of constitutional liberty and se-
curity. They reach farther than the concrete form

of the case . they apply to all invasions on the = -
_part of the government and its employes of the -

sanctity of a man’s home and the pr1vacxes of hfe ”
At -630.
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Boyd held unconstitutional an -Act of the Congress
authorizing a court of the United States to require a
defendant in a revenue case to produce in court his pri-
vate books, invoices, and papers or else the allegations
of the Government were to be taken as confessed. The
Court found that “the essence of the offense . .. [was]
the invasion of this sacred right which underlies and con- -
stitutes the essence of Lord Camden’s judgment.” - Ibid.
The Act—the Court found—violated the Fourth Amend-

‘ment in that it authorized a general search contrary to
the Amendment’s guarantee, :

The Amendment, however, carried no criminal sanction
and the federal statutes not affording one, the Court in
1914 formulated and pronounced the federal exclusionary
rule in- Weeks v. United State.s 232 U. 8. 383 (1914).
Prohibiting the use in federal courts of any evidence
seized in violation of the Amendment, the Court held:

“The effect of the Fourth Amendment is to put'the
courts of the United ‘States . . . under limitations
and restraints as to the exercise of such power . . .
and to forever secure the people . . . against all un- -
reasonable searches and seizures under guise of law.
This protection reaches all alike, whether accused
of crime or not, and the duty of giving to it force
_and effect is obligatory upon all. . .. The tend-
ency of those who execute the criminal laws of the
~ country to obtain conviction by means of unlawful
seizures . . . should find no sanction in the judg-
ments of the courts which are charged at all times

- with the support of the Constitution and to which

the people of all conditions have a right to appeal .
for the maintenance of such fuhdamental rlghts
At 391-392. :

IV.

The Court was faced with 1ts first mretap case in
1928, Olmstead v. United States 277 U. S 438 There
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the interception of Olmstead’s telephone line was ac-
complished without entry upon his premises and was,
therefore, found not to be proscribed by the Fourth
Amendment.  The basis of the decision was that the
Constitution did not forbid the obtaining of evidence by
wiretapping unless it involved actual unlawful entry into
the house. Statements in the opinion that “a eonversa-
tion passing over a telephone wire” cannot be said to
come within the Fourth Ainendment’s enumeration of
“persons, houses, papers, and effects” have been negated
by our subsequent cases as hercinafter noted. They found
“conversation’ was within the Fourth Amendment’s pro-
tections, and that the use of electronic devices to capture

‘it was a “search” within the meaning of the Amend-

ment, and we so hold. In any event, Congress soon
thereafter, and some say in answer to Olmstead, specifi-
cally prohibited the interception without authorization
and the divulging or publishing of the contents of tele-
phonic communications. And the Nardone cases, 302
U. S. 379 (1937) and 308 T7. S. 338 (1939), extended
the exclusionary rule to wiretap ev1dence offered in fed-
eral prosecutions.

The first “bugging” case reached the Court in 1Q42 in
Goldman v. United States. 316 U. S. 129. There the
Court found that the use of a detectaphone placed
against an office wall in order to hear private conversa-
tions in the office next door did not violate the Fourth
Amendment because there wac no physical trespass in
connection with the relevant interception. And in On
Lee v. United States, 343 U. S, 747 (1952), we found
that since “no trespass was committed” a conversation
between Lee and a federal agent, occurring in the former’s
laundry and electronically recorded, was not condemned
by the Fourth Amendment. Thereafter in Silverman v.
United States, 365 U. S. 505 (1961), the Court found
“that the eavesdropping was accomplished by means of
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an unauthorized physical penetration into the premises
occupied by the petitioners.” At 509. A spike a foot long
with a microphone attached to it was inserted under
a baseboard into a party wall until it made contact with
the heating duct that ran through the entire house
occupied by Silverman, making a perfect sounding board
through which the conversations in question were over- .
heard. Significantly, the Court held that its decision
did “not turn upon the technicality of a:trespass upon
a party wall as a matter of local law. It is based upon
the reality of an actual intrusion into a constltutlona.lly
protected area.” At 512.

In Wong Sun v. United States, 371 U S 471 (1963),
_the Court for the first time specifically held that verbal
evidence may be the fruit of official illegality under
the Fourth Amendment along with the more common
tangible fruits of unwarranted mtrusmn It used these
words:

“The exclusionary rule has tradu;mnally barred from
trial physical, tangible materials obtained either
during or as a direct result of an unlawful invasion.
It follows from our holding in Silverman v. United
States, 365 U, S. 505, that the Fourth Amendment
may protect against the overhearing of verbal state-
ments as well as against the more traditional seizure
‘of ‘papers and effects.’ ” At 485. '
And in Lopez v. United States, 373 U. S. 427 (1963),
the Court confirmed that it had “in the past sustained
instances of ‘electronic eavesdropping’ against constitu-
tional challenge, when devices have been used to enable
government agents to overhear conversations which
would have been beyond the reach of the human
ear . ... It has been insisted only that the electronic
device not be planted by an unlanuI physical invasion
of a constitutionally protected area.” At 438-439. In
thlS case a recording of a conversa.tmn between a federal
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agent and the petitioner in which the latter offered the
agent a bribe was admitted in evidence. Rather than
“eavesdropping” the Court found that the recording
“was used only to obtain the most reliable evidence

possible of a conversation in which the Government’s

own agent was a participant and which that agent was
fully entitled to disclose.” At 439. :

A"

It is now well settled that “the Fourth Amendment’s
right of privacy has been declared enforceable against
the States through the Due Process Clause of the Four-
teenth” Amendment. Mapp v. Ohio, 367 U. S. 643, 655
(1961). “The security of one’s privacy against arbitrary
intrusion by the police—which is at the core of the

Fourth Amendment—is basic to a free society.” Wolf v.
Colorado, 338 U. S. 25, 27 (1949). And its “fundamental

protections . . . are guaranteed . . . against invasion by

the States.” Stanford v. Tezxas, 379 U. S. 476, 481 (1965).
This right has most recently received enunciation in
Camara v. Municipal Court, ante, p. —. “The basic
purpose of this amendment, as recognized in countless
decisions of this Court, is to safeguard the privacy and

security of individuals against arbitrary invasions by gov-

ernmental officials.” At —. Likewise the Court has
decided that while “the standards of reasonableness”
required under the Fourth Amendment are the same
under the Fourteenth, they “are not susceptible of Pro-
crustean application. . ..” Ker v. California, 374 U. 8.
23, 33 (1963). . We said there that “the reasonableness
of a search is . . . [to be determined] by thé_ trial court
from the facts and circumstances of the case and in the
light of the ‘fundamental criteria’ laid down by the

Fourth Amendment and in opinions of thls Court apply-'

ing that Amendment.”  Ibid.

49 Ubsary
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We, therefore, turn to New York's statute to determine
the basis of the search and seizure authorized by it upon
the order of a state supreme court justice, a county
judge or general sessions judge of New York County.
Section 813-a authorizes the issuance of an “ex parte
order for eavesdropping” upon “oath or affirmation of a
district attorney, or of the attorney general or of an .
officer above the rank of sergeant of any police de-
partment of the state or any political subdivision
thereof . . . .” The oath must state “that there is
reasonable ground to believe that evidence of crime may
be thus obtained, and particularly desecribing the person
or persons whose communications, conversations or dis-
- cussions are to be overheard or recorded and the purpose
thereof, and . . . identifying the particular telephone
number or telegraph line involved.” The judge “may
examine on oath the applicant and any other witness he
may produce -and shall satisfy himself of the existence
of reasonable grounds for the granting of such appli-
cation.” The order must specify the duration of the
eavesdrop—not exceeding two months unless extended—
and “[a]ny such order together with the papers upon
which the application was based, shall be delivered to
and retained by the applicant as authority for the eaves-
dropping authorized therein.” ' v

While New York’s statute satisfies the Fourth Amend-
ment’s requirement that a neutral and: detached author-
ity be interposed between the police and the public,
Johnson v. United States, 333 U. S. 10, 14 (1948), the
broad sweep of the statute is immediately observable.
‘It permits the issuance of the order, or warrant for
eavesdropping, upon the oath of the attorney general,
the district attorney or any police officer above the
rank of sergeant stating that “there is reasonable
ground to believe that evidence of crime may be thus
obtained . . . .” Such a requirement raises a serious
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probable cause question under the Fourth Amendment.

Under it warrants may only issue “but upon probable

cause, supported by Oath or affirmation, and particularly
describing the place to be searched, and the persons or
things to be seized.” Probable cause under the Fourth
Amendment exists where the facts and circumstances
within the affiant’s knowledge, and of which he has
reasonably trustworthy information, are sufficient unto
- themselves to warrant a man of reasonable caution to

believe that an offense has been or is being committed.

Carroll v. United States, 267 U. S. 132, 162 (1925);
Husty v. United States, 282 U. S..694, 700-701 (1931);
Brinegar v. United States, 338 U. S. 160, 175-176-(1949).
Tt is said, however, by the petitioner, and the State

agrees, that the ‘“reasonable ground” requirement of
§ 813-a “iz undisputedly equivalent to the probable

cause requrement of the Fourth Amendment.” This is
indicated by People v. Grossman, 45 Misc. 2d 557, 257

N. Y. S. 2d 268, reversed on other grounds, 27 A, D. 572.
Also see People v. Beshamy, 43 Misc. 2d 521, 252
N. Y. S. 2d 110. While we have found no case on the
point by New York’s highest court, we need not pursue
the question {urther because we have concluded that the
statute is deficient on its face in other respects. Since
petitioner clearly has standing to challenge the statute,
being indisputably affected by it, we need not consider
either the sufficiency of the affidavits upon which the
eavesdrop orders were based, or the standing of peti-
tioner tc attack the search and seizure made thereunder.

The Fourth Amendment commands that a warrant
issue not only upon probable cause supported by oath

or affirmation, but also “particularly "deseribing the

place to be searched, and the persons or things to be
seized.” New York’s statute lacks this particularization.
It merely says that a warrant may issue on reasenable
ground tc believe that evidence of crime may be obtained

-
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by ihe eavesdrop. It lays down no requirement for
pariicularity in the warrant as to what specific crime
has been or is being committed, nor “the place to be
- searched,” or “the persons or things to be seized” as spe-
cifically required by the Fourth Amendment. The need
for particularity and evidence of reliability in the show-
ing required when judicial authorization of a search is
sought is especially great in the case of eavesdropping.

By its very nature eavesdropping involves an intrusion
on privavy that is broad in scope. Aswas said in Osborn
v. United States, 385 U. S. 323 (1966), the “indiscrim-
inate use of such devices in law enforcement raises grave
constitutional questions under the Fourth and Fifth
Amendments,” and infposes “a heavier responsibility on
this Court in its supervision of the fairness of pro-
cedures . . ..” At 329, n. 7. There, two judges act-
ing jointly authorized the installation of a device on the
person of a prospective witness to record conversations
between him and an attorney for a defendant then on
trial in the United States District Court. - The judicial

suthorization was based on an affidavit of the witness .

setting out in detail previous conversations between the
witness and the attorney concerning the bribery of jurors
in the case. The recording device was, as the Court
said, authorized “under the most. precise and diserim-
inate circumstances, circumstances which fully met the
‘requirement of particularity’” of the Fourth Amend-
ment. The Court was asked to exclude the evidence of
the recording of the conversations seized pursuant to -
the order on constitutional grounds, Weeks v. United
States, supra, or in the exercise of supervisory power,
McNabb v. United States, 318 U. S.'332 (1943). The
Court refused to do both finding that the recording, 4
although an invasion of the privacy protected by the

Fourth Amendment, was admissible because of the =

authorization of the judges, based upon “a detailed - '
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factual affidavit alleging the commission of a specific
criminal ofiense directly and immediately affecting the
administration of justice . .. for the narrow and par-
ticularized purpose of ascertaining the truth of the affi-
davit’s allegations.” At 330. The invasion was lawful
because there was sufficient proof to obtain a search
warrant to make the search for the limited purpose out-
lined in the order of the judges. Through these “precise
and discriminate” procedures. the order authorizing the
use of the electronic device afforded siiilar protections
to those that are present in the use of conventional
warrants authorizing the seizure of tangible evidence.
Among other safeguards, the order described the type of
conversation sought with- particularity, thus indicating
the specific objective of the Government in entering the
constitutionally protected area and - the limitations
placed upon the officer executing the warrant. Under
it the officer could not search unauthorized areas; like-
wise, once the property sought, and for which the order
was issued, was found the officer could not use the order
as a passkey to further search. In addition, the order
authorized one limited intrusion rather than a series
or a continuous surveillance. And, we note that a new
order was issued when the officer sought to resume the
search and probable cause was shown for the succeeding
one. Morecver, the order was executed by the officer
with dispatch, not over a prolonged and extended period.
In this manner no greater invasion of privacy was per-
-mitted than was necessary under the circumstances.
‘Finally the officer was required to and did make a return
on the order showing how it was executed and what was
seized. Through these strict precautions the danger of
an unlawiul search and seizure was minimized.

On the contrary, New York’s statute lays down no
such “precise and discriminate” requirements. Indeed,
it authorizes the “indiscriminate use” of electronic
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devices as specifically condemned in Osborne. “The
proceeding by search warrant is a drastic.one,” Sgro v.
United States, 287 U. S. 206, 210 (1932), and must be
~carefully circumscribed so as to prevent unauthorized
invasions of “the sanctity of a man’s home and the
privacies of life.”  Boyd v. United States, supra, at 630.
New York’s broadside ‘authorization rather than being
Yearefully circumseribed” so as to prevent unauthorized
invasions of privacy actually permits general searches
by eiectronic devices, the truly offensive character of
which was first condemned in Entick v. Carrington,
supra, and which were then known as “general warrants.”
The use of the latter was a motivating factor behind the.
Declaration of Independence. In view of the many cases
commenting on the practice it is sufficient here to point
out that under these “general warrants” customs officials
were given blanket authority to conduct general searches
for goods imported to the Colonies in violation of the
‘tax laws of the Crown. The Fourth Amendment’s
requirement that a warrant “particularly describ[e] the
place to be searched, and the persons or things to be
seized,” repudiated these general warrants and “makes
general searches . . . impossible and prevents the seiz-
ure of one thing under a warrant describi'ng another.
As to what is to be taken, nothing is left to the discre-
tion of the officer executing the warrant.” Marron v.
United States, 275 U. S. 192, 196 (1927); Stanford v.
~ Texas, supra. ‘ _
We believe the statute here is equally offensive.
First, as we have mentioned, eavesdropping is authorized
without requiring belief that any particular offense has
been o is being committed ; nor that the property sought,
the conversations, be particularly described. The pur-
posc of the probable causé requirement of the Fourth
Amendment to keep the state out of constitutionally
protected areas until it has reason. to believe that a. -
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specific eriiae has been or is being committed is thereby
wholly aboried. Likewise the statute’s failure to de-
seribe with particularity the conversations sought gives
the officer a roving commission to seize any and all
conversations. It is true that the statute requires the
naming of “the person or persons whose communica-
tions, conversations or discussions are to be overheard
or recorded . . . .” But this does no more than identify
the person whose constitutionally protected area is to
be invaded rather than “particularly describing” the
communications, conversations, or discussions to be
seized. As with general warrants this leaves too much
to the discretion of the officer executing the order. Sec-
ondly, authorization of eavesdropping for a two-month
period is the equivalent of a series of intrusions, searches,
and seizures pursuant to a single showing of probable
cause. Prompt execution is also avoided. During such
a long and econtinuous (24 hours a day) period the con-
versations of any and all persons coming into the area
covered hy the device will be seized indiscriminately
and without regard to their connection to the crime
under investigation. Moreover, the statute permits, as
was done here, extensions of the original two-month
period—presumedly for two months each—on a mere
showing that such extension is “in the public interest.”
Apparer.tly the original grounds on which the eavesdrop
order was initially issued also form the basis of the
renewal. This we believe insufficient without a show-
ing of present probable cause for the continuance of the
eavesdrep. Third, the statute places no termination
date on the eavesdrop once the conversation sought is
seized. This is left entirely in the discretion of the offi-
cer. Finally, the statute’s procedure, necessarily because
its success depends on secrecy, has no requirement for
notice as do conventional warrants, nor does it overcome
this defect by requiring some showing of special facts.
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On the contrary, it permits unconsented entry without
any showing of exigent circumstances. Such a showing
of exigency, in order to avoid notice, would appear more

“important in eavesdropping, with its inherent dangers, -

than that required when conventional procedures of

search and seizure are utilized. Nor does the statute pro-

vide for a return on the warrant thereby leaving full dis-
cretion in the officer as to the use of seized conversations
- of innocent, as well as guilty parties. In short, the stat-
utes blanket grant of permission to eavesdrop is without
- adequate judicial supervision or protective procedures.

VI.

It is said with fervor that electronic eavesdropping
is a most important technique of law enforcement and
that outlawing it will severely cripple crime detection.
The monumental report of the President’s Crime Com-
~mission entitled “The Challenge of Crime in a Free
Socicty” informs us that the majority of law enforcement
officils say that this is especially true in the detection
of ovganized crime. As the Commission reports, there
can be no question about the serious proportions of pro-
fessional criminal activity in this country. However, we

- have found no empirical statistics on the use of electronic =
devices (bugging) in the fight against organized crime.

Indeed, there are even figures available in the wiretap
category which indicate to the contrary. .See, Dash,

Schwartz, and Knowlton, The Eavesdroppers (1959),

District Attorney Silver’s Poll, 105, 117-119. Also see

~ Semerjian, Proposals on Wiretapping in Light of Recent

Senate Hearings, 35 B. U. L. Rev. 217, 229.  As the

of the New York attack against organized erime until
-Federal court decisions intervened. Recently chief reli-

ance in some offices has been placed on bugging, where

the information is to be used in court. Law enforcement

-
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officials believe that the successes achieved in some parts -
of the State are attributable to a combination of dedi-
cated and competent personnel and adequate legal tools;
and that the failure to do more in New York has resulted
_ primarily from the failure to commit additional resources
of time and men,” rather than electronic devices. At
201-202. Moreover, Brooklyn’s District Attorney Silver’s
~ poll of the State of New York indicates that during the
v 12-year period (1942-1954) duly authorized wiretaps in
_ bribery and corruption cases constituted only & small
percentage of the whole. It indicates that this category
" only involved 10% of the total wiretaps. The over-
whelming majority were in the categories of larceny,
- extortion, coercion, and blackmail, accounting for almost
50%. Organized gambling was about 11%. Statistics
are not available on subsequent years.  Dash, suz#a, p. 40.

An often repeated statement of District Attorney -
Hogan of New York County was made at a hearing
before the Senate Judiciary Committee at which he advo- .
cated the amendment of the Federal Communications
Act of 1934, supra, so as to permit “telephonic inter-
“ception” of conversations. As he testified, “Federal
statutory law [the 1934 Act] has been interpreted in
such a way as to bar us from divulging wiretap evi-
dence, even in the courtroom in the course of criminal
prosecution.” - Mr. Hogan then said that “without it
[wiretaps] my own office could not have couvieted . . .~

top figures in the underworld.” He then named nine

- persons his office had convicted and one on whom he
had furnished “leads” secured from wiretaps to the
authorities of New Jersey. Evidence secured from wire-
taps, as Mr. Hogan said, was not admissible ir “criminal
-prosecutions.” - He was advocating that the Congress
adopt a measure that would make it admiszible; Hear-
~ings on S. 2813 and S. 1495, before the Committee on-
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the Tuucmry of the United States Senate 87th Cong, ,
2d Sess., pp. 173, 174 (1962) The President’s Crime
Commission also emphasizes in its report the need for
wiretapping in the investigation of organized crime be-
“cause of the telephone’s “relatively free use” by those
engaged in the business and the difficulty of infiltrating
their organizations. P. 201. The Congress, though long
importuned, has not amended the 1934 Act to permit it.

We are also advised by the Solicitor General of the
TUnited States that the Federal Government has aban-
doned the use of electronic eavesdropping for “prose-
cutorial purposes.” See Supplemental Memorandum,
Schipani v. United States, No. 504, October Term, 1966,
385 U. 8. 372. See salso Black v. United States, 385 U. S.
.26 (1867); O’Brien v. United States, 386 U. S. 345
(1967); Hoffa v. United States, 387 U. 8. — (1967);
Markis v. United States, ante, p. —; Moretti v. United
States, ante, p. —. Despite these actions of the Federal
Govertiment there has been no failure of law enforcement
~in that field. , :

As Tre CHIErF JUsTICE said in concurring in Lopez v.
United States, supra, “the fantastic advances in the field
of eleetronic communication constitute a great danger
“to ihe privacy of the individual; that indiscriminate
use of such devices in law enforcement raises grave
“constitutional questions under - the Fourth and Fifth -

Amendments. . ..” At 441. ,

In any event we cannot forgive the requ1rements of
the Fourth Amendment in the name of law enforcement.
This is no formality that we require today but a funda-
mental rule that has long been recognized as basic to
~ the nrivacy of every home in America.  While “[t]he re-
quiremients of the Fourth Amendment are not inflexible,
or obtusely unyielding to the legitimate needs of law
enforcement,” Lopez v. United States, supra, at 464, dis-
. senting opinion of BreENNaN, J., it is not asking too
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much that officers be required to comply with the basic
~comimand of the Fourth Amendment before the inner-
most secrets of one’s home or office are invaded. - Few
threats to liberty exist which are greater than that posed
by the use of eavesdropping devices. Some may claim
that without the use of such devices crime detection
in certain areas may suffer some delays since eavesdrop-
“ping is quicker, easier, and more certain. However,
techniques and practices may well be developed that will
operate just as speedily and certain—and what is more
important—without attending illegality. |

It is said that neither a warrant nor a statute authoriz-
ing eavesdropping can be drawn so as to meet the Fourth
Amendment’s requirements. If that be true ther the
“fruits” of eavesdropping devices are barred under the
Amendment. On the other hand this Court has in the
past, under specific conditions ‘and circumstances, sus-
tained the use of eavesdropping devices. See Goldman
v. United States, supra; On Lee v. United States, supra;
- Lopez v. United States, supra,; and Osborn v. United
States, supra. In the latter case the eavesdropping de-
vice was permitted where the “commission of a specific
offense” was charged, its use was “under the most pre-
cise and discriminating circumstances” and the effective
administration of justice in a federal court was at stake.
The States are under no greater restrictions. The Fourth
‘Amendment does not make the “precincts of the home
or office . . . sanctuaries where the law can never reach.”
Dovucras, J., dissenting in Warden, Maryland Periten-
tiary v. Hayden, supra, but it does prescribe & constitu- -
tional standard that must be met before official invasion
is permissible. Our concern with the statute ‘liere is
whether its language permits a trespassory invasion of
the home. by general warrant, contrary to the command
- of the Fourth Amendment. As it is written, we believe
- that it does. B ‘
- o veversed.
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- Mk. Justice DoucLas, concurring.

1 ioin the opinion of the Court because at long last it

overrules sub silentio Olmstead v. United States, 277 -
U. S. 438, and its offspring and brings wiretapping and
other elecctronic eavesdropping fully within the purview
of the Fourth Amendment. I also join the opinion
because it condemns electric surveillance, for its similarity

to the general warrants out of which our Revolution
~sprang and allows a discreet surveillance only on a show-
ing of “probable cause.” These safeguards are minimal -
- if we are to live under a regime of eretappmg and other
elecironic surveillance.

Yet there persists my overridin g objection to electronic
‘surveiliance, viz, that it is a search for “mere evidence”
which, as I have maintained on other occasions (Osborn.-
v. United States, 385 U. S. 323, 349-354), is a violation
of the ¥ourth and Fifth Amendments, no matter the
nicety and precision with which a warrant may be drawn,
. a proposition that I developed in detail in my dissent in
- Warden v. Hayden, — U. S. — demded only the

- other day.

A discreet selective w1retap or electrlc “buggmg is of
course not rummaging around, collecting everything in
_the paiticular time and space zone.  But even though it
is limited in time, it is the greatest of all invasions of
privacy. It places a government agent in the bedroom,
in the business conference, in the social hour, in the




BERGER ». NEW YORK."

lawyer’s office—everywhere and anywhere a “bug” can
be placed. : » : ‘
If a statute were to authorize placing a policeman in
every home or office where it was shown that there was
probable cause to believe that evidence of erime would
be obtained, there is little doubt that it would be struck
down as a bald invasion of privacy, far worse than the
general warrants prohibited by the Fourth Amendment.
I can see no difference between such a statute and one
- authorizing electronic surveillance, which, in effect. places
~an invisible policeman in the home. If anything, the
latter is more offensive because the homeowner is com-
pletely unaware of the invasion of privacy.

The traditional wiretap or electronic eavesdropping
device constitutes a dragnet, sweeping in all conversa-
tions within its scope—without regard to the participants
‘or the nature of the conversations. It intrudes upon the
‘privacy of those not even suspected of crime and inter-
cepts the most intimate of conversations. Thus, in the
Coplon case (United States v. Coplon, 91 F. Supp. 867,
rev’d, 191 F. 2d 749) wiretaps of the defendant’s home

. and office telephones recorded conversations between the
defendant and her mother, a quarrel between a husband
and wife who had no connection with the case, and con-
ferences between the defendant and her attorney, con-
cerning the preparation of briefs, testimony of govern-
ment witnesses, selection of jurors and trial strategy.
Westin, The Wire Tapping Problem: An Analysis and
a Legislative Proposal, 52 Col. L. Rev. 165, 170-171
(1952); Barth, The Loyalty of Free Men 173 (1951).
It is also reported that the FBI incidentally learned‘
about an affair, totally unrelated to espionage, between
the defendant and a Justice Department attorney.
Barth, supra, at 173. While tapping one teiephone,
police recorded conversations involving, at the other end,

~ The Julliard School of Music, Brooklyn Law School,
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CO"SOhdated Radio Artists, Western Union, Mercantﬂe:

Commercial Bank, several restaurants, a real estate com-
pany, & drug store, many attorneys, an importer, a dry
cleaning establishment, a number of taverns, a garage,
and the Prudential Insurance Company. Westin, supra,
at 188, n. 112. These cases are but a few of many

demonstrating the sweeping nature of electronic total

surveillance as we know it today.

It is, of course, possible for a statute to provide that
wiretap or electronic eavesdrop evidence is admissible
only 1n a prosecution for the crime to which the show-
ing of probable cause related. See Nev. Rev. Stat.
§ 200.680 (1963). But such a limitation would not alter
the fact that the order authorizes a general search.
Whether or not the evidence obtained is used at a trial
for another crime, the privacy of the individual has
been infringed by the interception of all of his conversa-
tions. And, even though the information is not intro-

duced as evidence, it can and probably will be used as

leads and background information. Again, a statute
could provide that evidence developed from eavesdrop
~ information could not be used at trial. Cf. Silverhorne
Lumber Co., Inc. v. United States, 251 U. S. 385, 392;
Nardene v. United States, 308 U. S. 338; Silverman v.
United States, 365 U. S. 505. But, under a regime of
total surveillance, where a multitude of conversations
are recorded, it would be very difficult to show which
aspects of the mformatlon had been used as mvestlgatlve
information.

As my Brother VvHITE says in his dlssent this same
vice inheres in any search for tangible evidence such as
invoices, letters, diaries, and the like. “In searching for
seizable matters, the police must necessarily see or hear,
and comprehend, items which do not relate to the pur-
pose of the search.” That is precisely why the Fourth
Amendment made any such rummaging around uncon-
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stitutional, even though supported by a formally ade-
quate warrant. That underwrites my dissent in Huyden.

With all respect, my Brother BrLack misses the point
of the Fourth Amendment. It does not make every

~search constitutional provided there is a warrant that is

technically adequate. The history of the Fourth Amend-

ment, as I have shown in my»dissent in the Hayden
. case, makes it plain that any search in the precincts

of the home for personal items that are lawfully pos-
sessed and not articles of a crime is unreasonable.”

That is the essence of the “mere ev1dence rule n-at long
_ obtained until overruled by Hayden.

The words that a man says consciously on a radio are

'public property. But I do not see how governmert using

surreptitious methods can put a person on the radio and
use his words to conviet him, Under our regime 9 man
stands mute if he chooses, or talks if he chooses. The

~ test is whether he acts voluntarily. That is the essence

of the face of privacy protected by the “mere evidence”
rule. For the Fourth Amendment and the Fifth come
into play when the accused is “the unwilling source of
the evidence” (Gouled v. United States, 255 U. 5. 298,
306), there being no difference “whether he be c¢bliged
to supply evidence against himself or whether such evi-
dence be obtained by an illegal search of his premises
and a seizure of his private papers.” Ibid.

o That is the essence of my dissent in Hayder. Tn short,
I do not see how any electronic surveillance thut collects

evidence or provides leads to evidence is or zzn be con-
stitutional under the Fourth and Fifth Armendments.

‘We could amend the Constitution and so provide--a step
that would take us closer to the ideological group we
- profess to despise. Until the amending process nshers
© us into that kind of totalitarian regime, I would adhere
to the protection of privacy which the Fourtih Amend-
- ment, fashioned in Congress and submitted to the people,
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‘ "wés dncigned to afford the 1nd1v1dual And unhke my -
Brother Brack, I would adhere to Mapp v. Ohio, 367 -
U. 8..643, and apply the exclusionary rule in state as

well as federal trials—a rule fashioned out of the Fourth
Amendment and constituting a high constitutional barri-
cade against the intrusion of Big Brother into the hves
of all of us. ,
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’\IR J USTICE STEWART concurring in the result.

I fully agree with MR. JuUsTICE BLACK, Me. JUSTICE
Harran, and Mg. JusticeE WHITE, that this New York
law is entirely constitutional. In short, I think that

““electronic eavesdropping, as such, or as it is permitted
by this statute, is not an unreasonable search and seiz-
7?1 The statute contains many provisions more
stringent than the Fourth Amendment generally requires,
as Mr. Justice Brack has so forcefully pointed out.
And the petitioner himself has told us that the law’s
“reasonable grounds” requirement “is undisputably equiv-
alent to the probable cause requirement of the Fourth

. Amendment.” ~This is confirmed by decisions of the = .~

New York courts.. People v. Cohen, 42 Misc. 2d 403;
Pecple v. Beshany, 43 Mise. 2d 521, 252 N. Y. S. 2d 110;
People v. Grossman, 45 Mise. 2d 557 257 N. Y. S. 2d 266.
Of course, a state court’s construction of a Qtate statute
is binding upon us.

In order to hold this statute unconstltutlonal there-
fore, we would have to either rewrite the statute or -
rewrite the Constitution. I can only conclude that the
Court today seems to have rewritten both.

The issue before us, as Mg, Justice WHITE says, is

“whether this search complied with Fourth Amendment
~standards.” For me that issue is an extremely close one

- *Dissenting opinion of MR. JusTice HARLAN, post, p. —
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in the circumstances of this case. It certainly cannot be
" resolved by incantation of ritual phrases like “general
warrant.” Its resolution involves “the unavoidable task
" in any search and seizure case: was the particular search
and seizure reasonable or not?” ?

I would hold that the affidavits on which the judicial

order issued in this case did not constitute a showing of
probable cause adequate to justify the authorizing order.
The need for particularity and evidence of reliability in
the showing required when judicial authorization is
sought for the kind of electronic eavesdropping involved
in this case is especially great. The standard of reason-
ableness embodied in the Fourth Amendment demands
that the showing of justification match the degree of
intrusion. By its very nature electronic eavesdropping
for a 60-day period, even of a specified office, involves
" a broad invasion of a constitutionally protected area.
Only the most precise and rigorous standard of probable -
cause should justify an intrusion of this sort. I think
the affidavits presented to the judge who authorized the
electronic surveillance of the Steinman office failed to
meet such a standard. -

So far as the record shows, the only basis for the
Steinman order consisted of two affidavits. One of them
contained factual allegations supported only by bare, un-
‘explained references to “evidence” in the district attor-
‘ney’s office and “evidence” obtained by the Neyer
eavesdrop.. No underlying facts were presented on the
basis of which the judge could evaluate these general
allegations. The second affidavit was no more than a
statement of another assistant district attorney that he
had read his associate’s affidavit and was satisfied on
that basis alone that proper grounds were presented for
the issuance of an authorizing order.

28ee dissenting opinion of MR. JusTiCE BLACK, post, p. —.
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Tlns might be enough to sallsfy the standards of the
Fourth Amendment for a convcntional search or arrest.

- Cf. Aguilar v. Texas, 378 U. 8. 108, 116 (dissenting
opinion). But I think it was constitutionally insufficient
to constitute probable cause to justify an intrusion of
" the scope and duration that was permitted in this case.

Accordingly, I would reverseAthe judgment.

Dissenting opmlom were rendered by Mr. Jubtlce Black, Mr.
Justice Harlan and Mr. Justice White,
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