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ASSEMBLY, No. 21
STATE OF NEW JERSEY

Introduced Pending Technical Review by Legislative Counsel
PRE-FILED FOR INTRODUCTION IN THE 1990 SESSION

By Assemblymen SCHWARTZ and NAPLES

AN ACT to prevent abuses of electronic monitoring in the
- workplace.

BE IT ENACTED by the Senate and General Assembly of the
State of New Jersey:

1. Asused in this act:

"Commissioner" means the Commissioner of Labor.

"Electronic monitoring” means the obtaining of personal data
concerning an employee by means ‘of computer, electronic
observation and supervision, - remote telephone surveillance,
telephone call accounting and other forms of auditory, video or
computer-based surveillance conducted by any transfer of signs,
signals, writing, images, sounds, data or intelligence of any
nature transmitted in whole or -in part by a wire, radio,
electromagnetic, photoelectronic or photooptical system.

"Employee" means any. individual who performs services for

and under the control and direction of an employer for wages or
other remuneration. _ v

"Employer” means: an individual, partnership, association,
corporation or other person who engages the services of an
employee and who pays the employee - wages .or other
compensation; an agent of the employer; or a person or business
entity having a contractual agreement with the employer to

obtain, maintain or otherwise manage personal data concerning °

the employer's employees. The term "employer" shall apply to
private employers and to the State, its political subdivisions and
any boards, commissions, schools, institutions or authorities
created by the State or its political subdivisions.

"Personal data" means any information concerning an
-employee which because of name, identif¥ing number, mark or
description can be associated with that particular employee,

including information contained in printouts, forms or written"

analyses or evaluations.

"Prospective employee" means an individual who has applied
for a position of employment with an employer.

2. a. An employer engaging in electronic monitoring to obtain
personal data about an employee shall provide the employee with
prior written notice describing the following information
regarding the electronic monitoring:

(1) What forms of electronic monitoring will be used:

(2) What personal data will be collected:;
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(3) How frequently each form’ of electronic monitoring will
occur;

(4) W’hat production standards and work performance
expectanons exist; .

(5) How the personal data obtained by electronic momtormg
will be used in determining or modifying production standards and
work performance expectatmns, and :

(6) What other use will be made of personal data obtained by
electronic monitoring.

b. An employer shall provide a prospective employee with the
written notice required pursuant to subsection a. of this section

regarding any existing forms of electronic monitoring which may -

be used to obtain personal data about the prospective employee if

he is hired by the employer. The written notice shall be provided

to the prospective employee before any agreement is entered into
for the prospective employee to be employed by the employer.

c. An employer engaging in electronic monitoring shall provide
the affected employee with a signal light, beeping tone, verbal
notification’ or .other form of visual or ‘aural notice that
electronic monitoring is taking place. ‘

d. An employer conducting a telephone service observation

". shall provide any affected customer with a signal light, beeping
tone, verbal notification or other form of visual or aural notice.

that the telephone service observation is occurring.

e. Notwithstanding the provisions in subsection a. above, an
employer who is engaged in electronic monitoring on the
effective date of this act shall be given a period of ninety’ days
following that effective date in which to provide each affected

employee with the written notice required pursuant to that

subsection.

3. An employer shall prov1de an employee or the emplovee's
authorized agent, upon the request of the employee, access to all
personal data obtained by electronic monitoring of the
employee's work. If the personal data regarding the employee
uses a code to convey information about the employee, the

employee or the employee's agent shall be provided with a key to,

the code. The employer shall provide copies of any portion of the
personal data requested by the employee at a charge not greater
than the cost of reproduction.

4. If an employee notifies his employer that he believes that
any portion - of the personal data obtained by electronic
monitoring of that employee is inaccurate or misleading, the
employee and the employer may mutually agree upon a removal
or correction. If an agreement can not be reached, the employee
may submit a written statement explaining the employee’'s
position regarding the disputed information. The statement shall
be included in any disclosure of the disputed information. The
inclusion of the employee statement with the information without
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any additional statement by the employer shall not imply or
create any presumption of employer agreement with = the
statement's contents. In addition, the employee may: -

a. File a complaint “whatever procedure is
established pursuant to an apphcable collective bargaining
agreement; or

b. File a complaint with the commissioner, who shall
investigate the complaint and have the authority to conduct a
hearing - pursuant to the "Administrative Procedure Act,"”
P.L.1968, c.410 (C.52:14B-1 et seq.) to determine whether the
disputed - information - is inaccurate or misleading. If the
commissioner determines that the disputed information is
inaccurate or misleading, he shall requu‘e ‘that the information be
deleted. :

3. a. An employer shall obtain no personal data regarding an
employee through electronic monitoring or maintain that personal

_data, except data which are relevant to the employee's work

performance

b. An employer shall not maintain personal data obtained -
-through electronic monitoring if the personal .data have been
“determined by the commissioner to be inaccurate or misleading

pursuant to section 4 of this act.

6. a. An employer shall not use personal data obtained by
‘electromc monitoring as ‘a basis for individual -employee
performance evaluation or disciplinary action, except as follows:

(1) - The employer may use personal data regarding the
employee's work performance during the first 42 days following

the date on which the employee is hired to evaluate the

employee's work performance for the purpose of determining

whether to continue to employ the employee-and on what terms
the employee shall be employed; and

(2) After the 42nd day following hiring, the employer may use

personal data obtained by electronic monitoring to evaluate the
employee's work performance for purposes - other than
disciplinary action, if the personal data are obtained by
electronic monitoring during one period of not more than 30
continuous days out of any one year period, and the employee is
given advanced notice of when that period of not more than 30
days is to occur. ’

b. An employer shall not use personal data obtained by
electronic monitoring as a basis for individual employee

performance evaluation or disciplinary action if the personal data

are collected or maintained in violation of the provisions of
section 5 of this act. . _
c. An employer shall not use personal data obtained through
electric monitoring to calculate the volume or rate of an
employee’'s work for a performance evaluation of the employee,
unless the calculations are based on the entire volume of work
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performed by the empld_&ee for a period of not less than one week.

d. If an employer uses personal data’ obtained through a
telephone - service observation to evaluate any aspect of an
employee’'s performance other than the volume or rate of the
employee’'s work, the evaluation shall be based on the
observation of not less than 30 consecutive telephone calls
handled by the employee and the observation shall be conducted
in one continuous session. o ’

7. a. An employer shall not disclose personal data obtained by
electronic monitoring regarding an employee to any person or
business entity without ~the prior written consent of -the
employee, unless the disclosure is made:

(1) To those officers and employees of the employer who have .

a legitimate need for the information in the performance: of their
duties; ' o '
(2) To a law enforcement agency in connection with a criminal
investigation or prosecution; or ‘
" (3) Pursuant to the order of a court of competent jurisdiction.
b. An' employer shall not disclose any persbnal'data obtained
by electronic monitoring to any person or business entity if the
personal data are collected or maintained in violation of the
prbvision’s of section 5 of this act.

8. No waiver of the provisions of this act by an er_nployéé or

prospective ' employee shall be '‘a defense to either criminal
prosecution or civil liability. o

9. This act shall not apply to electronic monitoring
administered by law enforcement agencies conducting criminal
investigations. , '

10. Each employer who uses electronic monitoring to obtain
personal data about his employees shall establish an employee
assistance program to make available for each affected‘ employee

evaluation and.counseling regarding stress-related problems by a

qualified counselor and to provide referral and paid release time

for any treatment which the counselor determines is necessary to ,

assist the employee to successfully cope with the problems.

11. An employer who violates a provision of this act shall be
guilty of a crime of the fourth degree.

12. An employee aggrieved by a violation. of a provision of this
act may, not more than three years following the violation,
institute and prosecute in his own name and on his own behalf, or

for himself and for others similarly situated, a civil action for-

injunctive relief and damages. If the employee prevails in the

action. he shall be entitled to an award of damages which result

from the violation, including any lost wages, benefits and other
rermuneration, or .for the amount of $1,000.00, whichever is
greater, plus full costs of the action and reasonable attorneys’
fees. If the court finds the violation to be willful and knowing, it
may award treble damages. If an employer is found by the court

v

11
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to have terminated or - disciplined the employee because of
personal data obtained, maintained or used in violation of the
provisions of this act, the employer shall be required to reinstate
the emplovee to the same position held before the termination or
disciplinary action or to an equivalent position and reinstate the
employee 's full benefit and seniority rights. v

13. The commissioner shall adopt rules and regulations
pursuant to the provisions of the "Administrative Procedure
Act,"” P.L.1968, c.410 (C.52:14B-1 et seq.) as may be necessary .to
carry out the provisions of this act. These regulations shall

" include, but not be limited to, regulations adopted in consultation
~with the Commissioner of Human Services stating the minimum

required qualifications of counselors employed in -employee
assistance programs established pursuant to section 10 of. this act.

"14. This act shall take effect immediately, except that section
10 shall remain inoperative until the 180th day following the
effective date of this act.

STATEMENT

The purpose: of this bill is to prevent abuses of electronic
monitoring in ‘the workplace. The bill sets the following
standards for an employer who uses electronic means to collect
information which may be identified with an individual emp'loyee‘:

1. The employer is required to notify employees and
prospective employees of the employer's electronic monitoring

-'policies.

2. The employer is required, during any electronic monitoring,
to provide a-.visual or aural signal of the monitoring to ‘an

employee or, if the monitoring is a telephone service observation,

to the employee and any affected customer. ‘ :

3. The employer is required to provide an employee access to
all data obtained by electronic monitoring of the employee. The
employee may dispute inaccurate or misleading data, submit a
written statement to be included with the disputed data and file a
complaint through an available grievance procedure or with the
Commissioner of Labor, who may delete data.

4. The employer is prohibited from using electronic monitoring
to obtain data not relevant to the employee's work performance.

5. The employer is prohibited from using data obtained by
electronic monitoring for an employee evaluation, ‘\'mless it
applies only to the employee's performance during the first 42
days after he is hired, or, after that 42—d'ay period, only to one
period of not more than 30 continuous days out of any one-year
period. After the 42-day period, the employer is prohibited from
using the data for disciplinary actions. ;

6. The employer is prohibited from using electric monitoring
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" to calculate the rate or volume .of an employee's work: for. a.

performance evaluation, unless the calculation is based on all -
work performed during an entire week. The employer is also
prohibited from using data obtained through a telephone service
observation to evaluate any aspect of an employee's performance
other than work volume or rate. unless the observation is of not
less than 30 consecutive telephone calls. - . _

7. The employer is prohibited, .without prior employeé consent,
from disclosing personal data obtained by electronic monitoring
except under certain stated circumstances. : .

8. The employer is required to establish an - employee
assistance ~program  to provide. counseling, referral and paid
release time for necessary treatment for stress-related problems.

Violations of the bill are crimes of the fourth degree. "In’
addition, an employee may institute a civil action for injunctive
relief and damages. If an employee is terminated or disciplined
because of a violation, the court may require the reinstatement
of the employee's previous position or its equivalent with full
benefit and seniority rights. '

.LABOR

Prohibits abuses of workplace electronic monitoring.
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ASSEMBLY ALA COMMITTEE

AMENDMENTS

(Proposed by Assemblyman schwartz)

to

ASSEMBLY, o, 13 -~

{Sponsored by Assemblymen Schwartz and Naples)

REPLACE ION 2 TO READ:
2. a. An employer engaging in electronic monitoring to obtain
personal data about an employee shall provide the employee with

prior written notice describing the following information’

regarding the electronic monitoring: .
(1) What forms of electronic monitoring will be used;
(2) What personal data will be collected;
(3) How. frequently each form of electronic monitoring will

. occur;
(4) What production standards and work performance_

expectations exist; »

(5) How the personal data obtained by electronic momtormo
will be used:in determining or modifying production standards and
work performance expectations; and - -

(6) What other use will be made of personal data obtained by
electronic monitering.

b. An employer shall provide a prospective employee w1th the
written notice required pursuant. to subsection a. of this section
regarding any existing forms of electronic monitoring which may
be used to obtain personal data about the prospective employee if
he is hired by the employer. The written notice shall be provided
to the prospective employee before any agreement is entered into
for the prospective employee. to be employed by the employer.

c. An employer engaging in electronic monitoring shall provide
the affected employee with a signal light, beeping tone, verbal
notification or other form of visual or aural notice . that
electronic monitoring is taking placel, unless the emplover is
required by the provisions of -a State or federal law to conduct
the electronic monitoring without providing the noticel.

"d. An employer conducting a telephone service observation
shall provide any affected customer with a signal light, beeping
tone, verbal notification or other form of visual or aural notxce
that the telephone service observation is occurring.

e. Notwithstanding the provisions in subsection a. above, an
employer "who is engaged in electronic monitoring on the
effective date of this act shall be given a period of ninety days
- following that effective date in which to provide each affected
employee with the written notice required pursuant to that
subsection.
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O LACE: T TOQ READ; :

6. a. An employer shall ‘not. use-personal data obtained by

electronic monitoring as a basis for individual employee
performance evaluation or disciplinary action. except as follows:

(1) The employer may use personal data regarding the
employee’'s work performance during the first 42 days following
the date on which the employee is hired to evaluate the
employee's work performance for the purpose of determining
whether to continue to employ the employee and on what terms
the employee shall be employed; 1{and]!

(2) After the 42nd day following hiring, the employer may use .
personal data obtained by electronic monitoring to evaluate the
employee's work performance for purposes other than -

"disciplinary action, if the personal data are obtained by,
electronic monitoring during one period of not more than 30
continuous days out of any one year period, and the employee is
given advanced notice of when that period of not more than 30
days is to occur 1; and . S

(3) The personal data relates to a criminal violation for which
the emplovee has been convicted. ‘ ’ ' :

A provision of_this subsection a. shall not apply to an emplover
to the extent that compliance with that provision will prevent the
emplover from complying with the provision of any federal law or
any other State lawl . - '

b. An employer shall ‘not use personal data obtained by
electronic - ‘monitdring as a basis for individual employee
performance’ evaluation or disciplinary action if the personal data
are collected or maintained in violation of the provisions of
section 5 of this act. ' . )

¢c. An employer shall not use personal data obtained through
electric monitoring to calculate the volurne or- rate of  an
employee'é work for a performance evaluation of the employee,
unless the calculations are based on the entire volume of work
performed by the employee for a period of not less than one week.

d. If an employer uses personal data obtained. through a
telephone service observation to evaluate any aspect of an
employee's performance other than the volume or rate of the
employee's work, the evaluation shall be based on the
observation of not less than 30 consecutive telephone calls

" handled by the employee and the observation shall be conducted
in one ‘continuous ‘'session.
REPLACE SECTION 7 TO READ:

7. a. An empldyer shall not disclose personal data obtained by
electronic monitoring regarding an employee to any person Or
business entity without the prior written consent of- the
employee, unless the disclosure is made:

(1) To those officers and employees of the employer who have
a legitimate need ‘or the information in the performance of their
duties: " '
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(2) To a law enforcement ‘agency in connection with a criminal
investigation or prosecution; [or]}

(3) 1To a State or federal regulatory agency to the extent that
the emplover is required bv law to provide the personal data to
the agency: or

(4)! Pursuant to the order of a court of competent jurisdiction.

b. An employer shall not disclose any personal data obtained
by electronic monitoring to any person or business entity if the
personal data are collected or maintained in violation of the
provisions of section 5 of this act.
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ASSEMBLYMAN JOSEPH D. PATERO (Chairman): May I have
" your attention? First of 311; I'd like to welcome you all here
today on this important bill. Can I have it .quiet in the
back? Sorry we are starting the meeting late. I usually like
to start promptly. It seems that everyone Kkept bringing in
different amendments and other proposals. That's - the reason
why we're late. We are now going to have a public hearing on
the Assembly Bill No. 210 which prohibits the abuse of
workplace electronic monitoring. Will you please call the role.
‘ MR. WILLIAMS (Committee Aide): -Assemblymaﬁ Martin.
UNIDENTIFIED MEMBER OF CQMMITTEE: He's here.
MR. WILLIAMS: Assemblyman Littell.
ASSEMBLYMAN LITTELL: Here.
MR.  WILLIAMS: Assemblyman Foy is not here,
Assemblyman Gill is not here. 'Assemblyman Patero. |
" ASSEMBLYMAN PATERO: - I'm here. Okay, there will be no

‘action taken on the bill today. . We will just be taking
téestimony, and then we'll see what the hedring comes up with.

The first person that we'll- have to address this Committee is
Vince Trevelli from CWA.

VINCENT M. TREJVELLI: Good morning, Mr.

Chairman. : ‘ _

ASSEMBLYMAN PATERO: Good morning.

MR. TREVELLI: Mr. Littell, how are you? I Jjust
wanted to thank you for scheduling this bill and bringing this
2111 up :a,nd holding this public hearing. This has’ been an
issue which has affected our membership and the public for many
years. Unfortunately, it's a pfactice -- electronic moﬁitbring
-— that is growing. _ |

When we first raised this issue, we were concerned
about our membership in the télephone companies, AT&T, New

- Jersey Béll; and others, but now the practice has expanded from

the State of New Jersey. When you call for what you think is
confidential tax -information, there could be a third party
listening in on your conversation with the State of New Jersey
while you discuss your taxes. We‘believe that's an invasion of




privacy. So, I brought here today two people who' actually are
monitored on a daily basis. They've taken the day off to come
down and speak to the Committee. We have one woman from New
Jersey Bell and one woman from the Department ofi Motor
Vehicles, who also listens in on conversations. I really just
wanted to let them speak about the effect of this constant or
random, and not knowing when it's coming monitoring on| their
ability to do their job, which they do everyday. |
: First, I'd like to introduce Karen Gardner. She works
with the Department of Motor Vehicies on Quakerbridge.
KAREN GARDNER: Hello. Basically, the way I feel
as far as monitoring 1is concerned, I feel that I héve an

extremely stressful Jjob. If anybody has ever dealt with the
Division of Motor Vehicles, they know that people call Js with

‘life and death problems, and I feel that if someone is
monitoring me, I'm trying to get the point across, I'mjtrying

_ : L ‘
to get the person to feel that I know what I'm talking about,

and in the back'there's someone monitoring_me who 1is figuting
out whether or not I'm sounding too powerful, or.wheth%r'l‘m
trying to sound too motherly to a person-- I really don't
think that I should have to deal with that. I think that I
really should be able to do my job. I know my job, I've been

doing it for two years, and I think I do it very well. ' So as

 far as monitoring is concerned, I think it really is unfiir. I

really do. : |
ASSEMBLYMAN PATERO: Maybe you can help me out on this
monitoring. You say the State monitors the calls.
MS. GARDNER: Yes. . |
ASSEMBLYMAN PATERO: Randomly or—- |
MS. GARDNER: Well, now it's structured so thaa every
other week different sections are monitored. Exact1y§ which

persons are being monitored, that's at random. But we know
section by section when it's going on. I
ASSEMBLYMAN PATERO: Vince, 1is this just the, Motor




Vehicles and her group or—- _
" MR. TREVELLI: Well, I think-- Like I said, it's at

Taxation as well, for the State of New Jersey. It's in New.

Jersey Bell, in AT&T, and from the testimony you ‘will be

getting today, apparently lots of private employers monitor

their employees as well. So it's a practice that we think is
very broad, and it's a practice that includes listening in on
conversations 1like this, but also practices that involve
collecting masses -- reams of information about employees who
work in front of VDTs. , -

I can get YOu congressional testimony about people wpo
work in front of VDTs who are locked into the VDT. Their

entire day is monitored by the VDT: = how many keystrokes they.

make, how many pauses between keystrokes} They can't get up to
go to the bathroom without asking a supervisor to unlock the

chair, so they can move and go to the bathroom. Then, their

time in how long they spent in the bathroom is monitored. That
is a stress that you and.i can't understand. MWe ‘don't work
under that kind Qf«stress day to day to day when we do our’
jobs.” We don't have people looking over our'shoulders, day to
day, when we do our jobs: l . .
We have had pebple who have been disciplined because,

as she mentioned,v being motherly enough, or not motherly
enough. We have had people who were .listened into and were

- disciplined because they weren't their same cheery self; not
-that they did anything wrong, not that they didn't provide the

service that was required, not that they swore at their client
or anything, Jjust that they —-- well, you're wusually more
cheery, you're usually more friendly, and in this case you were
not. We've had people who have been disciplined because they
have been abused by a client or a customer from the outside and
then in-between calls -- clearly in-between calls -- they say
something. They react to that abuse that they Jjust got.
Clearly, no one else could hear it but themselves, except




for the third party that's listening in on their conversation.
We believe that that's an abuse, that that's too much big
brother listening in on people, controlling peoples' lives, and

that it doesn't improve the quality of service. l
The stress that people are under-- When she answers

DMV calls, she's sitting there with a list of things that she
can't do: She shouldn't sound too motherly, she shouldn‘t

sound too forceful, she shouldn't sound this, and she shouldn‘t

sound that. Yet what she's trying to do is answer the’client's

problem. She can't concentrate on that problem because she

also has to worry about how she's sounding on the telephone.
She's been trained, she knows her job, and she does her job.

Now, let me just introduce Linda. Kramer who woAKS<for

New Jersey Bell. Then you will hear for a moment about the

private sector. |

ASSEMBLYMAN LITTELL: Mr. Chairman, are we going to
question them as we go along, or are we going to wait?

| ASSEMBLYMAN PATERO: Yes, as we go along. -

ASSEMBLYMAN LITTELL: Just one other question, Vince;'

Who does it; the supervisor monitors the calls?
| ' MR. TREVELLI: ' Yes. She can describe a situation
where it's even a group of superv1sors at once go in a room

ASSEMBLYMAN PATERO: Do you have anything to follow9,

ASSEMBLYMAN LITTELL: - I have several questlong, Mr.
' Chairman. Karen, you say you know that this is g01ng on Has
your employer notified you that this is going on? , !

MS. GARDNER: Yes, we have video monitors wthh state
quality assessment is going on, so our section just looks up at
the monitors. That's how we know it's going on. T

ASSEMBLYMAN LITTELL: Part of this bill requ1res that
the - employer notify you, and secondly, it provides that a
51gnal to the employee during your mon1tor1ng take place So,
they're already doing that from what you're telling me?. f

' MS. GARDNER: Not specifically. I don't know when




Karen Gardner is being monitored. I know when myvseCtionHof 60
people is being monitored, but no, I don't know exactly.

ASSEMBLYMAN LITTELL But you know somebody is being
monitored? ‘ ’

~ MS. GARDNER: I know-- At that time, yes. :

_ - ASSEMBLYMAN LITTELL: Okay. Let me ask you this. . If
you think  there has been monitoring, can you go to your
supervisor and say, "Was I monitored, ‘and how did I do?" ) ,

MS. GARDNER: I guess we could éo. I don't know
whether they would answer or not. 1 really couidn't say.

ASSEMBLYMAN - LITTELL: Mr. Trevelli said that - I
don't know whether he meant you spec1f1ca11y, or somebody else
-- has been d1sc1p11ned for not being cheery on the telephone
Could you explaln to me how that happens? Does somebody call

~you in and say, are you having a bad day? Do they say you're
- not being cheery? Do they say you're going to get a letter in

your file? What sort of thing happens? Explain that, would
you please? ' } S ' W

. MS. GARDNER: .Well in our section, what happens: is
they collect data. They take notes on each person If someone
was being too forceful, whatever'—— whatever the problem is.
They collect the data; then the follow1ng week they pull: the
person aside and they call it a coaching. They 11 say, "Well,

you were too forceful. You sounded too motherly," and then
. they'll explain to you Why'you shouldn't sound like that. To

me it's very subjective: Who's to say who's motherly? If I

have a person born in 1973 on the phone, of course,. I'm 28

years old, I'm going to try to sound like his mother and say,
"No, you shouldn't have gotten that speeding ticket, and this
is what you have to do. But, as far as they're concerned,
that' s too motherly and you shouldn t do it.

ASSEMBLYMAN LITTELL: Well, what sort of d1501p11ne do
youvactually get as_a result of not being too cheery? I can't
imagine that you‘ll'get any'discipline. |




MS. GARDNER: Being pulled to the side 1is a
discipline. If somebody is being pulled to the side, and told,
well, you shouldn't do that, that's a form of discipline.

ASSEMBLYMAN LITTELL: Isn't that really training,
Karen?

MS. GARDNER: No, not necessarily, because every
situation is different. 1If I've been on my job two years, I

should be able to know how to say, which way, at what time. I
don't consider it training because training is' telling me what
constitutes a suspension, what constitutes a restoration.
That's training. As far as I'm concerned, they're dictating to
me how my personality .should be. I am what I am. | '
_ ASSEMBLYMAN LITTELL: Okay, so. you think it's an
affront to 'you personally to have somebody say to you that
| you're not forceful enough, or you're too forceful, or that
you're cheery? You don't see it as. training?

MS. GARDNER: I don't see it as training. If I were
doing ,sométhing wrong, then no. I wouldn't see  it as an
affront to me if'actually I was rude to someone. . We're not
even talking about rudeness. We're not even talking'about not
giving'out the.correct information. What we're talking about
is how I should sound on the phone. As we all know, every
- situation iS’different. Even If I sound too monotohods—— Now
” if I should happen to have a cold -- and that's another thing
that's stated, if you sound too monotonous, you can't do that
-— if I happen to have a cold and there's just no way for me to
sound any other way, then yes, I could be written up for that,
and that can affect my par. - |

MR. TREVELLI: That can affect the par rating. Do you
want to explain par? ‘ o

ASSEMBLYMAN LITTELL: I'm sorry Vince, I can't hear
you. .

MR. TREVELLI: I'm just making sure that she explains
what par is. What yod're getting in terms of discipline'is the




par rating, the wvaluation rating. How you are valued in your

job, is determined by these pullings aside and discussing and

in some cases disciplining, especially when you get to the
private sector, the discipline that people have been put on.

ASSEMBLYMAN LITTELL: But, is it any different than a
vice principal going in a classroom and watching a teacher
perform a Jjob as a teacher for the day, where they have to
instruct the class, where they have to discipline the class,
where they have to change their mood throughout the period?

MR. TREVELLI: It is different because in that case,

it's noticed. This bill allows for ‘training purposes, notice

monitoring, and once a year, to check on people's noticed

monitoring. When the principal walks in the room, that teacher

knows the person's there. 'Also, when you're a teacher in -a
room, you don't have .any éxpectation.-ofA privacy. Under the
phone situation that we're talking about here; is you call up
DMV, or yoﬁ call up Taxation;.or you call up AT&T, New Jersey

. Bell information, and someone elSe can be listening in on that

conversation, and neither you nor the employee Kknows that
that's going on. It's not the- same situation as soméone
ndticed‘walking in and listeningvto the—- A _

A ASSEMBLYMAN LITTELL: Well, I think that you've got a
different situation in the classroom as compared to what
Karen's . subjected to becausq of the circumstances. She
certainly could have a supervisor stand behind her and listen
to what she says, but ndf necessarily hear the other end of the
conversation. So, it really is not as meaninful as it is in

the classroom. In the classroom, the vice principal is

~listening to the exchange between the students and the teacher.

In the Division of Motor Vehicles situation, if the
! . X . .
supervisor doesn't hear the other half of the conversation,

that's really not fair to Karen. To have a supervisor stand

behind her to monitor her the same way as a vice principal

- would monitor a teacher wouldn't give the whole story. There




may be a reason for her voice to escalate. The client on the
other end may give her a very bad time -- we all have emotions,
and we all know that. It's not improper or certainly not . less
than normal for you to have those emotions. What I'm trying to
understand here is, where do you draw the line between training
a person, and 'helping somebody do the job better for the
benefit of the operation, as compared to what you're saying is
discipline?

MR. TREVELLI: What this bill tries to do, is it tries
to draw that 1line. It says that when a new person is hired,
for six weeks with notice, they can listen in on that person,
work with that person, and train that person for the job. Once
a year, getting. a fair sample for a month, you canvdo it again;
every' year to find if that that peréon's progressing or not
progressing. We believe that—- AThey also have other methods
to do this like you say, being in the room. If you're a good
supervisor, you know which of your employees is doing a job and
 which of your employees 1is not doing the job. You don't need
extraordinary .means to gét' in-between that person, that
employee, and the public. In this case, we are talking about
the public's rights as well. When ﬁhey,pick up'that phone,
‘they have an expectation of privacy in the State of New
Jersey. Private employers are violating that expectation of
privacy on a daily basis, and people's jobs and their career
advancement is being affected by that.

. Let me just say, in terms of emotions, the stress
involved in this -— and there is testimony coming later today
about the psychological stress of not knowing when and if
you're being monitored, and how you're sounding on that call
" and whether or not you're meeting the 26, or whatever it is,
requirements that you have to meet, in terms of your voice

- quality and tone and your answers-— And the stress involved to
that third party, in fact, brings down the quality of service,
rather than improving it. Can we have the private sector




person speak as well?

ASSEMBLYMAN LITTELL: Sure. I just wanted to get some

of those questions answered. Thank you, Karen.

MR. TREVELLI: I understand.’ Linda Kramer from New
Jersey Bell. = - | - |

L I NDA KRAMER: Good morning.‘ I have .21 years
service with New Jersey'Bell,tand I've always been a service
rep, so I'm used to observing. In my particular office, they
~observe on us up to five hours a day. We have five supervisors
and one manager Not only do they go in the back and
1nd1v1dua11y observe on the entire office and yes, we don't
always know when they are there. We don't know all the time.

- Sometimes we Lknow when they re there We do a head count to

see where they are.

Not only do they 1nd1v1dua11y observe in the observ1ng
room on us, but they also have manager office meetings where

~six of them will observe us at the same time. They are

bringing people in frbux_Bell of Pennsylvania to observe us,
along with New Jersey Bell people. So, one afternoon, I' think
there were between seven' and nine people in the back room,

‘listening in on our observations. You know - the old saying,

walk a mile in my shoes? I imegine it's}very difficult for any
of you to understand what it- really is 1like. to perform our

- jobs. The company says, that they do use it as a training tool.

For example, when we take an order for new service, we

have a sheet that we are to follow. There are between 27 to 30

points that we must cover, and we do get feedback within 24
hours of the observation.;.Usﬁally, mytsupervisor tries to get
back to me the same day. One contact I thought I did
barticularly well-—" It's like, oh my God, I remembered wiring
maintenance. We have to discuss this with the -customers
because of divestiture, and it makes our contact a lot longer.
There are items that we must diScuss under Federal law, which
is understood, and of course, we have to sell features to the

- customers.




Also, the tone of your voice, the ‘way you carry yourself, fhe
way you presented yourself for the company to the customers, is
taken into consideration. ‘ ‘

As I said, I had this contact, and I thought it went
very well. It was a move order, from one address to another;
the customer was staying in the same town. I remembered all
the points: I sold, I did everything I was supposed to, but I
didn't tell them the telephone number was tentative, which we
are supposed to say. Because I did not do that, I did not have.
a good contact. The customer probably ended having the same
" telephone number. It's very unlikely that your numbér will_
change if you're staying in the same geographical area, unless,
you‘'re in an urban city, it might change. , -

' It's just as a friend of mine said, "They're just
abusing their divine right." Yes, they have the right to
observe; yes, it is a part of our job; yes, I am used to it;
but when do you draw the line, when is it too much? When is it
affecting me and how I do my job? | -

We have a new title in our .contract called '"the
in-charge." We've never had this in our ‘department béfqré,
where I could be supervisor for the day. I would assume some"
of their responsibilities, short of disciplining -- observingf
I couldn't observe. I could talk to customers, I could talk to
irrate custbmefs. I could answer questions, heip with orders.
In another office, a girl was in charge for the day and was
~allowed to attend a supervisors' meeting, and the subject of
monitoring did come up and the talking amongst them was, well
look, nobody has a perfect contact; you always find something
wrong with it. We Kknow this going in that it's impossible to
héve a perfect contact, no matter what we do.

What Vince was saying about discipline, we have a lot
of new people now, the company has turnover. For awhile it was
very stable where we would have people in the office with years
of service up to maybe 10 years and that would be. it. Now
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we're getting new peopie because a lot of people are retiring.
So the new kids, the observing 1is part of their whole
appraisal, and if their observations are not good, it could
affect whether or not they get their next‘raise; not sole, but

it is part of it, of the overall job. So what Vince was

referring to about being disciplined, you could not get your
raise very well because‘of a couple of contacts as part of the
overall picture. Do you have any questions that I can answer?
ASSEMBLYMAN LITTELL: Linda, you seem to agree that
yes, you understand it; you think there is some 1egitimacy to

it. You seém,to think they have gone too far. Where do you‘

think we should draw the. 1line? Should we draw the line by
saying that they shouldn't be able-to -discipline you like the

bill says,. or should we draw thé line to say that the.

discipline should be 'warningf in nature? Should you only be
disciplined'éfter the third or fourth time? It seems to me
that if discipline is ruled out totally, that it eliminates- the
ability for a company to use the tool effectively;- o

ASSEMBLYMAN PATERO: Excuse me. I think all she wants

is no monitoring. If a supervisor comes around and sees she's

doing something wrong, she could discipline. Right now the

‘question is monitoring.

ASSEMBLYMAN LITTELL: Well, I thought--

ASSEMBLYMAN PATERO: She's not talking about not being
disciplined. ‘

ASSEMBLYMAN LITTELL: It says disciplined in the bill. .

' ASSEMBLYMAN PATERO: Through the monitoring.
ASSEMBLYMAN LITTELL: Through the monitoring..

- ASSEMBLYMAN PATERO: Well, what we're trying to do is

trying not to monitor.

MR. WILLIAMS: Assemblymen, it actually says that it

limits it, where they can only use a 30-day period.

ASSEMBLYMAN LITTELL: Right there in that section. I
think she said that she accepted monitoring as a way of life,




. to get at.

_ and that it's a legitimate thing.

MS. KRAMER: I said we're used to it as a part of my

"job. I don't accept it, but I have to. I have no choice.

ASSEMBLYMAN PATERO: No, I know, that's what--
MR. TREVELLI: If you're worried about quality control

and during this 30-day period they hear a problem, why

discipline the person? Why not sit down” and work with the

- person and train the person? Why does it have to be a

discipline? ’
ASSEMBLYMAN LITTE_ILL: kWell, that's what I was trying

MR. TREVELLI: You can do that. Under the 30-day
period and the six—-— : '
ASSEMBLYMAN PATERO: = Because of time, can we contain

this, please.

ASSEMBLYMAN LITTELL: How do we define this thing if
it's not to be used as a form of discipline? Should there be a

requirement that a person put in some time in a training
program or something else? Somebody might - construe that as
discipline as well because they might have to do it on their
own time or they might have to it and not like doing it. I'm
just trying to.find out from her, as she testified, how she
feels we can make this thing dpérate?_ It's here, it's pért of
the system, and I don't think you are going to eliminate
monitoring completely. That's the way I see it.

I may be wrong, but it seems to .me that if monitoring
is a useful tool that maybe the limits oﬁght to be defined more
clearly. ‘'You and I may not agree on that, but I think Linda
basically said in her testimony that it's a system that's here
and that it works, and although you may not like it—-

MS. KRAMER: I didn't say it worked.

ASSEMBLYMAN PATERO: I think you are right, this is
for public purpose other than disciplinary action. That's new

"amendments. We'll have to take a look at that, but I think the
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‘performance. For example, if- I'm an outstanding

.question . right now 1is. about the monitoring rather than
discipline. ‘ vv o

| ' MS. KRAMER: I think the public is appalled when they
realize they are being -monitored on. I've had several
contacts, one where the computer was down. The customer and I

were having a conversation, just hoping the system would start

moving or whatever, ahd I got my feedback and I was told that I

was on entirely too long. I was too chatty with the customer.
I was trying to service the customer.

That's another point I wanted to make, Assemblyman

Littell, excuse me. We -used to be in the service business;

we're not in that anymore. I mean service they say they care

about, but darned if I can figure it out? I mean“they are more

concerned about their objectives, about their sales incentives,

about how many observatlons they do on people, about how many -

contacts we take on a yearly basis and my’ rebuttal is after I
am ‘observed on, and they give me ‘the feedback, I said, "Well I

was nice to'the customer They were. satlsfled " "Well yes, but

it's not all that 1mportant | S

Yes, they want you to be nice. Thét goes without
saying. I mean it alweys used to be a part of our job, that as
long as we treated the customer the way we would want to be

- treated if we called up some other serv1ce 1ndustry, that's all

that really matters in that we service the customer. We've
just become a productlon 11ne unfortunately.

-ASSEMBLYMAN LITTELL: Have you ever tr1ed to negotlate

‘this in your company?

MS. KRAMER: I believe so.w We recently d1d get-

1anguage this past contract llmltlng them to how ‘many contacts
they can do on an ir-dividual per year, rbased on their
employee,
they're only permitted to do 20 . per. year. If I'm a
satisfactory employee, they're only permitted to do 30 per
year, if I'm unsatisfactory, I believe. it's 40 per year and
then if you}re a new person with —-— I'm not sure 1if it's 18
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months or whatever —-- it's unlimited because they're developing
the new peopie. As I've said, they're saying it's a training
tool, but theY're abusing that.

ASSEMBLYMAN LITTELL: ' Thank you.

ASSEMBLYMAN PATERO: Thank you very much. Next we'll
have Dr. Janet Cahill, Glassboro State College, Department of
Psychology.

D R. JANET CAHILL: Good morning. v

ASSEMBLYMAN PATERO: What we're going to do, rather
than read the whole thing—- |

DR. CAHILL:. Absolutely.

ASSEMBLYMAN PATERO: --what we'll do is we'll give it
to the stenographer and she can type word for word. So if you
just want to summarize it, we'd appreciate it. S

DR. CAHILL: Absolutely. I wouldn't want to read
that, myself. Let me just.introduce myself so you know who I
am. I am an Associate- Professor of - Psychology at ‘Glassboro
State College. I'm a psychélogist, and my area of expertise is
in occupational stress. I do a lot of research on How the work
environment, supervision, structure of work, affects peoples'’
physical . and psychological health. I'm also an active
consultant on workplace stress for both labor and management,
and I recently completed a'stﬁdy on implementation practices of
electronic monitoring across the country.

4' "My testimony today is going to focus on the
relationship between monitoring‘ and stress, since that's an
issue that's already emerged. Let me first, real quickly,
summarize why you should be concerned with the stress issue.
The most recent estimates from the Office of Technology
Assessment indicate that stress is causing, or contributing to,
conservatively, $50 billion to $75 billion cost to U.S.
industry per year. That cost translates into absenteeism, lost
time, and increased medical costs. That does not take into
effect personal and public medical costs, as well as Jjob
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satisfaction and service loss. ) ’
There is an extensive body of scientific evidence
which liﬁks_ stress related problems to serious physical and
psychological disorders. I don't mean the occasional executive
who's taking "Maalox, I mean ©people who have diabetes,
hypertension) serious types of digestive disorders, serious
types of emotional disorders, and we're seeing an increasing

risk of cardiovascular disease when certain types of work

environments are utilized: - stroke, kidney disease, those kinds
of things. So, we need to take stress very seriously and from
a productivity point of view, we have to look at lost time, job

“dissatisfaction along those lines. It should be noted that in

‘terms of < compensation claims, stress related claims are the
fastest growing claims for the workforce under the age of 40.
So, there's a number of areas where stress has to be taken

- seriously.

. The issue 1is, does electronic' monitoring per se
‘contribute to .stress! levels, and the answer is, it depends on

how it's implemented. 1If ‘it's“implémented in'-the following-

way, that it increases workload, increases- effective role
conflict. Getting back to the prior testimony, if I must do

two things in the same interaction; I must be fast and I must
' be nice,»that increases a factor we call role conflict. If it

decreases my control over my job -- a factor called workload
and workplace autonomy -- all of those things have ‘been well
documented to increase stress levels. B ; :
When we look at people who are heavily mohitored, we
find that they have heavier, increased levels of stress,
compared to other work‘forcesf All of the existing scientific
literatpre has concluded that monitoring, as an independent
practice, contributes to 'stress levels. It is an 1issue of
sufficient concern that the National Institute of Occupational
Safety and Health has made this one of its top priorities, to
begin to document this problem. When you combine it with
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remote monitoring -- that is 1like, I can't see you, I don't
"know when I'm being monitored -—- those stress levels seem to
increase as well. When you increase the structuring of tasks,
thaf\is, I have about 30 to 40 to 50 items I have to attend to
in one interaction, we find that Surpasses the human being's
capacity to pay attention. You cannot pay attention to all
those factors sucessfully in one interaction, and we find that
that contributes to the sorts of cardiovascular problems that I
~discussed earlier.

Electronic monitoring appears to create a kind of work
environment that 1is similar to machine paceq. work. Machine
paced work is one of the most documented workplace variables
around occupational stress. It increases certain biochemicals,

particularly, the catecholamines which have been implicated in

high blood pressure. When you have routinized jobs like this,
it also decreases job satisfaction. So, point one 1is there
\seems to be a great deal of evidence that. electronic

monitoring, as it's currently being implemented, has a very:

very serious impact on stress level.

, A second key issue I wish to mention is it does not
appear that. electronic monitoring is necessary to achieve the
supervisory effect that manégers seem to want to achieve.
There are alternative methods. First, let’s‘just‘deal with the
narrow issue of productivity.. Does electronic monitoring, per

se, increase productivity? = No one is sure. There are studies

which have concluded . that electronic monitoring  actually
decreases productivity because it dramatically decreases job
satisfaction, turnover, and increases customers complaints.
There are other studies which conclude on very narrow
variables, it increases productivity. What you measure is what
you get. If you measure productivity in the sense of forms
filled out, that's what you get. You may not get pfoductivity
and customer satisfaction, so the 1issue of does this help
supervision, is an open one. ' ’

°

16




‘ The third major point: Are there alternatives
available? Yes, there are, and you do _not need to monitor
'people‘continuouSIy-in order to get the increased productivity
or the job performance that you want. Human beings behave the
same over long periods of time. If you monitor them for 30
days, those behaviors  will persist. They don't tend to
change. You do not need to monitor as it is currently being
employed, which is a moment by moment monitoring effect. Every
single second of  the workplace of the workday, in some
instances, arelbeinq monltored This f11es in the face of 50

years of psychologlcal ev1dence that that sort of intrusive
monltorlng is not necessary. \

Alternative means which use pos1t1ve feedback such as
a superv1sor sitting behlnd a .worker in what we call "jacking.

in," you,‘llsten in on the conversatlon rnotlfylng both _the‘f

worker and the customer, gives you the same .effect and does_not
decrease Jjob satisfaction,- and there is evidence from some

studies that customer satisfacfion.actﬁally increases when ‘this.
type of experiment has been tried. In my own work, where:I
work with Human Service workers here for the State —— and we're

trying to improve customer ‘satisfaction around Human Services,

and we train. supervisors to watch, to observe directly, and to
incorporate the ‘use of positive feedback mofe”importaﬁtlyfthan
negative feedback -- we find that we get a drastic increase in
customer‘service,~that is in'Human'Services, and we also do not

" have any loss In fact, we find an increase in job
satlsfactlon 'So, it doesn't seem to be stressful. It is not
necessa:y The Jjury 1is out to whether this increases

productivity, and it certainly flies ih the"face"of what we

know about alternative means of increasing productivity. Let
me stop at that point. 1Is that concise, or what?

ASSEMBLYMAN PATERO: :Yes, very. ‘ ‘ v
‘ ASSEMBLYMAN LITTELL: Thank you, Mr. Chairman. Dr.
Cahill, you say U.S. industry has losses of $50 million to $75
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million per year in . lost time, absenteeism, and company and
medical expenses—- .
‘ DR. CAHILL: Billion, with a "B."

ASSEMBLYMAN LITTELL: Billions?

DR. CAHILL: Yes.

ASSEMBLYMAN LITTELL: Yes. Where do  those numbers
come from? _

. DR. CAHILL: The Office of Technology Assessment. I
can give you .that reference if you'd like.

ASSEMBLYMAN LITTELL: All right, I'd like to have that
if you would, please.

DR. CAHILL: Sure, absolutely.

ASSEMBLYMAN LITTELL: How do you differentiate between
the stress on the‘job as compared to the stress a person brings
to the job? Maybe they had a bad morning with their children
or their wife or their husband, and maybe they're’briﬁging that
with them, or maybe there are financial problems and maybe
they're bringing that stress to work with them. How do you
differentiate between one and the other?

DR. CAHILL: It's a very legitimate question. There
has been a lot of research on thaf very issue._ There's a lot
of empirical ways to do it. Sometimes they compare the eXact
same people 1in different work sites, sometimes they  follow
people over time. They do what's called a multiple regression
analysis -—- don't I sound smart? -- where you parcel out those
sordid persbnality variables versus workplace variables, over
and over and over again. The research indicates that while
personality contributes to stress, while it's something that we
have to pay attention to, we also recognize that workplace
stress -- what we refer to as structural sources of stress -——
are far more powerful for health than for ©personality
variables. So, I won't say that there are no individual
differences -- that wodld be incorrect -- but if you want to
weigh individual differences versus workplace stress, workplace
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stress is far more powerful.
So, if you take a perfectly healthy human being with

' good coping skills, good attitude, good marriage, children,

flosses their teeth, all those sort of good things, you'put

them in a highly stressful job, they will get sick. If they

don't do those things, they've got a crummy marriage, they
don't floss their teeth, they eat Twinkies for breakfast, you
put them in a stressful job, they'll get sick faster. That,
the research supports Quite clearly. -

ASSEMBLYMAN LITTELL: So, this stress that's losing.

all this money for business and industry isn't all caused on
the job, obviously. It comes from a Variety of sources.
- DR. CAHILL: Certainly, we couldn't eliminate the
personal factor, no. ‘
ASSEMBLYMAN LITTELL: So, you're not going to save $50

"billion to $75 billion dollars by eliminating monitoring?

DR.‘CAHILL:-.Butayou would save a far more54 Again,
if you were balancing the two, the workplace stress is far more

powerful. )

ASSEMBLYMAN’ LITTELL: I think any' monitoring of any

- person's performance, even a report card for a student in a

school, is stressful. I think the best example 1I've seen
recently, is I attended a hearing on the commercial driver's
licenses that are going to be required for all drivers of
hazardous materials and drivers over a certain weight, and
drivers who have been driving for 20 to 25 years got awards for
driving one million miles without any'accidents or problems are
just blown awéy by the idea that at this point in their 1life,
after being out of school for this long, the government wants
them to take a test -—- and a very extensive test at that —— to
say that they know how to drive a truck. It's just
mind-boggling to those people there. | |

In California, where they Qave the test, 60% of the

drivers that took the test failed and relatively speaking, in a
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short sense, what it boils down to is when you put people down
and make them do things that they're not accustomed to doing or
make them do something that they don't like doing, it's very
stressful. I suspect that monitoring is one of those things,
but I'm not sure what the alternative is to allow people to
manage your business at the same time, and be responsible as a
legislator to say that the people do, in fact, have a right to
determine the job performance of their employees. Can you
address that? |

ASSEMBLYMAN PATERO: .Well Bob, that's the reason you
should support this bill; because these people are doing it
everyday, may twice, three times a month. Now, you're talking
about the truck driver that has to take this test, 60% ‘of them
failed because that's more or less being monitored. They are
going back in there again, and that's the reason we have this
bill here today. -

ASSEMBLYMAN LITTELL: But there's a very good'reason

.for it: So that you don't have accidents. That's the reaSOn'

for it, and when you have a truck going down the road with
hazardous material, the government has determined that it's
good public policy to make sure that these drivers are Weil
trained and. that they“re qualified and that _they‘ré able to

respond to questions as well as to actions. The drivers don't.

" agree to that, but the government has decided we ought to do it.

What I'm asking the Doctér to tell me is where does
somebody-- The Division of Motor Vehicles is a good example.
We had a young lady u? here explain that. We certainly all
would 1like to call the Division of Motor Vehicles and be
treated pleasantly, and frankly, I think they do a marvelous
job. I think they've increased their performance operation
over there to a great extent. I used to get a lot of
complaints. I get very few anymore. I think that a lot of
other Athings ‘are done that way, and I suspect that maybe
training and monitoring has helped. But where does it become




legltlmate, and where is it 111eg1t1mate° | _

'DR. CAHILL: Let me just say again that I understand
your point, and I'm not "arguing against quallty assurance,
observatlon Y people, or supervision,_but you can achleve the

results you want, good service -- I've done this, sort training

myself, so I can speak d1rectly from experience-- You can
achieve what you want in terms. of good service, get the benefit
of 1ncreas1ng job satlsfactlon w1thout the use 1of remote

electronic mon1tor1ng, and 'you do it just by basically‘doing

good supervision. There are many models of. that around,

'including many generated by indnstry" You don't need ‘to
remotely observe someone on a continuous basis to ach1eve that
result, and the cost of d01ng that appears to me to be not
worth it when there are alternative means available.

I don' t  think anyone would suggest, ‘certalnly I
myself, that you ‘never watch people, you never observe them,
you never g1ve‘ them constructive feedback But the way
monitoring is currently being employed it doesn 't do that in' a
partlcularly constructlve fashion. " The way 1it's being
implemented now has negative side effects, and you don't have
to do that. You can get - what you’ want by improving
performance; and the benefit of increaslng job satisfaction

through alternative “methods kof‘_supervislon ‘which are well -

developed. You don't have to recreate the wheel.

~ ASSEMBLYMAN LITTELL Banks have monitoring cameras
for security reasons, but: they also monitor the1r employees at
thepsame time. Do they find that that's stressful?

DR. CAHILL: Around the survelllance from cameras?
ASSEMBLYMAN LITTELL: .Yeah. ‘ '

DR. CAHILL: I. don't know of research directly
speak1ng to that. I do knowithat assembly line workers  who
were observed by cameras, do find that highly stressful.’ I

don't know about banks, so I can't answer that question without
making something up, which wouldn't be fair.
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ASSEMBLYMAN PATERO: Thank you very much.

DR. CAHILL: Thank you.

ASSEMBLYMAN PATERO: Next we'll have one of the
sponsors of the bill, Assemblyman Gerard Naples.
ASSEMBLYMAN GERARD NAPLES: Thank you,
‘Mr. Chairman. '

ASSEMBLYMAN PATERO: You can stay there, Gerry.

ASSEMBLYMAN NAPLES: Good morning. Thank you very
much. I am one of the co-primes of the bill. I am not the
prime sponsor, Assemblyman Schwartz of Middlesex County is.
And inasmuch as this 1is only a public hearing and not a
Committee meeting, there'll be no vote to release.

Léf_me editorialize for a moment. -I'm in management
“myself, and I've been listening very intently to what a lot of
you have been saying. I have my own point of view to whether
continual monitoring makes for better management, better
productivity,4or what have you. - Sometimes I wish management
would concentrate on administering and ménaqehent,‘ and not
management like these, and I think we might get better products

whichiwe claim that we will get, through bills such as these.

' But that's obiter dictum; that's my own personal opinion. v
 Let me talk about the bill. This is 1990, not 1984.
The law, nevertheless, says this is permitted. Again, I have
my own point of view here. The question poses itself-— Let me
do this inductively and take a case. There was a teacher in my
school who had had a very serious domestic problem. She had
broken up with her husband, divorced, and then maybe a year
later broke up with her boyfriend, and she was shattered.
Through her girlfriend, I found out that she was in therapy and
she told me from time to time she would need a personal day and
I said fine, there's no problem. In fact, she didn't even have
to tell me she was in therapy. It was none of my' damned

business, but I was honored that she saw fit to confide in me.
' One day she came dowﬁ very upset and said, Gerard, can
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I use your phone? I Said sure. She didn't want to use/the
‘main phone. She wanted to use the phone in my office to call
her therapist. Now, she was on her free period. Even if she
were not, even if she had an. emergency and had to come down,

- and needed the service of that therapist, she was still doing

the best. To digress for a moment, she was still doing her job

~despite the heavy burden she bore and despite the .strain she

was undergoing at the time. It's ‘'nobody's' business to hear
that conversation, it's got nothing whatsoever to do with her
job, yet it could be heard unconsciously.

- In terms of this young lady applying for future
positions, a potential evaluator of her could have that in the
back of his mind. It could even be unconécious, or some type
of subliminal stimuli - on the part of the listener which could
render her in his mind, or her mind, unstable for this
position. I have to ask myself, do the benefits of operations,

"good management," outweigh the detriment_to'theyemployee and.

public in terms of invasion of privacy? - - _ _
I personally think this is'a’good bill. 1If I were the
prime sponsor, the bill" would be stronger, but I'm not the

prime sponsor. I take my hat off to Davé Schwartz for tackling

a very, nettlesome, vexing prolem which must be faced. I'm

-_ glad that as the pSYChologist'ironically.testified'in front of

me and I thought back to this day -— I don't know whether that
line was bugged or not, I don't know -- but I thought back to
that ‘day six or 4se&en years ago, while the Doctor from
Glassboro was talking. |

I'm not going to address everything I have in my
packet, my own position papers, the bill, all the opposition.
I've pretty much heard it, and I respect you, and I understand
your concern to have a good ongoing business. One of the great
fears I harbor . is abuse -of this; Abusé; something not
connected with management prerogative in any manner whatsoever,
something more in line with management abusé. One supervisor
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told me —-— he's not in this room -- we've got to keep a rope on

“them somehow. That's not good practice. That's not good

management. That's not good labor relations. That's. not good
human relations. I am really concerned about abuse of this,
about private information being disseminated, about a person
being confronted about matters which matter 1little. I'm not
saying that an employee who doesn't do a good job shouldn't be,
if you will, canned, or disciplined, but, if in addition to,
not in place of, the person engages in a private conversation,
that person does a good job, the person shouldn't even be
confronted -- have to be confronted witﬁ what I consider to be
an abject indignity.

That's about all I'm going to say except for the fact
that .I am going to take a look —-- this will not be the time to
amend this bill-— I'm going to have the matter researched,
with a view towards a severe penalty for abuse. Now, if you
are all concerned with this bill as a tool for management
prerogative, yoﬁ would‘ipso facto, favor non-abuse. One of the
best ways to prevent abuse, is a deterent and I ‘really

.believe-—- Let's take anotherf‘example in the case of the
teacher who called her therapist. Let's say it was a-
supervisor in education and he used this-- An example would be

that person would be stripped of his or her certificate, never

permitted to teach in the State of New Jersey again. I feel
veryAstrongly about this from the civil libertarian point of
view, and that's about all I have to say on this bill. I will
be happy to read the transcript, talk to Assemblyman Schwartz,
any of you -— certainly as I always have -- and with the
Chairman's permission, I have about 15 more minutes before I go
to another meeting. 1I'll be happy to field any questions.
_ ASSEMBLYMAN PATERO: As long as you say you aren't
going to talk another 15 minutes. '

ASSEMBLYMAN NAPLES: No, no I can't. I'm sure some
people had some questions. If I was a little long, ydu still
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had quallty along w1th quantity.

. ASSEMBLYMAN PATERO: Okay,‘ thank you very. much,
AssemblYman. Any questions? (no response) Nope, fine, good.
Thank you &ery‘much. g '

'  ASSEMBLYMAN NAPLES: Thank you.:

ASSEMBLYMAN PATERO: What we're going to do is we're
going to take this by groups now. We have the bankers, bank
associations, utilities, and so forth. We'll take utilities
first. The first'person to speak is Ernie Cerino from the New
Jersey Utilities Association. Now, for the people that have
regulations now, we did put back into the bill as an amendment

"unless the employer is required by the prov1s1ons of ‘a’ State'
or Federal law to ;conduct electronic monitoring without.

providing notice," that was not included in the bill, and we
will be putting that back into the 'bill as an amendment. So,
Mr. Cerino. : ' ‘

"ERNEST C. CERINO, JR.: Good morning, Assemblyman
- Patero, Assemblyman L1ttell I am Ernie Cerino, - Associate
Director of the New Jersey Ut111t1es Ass001atlon, representing . -

the State's electric, gas, water, and telecommunications
utilities. Since there are numerous persons to offer comments
on A-210 today, I will be very brief. However, for the record,
I would like to respeotfully'staté our opposition to the bill. |

-A—210 is extremely broad in its applioation You will
hear from some of our member companies today who will outline

for you the impact of ‘its provisions on- each of ~them

individually. Generally, however, we would 1like to suggest

"that this . bill appears to be based wupon a belief that

electronlc observation is detrimental to employees. We know.of

no’ unfalrz or abusive situations that have ‘arisen due  to.

employee monitoring, and our employees know that any and all
monitoring is conducted fairly, for the purposes of providing

our customers with the hlghest levels of customer serv1ce as
requlred in our industry.
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Electronic monitoring is employed by the utility
industry to improve efficiency and to assure vital services to
our customers. It is utilized as an essential quality control
tool. In our view, the best way to handle this issue is on an
individual company basis, through the collective  bargaining
process. This legislation, we feel, would replace collective
bargaining and prescribe management policy by statute.

Should the Committee wish, we would be happy to expand
on this testimony at a future date. For today's purposes of
discussion, I have with me several representatives. of the
utility industry who are ready to offer their specific insight
to the problems associated with A-210. Thank you for aliowing
me the opportunity to testify, gentlemen. - -

ASSEMBLYMAN PATERO: What kind of monitoring do vyou
do, Mr. Cerino? ‘ ,

MR. CERINO: - Basically, our industry monitors
everything from service, 'to people calling in saying there
might be a problem with their gas or - electric, water or
telephone service, sometimes emergency situations, sometimes
just service  hook-ups, monitoring of meter reading, and
employee performance fo make sure. our customers ' receive
accurate bills, receive quality service, as we're requifed by
the BPU. | | o | | '
- ASSEMBLYMAN PATERO: Is this eavesdropping, or is it
by a call coming in on tape? ‘ : '

' . MR. CERINO: Well, I wouldn't call it eavesdropping.

There are situations where a supervisor could listen 1in

directly to an employee. There are also some taped calls.

ASSEMBLYMAN PATERO: What I meant by that is, is this
random, or is it just there all day long that they're listening
to his calls?.

MR. CERINO: Random. But the points are, all this is
used to provide our customers with high quality service. We're
required, as you know, to provide essential electric, gas,
water, and telecommunication services on demand from our
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customers. We want to make sure that they have that hlghest
quality service. This is what it's for.

ASSEMBLYMAN LITTELL: Mr. Cerino, has the development
of computers and the electronic communication system been the

reason that we've gotten 1into this monitoring process

electronically; because it's easier, or because it's the  only

way you can really handle the volumes of pecople that we're
dealing with? _ ;

MR. CERINO: I think the key word which you said is
volume. I know during the heating season, some = companies
receive tens of thousands of phone calls per hour of customers
calling in to check their furnaces, start up their furnaces
You know, it's just ba31cally due to volume :

' ASSEMBLYMAN LITTELL: And because of  this type of

monitoring, do you find that the employees are more productive

or less productive, or does it not make any difference 'in their
productivity? ' ' . : ‘

MR. CERINO: I would say more productive. I think.it
helps us provide the essential services. Not being a customer
service expért I couldn't tell you spec1f1ca11y ‘We do have
some people with us today. o

ASSEMBLYMAN LITTELL: You've got somebody here that

~can testify to that?

MR. CERINO: Yes.

'ASSEMBLYMAN LITTELL: Well, I'll wait and ask them.

MR. CERINO: Sure. '

ASSEMBLYMAN LITTELL: Thank you.

ASSEMBLYMAN PATERO: Thank you, sir. Is Jon
Spinnanger here? (no response) Donald' Bates, the State
Government Affairs Manager from Jersey Central Power & Light

.Company .

G. DONALD BATES: Thank you Mr. Chairman, members
of the Committee. '

ASSEMBLYMAN PATERO: I'm sorry-— Make it be known for
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the record that AsSemblyman Tom Foy came in at 11:00.

- ASSEMBLYMAN FOY: Mr. Chairman, I apologize for not
being here. I was appointed to the Oversight Committee and we
had a hearing today with the State Treasurer on the issue of
the diversion of the $100 million from the Unemployment Trust
Fund, and I felt it important to attend that half of the
' meeting. There are other fiscal issues being addressed, but I
apologize for being late. 1I'll obtain copies of the record and
familiarize myself with the testimony to date.

ASSEMBLYMAN PATERO: No, I wunderstand. This 1is a
special meeting Our meeting 1is scheduled for Monday, and I
~felt that since at a public hearlnq you do not have to have a

quorum, that since we're going to be here today, that we'll.

have just ‘a public hearing today.

ASSEMBLYMAN FOY: You weren't lonely, I .can see from
the attendance ' ' S

ASSEMBLYMAN PATERO: Don, I'm sorry, go ahead.

MR. BATES: Mr. Chairman, I have with me today Jim
Knubel, who is Director of Security at GPU Nucleatr  Plant down
in Oyeter Creek. He will comment on how it  affects his
operatlon -

We have about 3600 full- t1me employees in New Jersey,
\and we have a good working relatlonshlp with our employees, and
they're mostly union collective barga;nlng personnel. We feel

that A-210 is just far too broad and would adversely impact on

almost every aspect of the. data'recording that's required for
everyday operation. The bill limits our right to manage in the
areas of hiring, terminating, and disciplining, by legislating
employer reactions rather than allowing the collective
bargaining process to take its normal course. _

The prohibition of unlimited or unrestricted methods
of ‘"eavesdropping"” 1is certainly wunderstandable by Jersey
Central, but we think A-210 is just going a little bit far from
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reality. Our company's very ability to function on a daily
‘basis, safely and efficiently, is reliant on day-to-day
computer driven information. '

A-210, we feel, fails to strike an appropriate "fair

' play" balance between the employer's rights to protect its own
interest, and the employees' rights to a reasonable level of

privacy in the workplace. v ,

The present wording of the bill limits the use of
‘gathered information, requires warning lights and audio sounds,
and restrlcts periods when monitoring may be conducted. This,

we feel, translates into prov1d1ng employees with a wvirtual.

license or a ’free-‘hand, to do whatever they want to the

’ detriment of the employer. This scenario is compounded by the
criminal sanctions available against ' the employer as well as.

possible treble . damages. These .provisions most definitely
limit management's rlght to monitor basic product1v1ty
A-210 concerns us because it will not allow us to

operate ‘our present electronlc ~access control and security

system, thereby severely reduc1ng securlty in the workplacey
and this we’ feel is to the detriment of both the employee and

- the employer Further, restricting the evaluation of - an
7employee s work performance, productivity, and ‘attendance to 30

days is ineffective because-ﬁt'limits-the monitoring of trends

in both departmental and in individuals. This short period of -

30 days could be more harmful than good to the employee and
could even breed and cultlvate an- adversary atmosphere.

A-210 limits the use of computer generated records .

such as simple things. such as:  time sheets, training.logs,
management control systems, prodﬁctivity, attendance,
performance, and it goes.on aﬁd on. We are concerned that none
of these records could be used for promotion, discipline,
termination, etc. wirhout the proper -employee notification
about the mon1tor1ng SR |

We feel that the 42— day 11m1t to mon1tor new employees
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is also insufficient. Jersey Central uses at least a 90 day
qualifying4period. In fact, some of ourlqualifying periods are
as' long as 37 months in the case of linemen progression
periods. .
Also, short-term monitoring of at least a minimum of
one week to check work volume, would not permit monitoring of a
meter reader's oﬁe—day performance. Now, we presently use
hand-held, electronic monitoring equipment, by our meter
readers to record their activity. |

A-210 restricts telephone monitoring to 30 consecutlve
calls, which certainly doesn't give a proper indication of
problems occurring over several days. For safety reasons, we
routinely tape telephone and radio communications at our
dispatch centers. By the way, they are on a beeper system, so
everyone knows they are being monitored. | '

- We feel that this legislation —-- and this is the crux
of the matter -- replaces collective bargaining with
“management by legislation." Worse yet the bill promotes only

the monitoring of an employee's “best" efforts since an
emploYee, knowing that he/she is being monitored, would strive’
for. excellence, and put their best foot forward during that
monitoring period. The bill seems to protect a small fraction
of possibly dishonest,'self—interesﬁvemployees who are bent on
v1olat1ng company policy. ” |

A-210 implies that monitoring creates stress whlch is
contrary to managerial philosophies. The average employee
enjoys being singled out as an efficient performer, one that is
giving quality service, .and is proclaimed as a good producer.
Stress, we feel, more likely comes from trying to hide a poor
performance. . '

The bill's purpose 1is to prevent abuses of data
.obtained through electronic monitoring. No problem there. We
feel that management has the right to receive an acceptable
level of performance for a salary paid. Disciplinary action is
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certainly not an abuse of authority. ‘

So in summary, Jersey Central feels A-210 is just, in
its present form, not realistic. It's far too breoad, and it's
at the expense of efficient, prudent, and safe management.
Modern technology has allowed the business community to revise
methods for gathering information. Both the employee and the
bemployer must be willing to adapt to these modern methods. To
return to manual operation would surely incregse the coét of

doing business, thus increasing the cost of service to. our:

customers.

The use of computer data banks has eased the task of

record Kkeeping. We monitor to bring about efficient,
effective, and quality customer service. Our operation'is not
designed around discipline. It's designed around training,

education, and self-improvement.

, ~ So, we see very little room for amendments that might
make this legislatioh acceptable to us. However, we,. as
always, stand ready and willing to discuss any proposal that
might make the legislation workable. Thank you for your time,
and I would like Jim Knubel, from Oyster Creek, to offer a few
comments. | e

ASSEMBLYMAN PATERO: Okay. Mr. Knubel, I hope you

don't read the thing. Like I said, it's presented to the

stenographer there, and we'd appreciate just a capsule, because
we have a time limit until 12:00, and we have quite a few
peoplef v o
J IM KNUBETL: I will keep my comments short because
first I want to thank you. Most of my comments are already
addressed by amendments that are already proposed which deal
with the conflict I saw between A-210 and the Federal
regulations that requlate the nuclear industry.

. As a security professional, I still have one area that
I would like to address quickly, and that 1is, there .are times
when, for legitimate security reasons, we have to do things
like area surveillances, where -- especially in the nuclear
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industry —-— there is a potential that someone may be tampering
with safety related equipment. Once we do that, it's got to be
covert, and we can't be notifying people that the area is under
surveillance. Along with that 1is an unfortunate truth in our
industry as well as others, that there are that small
percentage of people who will steal, who will use drugs, or
otherwise inappropriately act in the workplace, and I believe
that the bill would eventually be an antitechnology bill, to
prevent us from us1ng available technology to surveil that.
Basically, that's all I have to say.

ASSEMBLYMAN PATERO: Just one qﬁestion: Is that

required by Federal regulation now? i k

MR. KNUBEL: No, it's not.

ASSEMBLYMAN PATERO: That isn't. Any questions?

ASSEMBLYMAN LITTELL: Mr. Chairman, I‘'d like to ask a
couple ' of questions. Do you have a collective bargaining -
agreement that deals with electronic monitoring at all?

| MR. BATES: We don't necessarily. ' The bargaining may

not say that electronic monitoring is allowed, but the process
of what can be done and what can't be ldone with working
relationships, is through the collective bargaining process,
and right now, our employees know they are either being
randomly.‘monitored' orA monitored by - tape - at our service
centers. ° It's a nice working relationship, We have no
problems or objections.

o ASSEMBLYMAN LITTELL: Not a point bf contention every
 time you have negotiations? ‘ | |

| MR. BATES: No. | | .

ASSEMBLYMAN LITTELL: Are YOu required by BPU or the
Federal laws to monitor other than what Mr. Knubel described at
the nuclear plant? ' L | _

' MR. BATES: No, I don't believe we're required by law
to do any monitoring, say at our service centers, but that is
to the - advantage of the customer and the employee to be
. monitored, so we know what he or she did say or did not say.
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Sometimes a  customer might exaggerate -~ some kind .= of
conversation. | | S o B " | ‘
ASSEMBLYMAN LITTELL: 'Now, you talked'about your meter
readers and the fact that the meter readers: are now mohitored
with their hand-held computers, which 1is ainew'technology in

reading meters where a meter reader goes up and punches in the
customer's numbers and a meter number or whatever, ‘and that's

all recorded‘automatically and transferred to your main billing
.computer when he comeS'back at the end of the day -- it also
has a time frame on there -- how different - 1s that from the
monitoring you used to use where 'you put a hub on the wheels of
the trucks, so you could tell when the truck went so many miles
a day? » ; -

MR. BATES: Well,‘ofbcourse this ‘is the‘monitoringé—

ASSEMBLYMAN LITTELL: Is this more effective?

MR. BATES: Oh ‘sure.it's more effective, It tells us
electronically where he or she is at any given point in the
day,'and how long it took from one stop to the other. It's all

des1gned for eff1c1ency and that is so we won't have the truck =

parked for half a day and at the customers expense

ASSEMBLYMAN LITTELL: And is that dlfferent than what
you used to get when you had the hub on the wheel’ .

“MR. BATES: Oh sure, it's much more efficient and much

"more effective, and there's no objectlons from the employees.

ASSEMBLYMAN.LITTETL.V No objections?
MR. BATES: No. | |
ASSEMBLYMAN LITTELL: Thank you.

ASSEMBLYMAN FOY: I have a couple of questlons With
respect to any telephone monltorlng that you. do, what 1is the

purpose of that monitoring? Is it just for quality assurance

in terms . of treatment of customers that"Your operators. are :

supposed to provide, or is it for productivity'in terms of the
number of calls they're supposed to handle in a given shift, or
is it for both?
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|
MR. BATES: It's for both, Assemblyman. Productivity,
of course, is a concern, but also our concern is the proper way
to handle a call being made by our employees when we receive it
from the customer. v | | '
ASSEMBLYMAN FOY:  All right. ©Now, your employees are
alerted in advance that this 1is an ong01ng condition of their
employment, is that correct? ’
MR. BATES: Yes. _
ASSEMBLYMAN FOY: = What happens | when you have an
employee who doesn't either meet a level df productivity or a

level of quallty assurance that is your norm or standard?

MR. BATES: Well, he or she is counseled, and if it's:
something that continues, if we have a§ real problem then
certain measures would have to be taken —--— certain disciplinary
measures. | v

- ASSEMBLYMAN FOY: So, if they were disciplined, do
your contracts -—- your collective bargaining agreements —-—

| the grievance of

provide for grievance ' discipline, for
disciplinary matters?
MR. BATES: Absolutely, absolutely. A very detailed

process which has been working for. years. | ,

ASSEMBLYMAN FOY: You obviously would be supportlve of
a notice from the telephone company . There'was a suggestion
that there Dbe an exemption = for coilective bargaining
agreements, where provisions were involved with respect to
that. Would you support that type of amendment’

MR. BATES: Sure. ﬁ

ASSEMBLYMAN FOY: How many instadces - just if you
know-— How many instances of this type ofjdiscipline occur in
your company during the course of the year’i

MR. BATES: I don't know, but I do  know there are
some. I don't know what those- figures are We could probably
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research that.

ASSEMBLYMAN FOY: It would be useful if we could.

determine, from some industries that utilize this procedure,
what the frequency of disciplinary activity is in relationship

to this monitoring, and what the severity of the discipline

results of that are? I'd be curious to find out as well what
the disposition has been? How many times, in a sense, have you
been overturned as a. result of an arbitratioﬁ or something like
that? If you had 20 instances a year through the grievance

~procedure, how many were actually taken to arbitration,’and in

the arbitration, what was the disposition of that Particulat
individual?

MR. BATES: Sure, we could make that avallable

ASSEMBLYMAN FOY: I think it would be useful from the

Committee standpoint to kanalyze the 1impact of current.
practices, in relationship to the need or lack of néed for this
type of legislation. _

ASSEMBLYMAN PATERO: I ‘think if you could get that to
Greg Williams, we'd appre01ate that

MR. BATES: Sure, no problem. -

ASSEMBLYMAN PATERO:  And anyone else from the ut111ty
company that wants to supply‘ltjto us. Thank you very much.

'MR. BATES: Thank you. - ’ .

ASSEMBLYMAN PATERO: Next, Bill Walsh from Public

‘Service Electric and Gas Company. :
WILLIAM J. WALSH, JR.: Thank you, Mr. Chairman.
" Good morning. members of the Committee and staff.. I'm Bill
'Walsh from Public Service Electric and Gas Company. I.an‘t go

over some of the issues in detail that you've heard already.
I'll try and stick to perhaps different examples or things that
may be a little bit different. |

ASSEMBLYMAN PATERO: We'd appreciate that.

MR. WALSH: One thing I was glad to hear 1is that the

~amendment with regard to State or Federal regulations-- We
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ourrently are subject to, under the Board of Public Utilities
‘jurisdiction, specific delineations how youican use electronic
monitoring, what the purposes are. for, particularly training
and retraining supervisory assistants and/or measurements of
'service levels. ' ‘
’ If you look in the phone book for Public Service
- Electric and Gas Company, you will see ia number of phone
numbers, all of them with a little symbol Next to that
symbol, it tells you to look on page 16 1n the phone book for
an explanation of what that symbol means; that they are
monitored or subject to service observing, and under what
conditions, and the reasons that a company can use that sort of
information. ‘ ‘ '
We record telephone converSationé in our customer
service centers. They're recorded continuously. No one

particular-- Whenever these are used in- the . context of

training or retraining of personnel, the tapes are grabbed at
random, no particular day. ~8o,- you get'a'random sampling of a

person s activity over a course of time, and. that's important -

-for us, particularly on the gas 31de -¢f’ business. It's
-cyclical in nature. ‘ ’
It's certainly different to get a ca11 from a customer

in late August saying, "I'd like to ‘have my furnace inspected

prior to the fall when it's going to get cold," than that first

cold day when we get phone calls at peak io excess of 3000 an
hour, and could. be as high as 9500 .to 1o,Qoo§a day, for no heat
or service interruption, particularly onf‘gas. Now, limiting
the monitoring to a 30-day period——: If you limit it to a
30-day period, and you try and target 'those days when it's
extremely cold, you're not @ going to ' get an accurate
represehtation of how that employee is going to respond in a
multitude of different scenarios. You're only going-to get omne
particular type of situation, and it's going to be a customer
calling up and saying, by and large, "I have no heat. When can
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you peOpleibe out here?" With 3000 or more an hour, to try and

tell a person a.m. Oor p.m. and they say it's seven or eight

degrees 0utside, a.m. or)p m. may not do it.

If it's spread out over a year, I think it will give

- more representation'as to the type of calls and the type of

situations that the employees are subjected to. Not only that,

but particularly in emergency situations: If someone calls up

and says, "I smell gas," any recording, either substantiates
the employee's or a customer's recollection as to what happened
over‘that'telephone conversation. This can be very important,
“particularly as I said, in the emergeney situations.

' The 424day provision you've heard about already. Our
minimums are on the order of‘six months, and I don't know if

they go beyond 18 months or so}'for'those whd would be, by and

large, subject to electronic monltorlng on‘ a routlne ba51s
'You've heard -about the monltorlng belng . incorporated 1n the
hand-held mlcroprocessors What's 1mportant in this is, rather
than observ1ng that act1v1ty over’ a 30- —day period, ‘generally. on
the 10th day of a month, a meter reader will, by and 1arge,_be
reading the same route or the same group of homes or businesses

- that he read the prior month on the 10th date. So, these
routes can vary substantially, going from a largely residential

neighborhood where the. homes may be ~spread out, 100 to 200
feet, as opposed to an inner city, such as a Chambersburg
situation where the houses are primarily row homes. There's a

‘large difference'in terms of how much you‘getvaone and in what

period of time. 8o, I think it's necessary to look at single
day events, because they will be compared to that same route or
group of customers over a month's period of time.

I believe everythiﬁg else that's contained in my
wrltten statement has been covered to some degree . If ‘there
are any questions at this point, I would be happy to address
them. I took note of Assemblyman Foy's question, and we'll see
if we can't dig up some of that information in terms of




frequency and number of cases that went through arbitration for
Committee héarings. |

ASSEMBLYMAN PATERO: Okay, thank you.

ASSEMBLYMAN LITTELL: I just have one question to ask
of you. Mr. Walsh, please, when you include that, send us an
explanation of how you do that random monitoring—- |

MR. WALSH: Sure.

ASSEMBLYMAN LITTELL: --is it done electronically in
your Computer, so that nobody is singled out for any specific
number of times? If you'd explain to us how that's done, that
might be helpful. It might be a solution to part of the
question that we're looking at here. '

MR. WALSH: Thank you.

 ASSEMBLYMAN PATERO: Thank you very much. Now, I have
other people that want to speak from the utilities, but we have
one half hour left. We'd 1like to hear from - the banking
community .right now. The next speaker I'll call is Alfred .
G:iffith, New Jersey Bankers Association. | ’ ‘
ALFRED H G6RIFTFTITH: Good morning, Mr.
Chairman, members of the Committee. '
ASSEMBLYMAN PATERO: Good morning. | |

| MR. GRIFFITH: My name is Alfred Griffith, the
Executive Vice President of ,tﬁe New Jersey Bankers
Association. I appreciate, Mr. Chairman, the opportunity to
have public testimony on the bill. It is a wide-ranging type
of legislétibn. : ,

I'd like primarily to speak to the letter that I
submitted to Assemblyman Schwartz. I have also talked to him
several times about the bill, so he is aware of our concerns.
We have reviewed the bill very carefully and particularly have
looked at it in response to banking law regulation' and
practice, both at the Federal and State levei. It's our belief
that the bill 1is intended to protect employees from being
observed or overheard, and being evaluated for matters other
"than his or her work performance. |

While we do not believe the bill is intended to deter
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the wuse of electronic monitoring for legitimate security

- purposes, the language of the bill makes it unclear whether the

terms and conditions of the bill apply to the use of electronic
monitoring by the banks for security purposes. I Kknow when I
spoke to . Assemblyman Schwartz initially about the bill,
expressing our concern about the security dimension, his
initial thought was the bill teally didn't reach to ‘that.
However, with a camera situated on a teller who 1is there, to
protect the teller, as well as, a deterent from criminals, one
would assume that the camera on the teller could be used for an
evaluation purpose as well as security purpose, so that was
kind of understood. ‘ ‘

' _ The Federal Bank Protection Act of 1968, requires that
each Federal‘bank regulatory body'establish standards that each
bank must comply with for sécurity purposes. We attach, -and

have for the record, a copy of the Federal Act essentially -

specifying that regulators must establish regulations to
provide for protection -- Ssecurity protection for the
installation, maintenance and operation’of security devices and-
prCCedUres to discourage robberies, etc. and to assist law
enforcement in ‘the identification and apprehensipn of persons
committing such acts. ' _ ' ‘
We'_alsd attach, as Attachment B . to ‘the record,
regulations that were promulgated by the Federal Depoéit
Insurance Corporation, with an Appendix A, which sets certain

‘minimum standards for security devices, including surveillance

systems, and speaks to the use of cameras, etc. The other
Federal regulators, including the Cohtroller of Currency,  who
regulates our national banks, have adopted very similar
regulations to that, which was imparted by the FDIC. We ask
that you review the minimum requirements in Appendiva which
require the use of surveillance systems, etc.

We find also that drug laundering has become a
significant problem in our society, and- the banks must




constantly be wvigilant about criminals who may establish an
inside relationship in a  bank. Constant = electronic
surveillance is a clear deterent to those who might attempt to
use certain bank employees for their unlawful purpose.

' While camera and photographic equipment 1is essential
to 'bank and bank employee security, increasingly popular
electronic fund transfers, both retail and wholesale, exceed a
trillion dollars per day. The taping of all wire transfer
activity both inside and outside of a bank and its branches, is
" required with all transfer orders. Return calls verifying all
orders are also taped. Employees and customers Kknow they are
being taped for accuracy and readily accept the process for
their own protection.

I might say however, . in the wholg area of wire
transfers, which has become an increasingly popular form of
financial management, there are no specific Federal requlations
.at this particular point that we're aware of that, at this
point< ‘require that taping, as an example, of all the
transactions. It's a matter of practice, but that is not
negessarily required by regulations, as far as I know. Because
this is a growing area of activity the National Association of
Uniform Commissioners of State Law,h adoptéd a model Federal
bill which could be implemented at each. state, establishing a
number of standards and requirements designed to provide
further security in the area of electronic funds transfers. ‘

We attached to the material a summary of the model and
what it's designed to do, as well as a provision in there
regarding a security procedure that ought to be utilized by a
financial institution when we're talking about an electronic
funds transfer that's considered a wire funds transfer.

In summary, I'll try to keep it brief: The electronic
surveillance is a requirement of banks necessary to the
protection of bank employees and as a deterrent for crime. Law
enforcement officers have an absolute need for electronic and




telephonic material. . I know banks quite often 'are requested to.

have whatever kind of electronic data fhey have'available, to

be made available for the - investigation of criminal activityv

within the bank, or ultimately before a court of law.

Section 9 of the bill recognizes that particular.

significance and exempts it from the provisions of the Act.

While the bill does not appear again to consider security, atv
least according to our counsel's opinion, its language may be

construed as affecting and limiting bank'electronic monitoring
for security purposes. :Without some type of language in the
bill which might clearly provide some ' type of exemption for
security related activities -- future ‘litigation down the road

-- we're not sure what a judge might do in looking at the bill
and looking at the bank's action to see whether or nofvit did, -

or did not reach to the area of security.

To make it <¢lear that  the bill does not limit
electronic monitoring for banks for security purposes,; . our

association respectfully recommends that .regulated  banking

institutions —-- all banks and savings banks, and that would
include savings and - loan associations, though we prefer not to -
' speak for them -— be deleted from the bill in its definition

section, or since section 9 clearly anticipates and understands
the need for continuous electronic = monitoring by ° law
enforcemént agencies, and since the use of such equipment is
akin to the purposes of bankihg enfqrcemént}'that section 9 be

amended to exclude securiEy related activity by banking

institutions. o

"We looked this morning at some éroposed‘amendments,
and I think they're geared to some degree toward recognizing
what exists in Federal law and regulation. Mr. Chairman, I'd

- have to say as a nonlawyer, I would probably pfefer to have our

own counsel take a look at it to_éee whether it does the job,
but I understand the thought is designed to reach toward that
particular security mode, and we very much appreciate that




consideration.

' ASSEMBLYMAN PATERO: That's the question I was going
to ask you: What do you think of these amendments? But you're
going to have someone review them? _

MR. GRIFFITH: Yes, I shall. I'm not an attorney--

ASSEMBLYMAN PATERO: Me neither.

MR. GRIFFITH: I won't even try to pretend to be one.

ASSEMBLYMAN PATERO: You have been working with
Assemblyman Schwartz?

MR. GRIFFITH: Yes, he 1is aware and understands our
concern, and we'll continue to work with him on the language if
it's acceptable to him and also to ease any further refinement.

'~ ASSEMBLYMAN LITTELL: = Mr. Griffith. B

MR. GRIFFITH: Yes, sir. ,

ASSEMBLYMAN LITTELL: You talked about a trillion
dollars a day electronic transfers business going on. We know
that 'banking is no longer New Jersey banking; we've given that
away or it's gone, whatever. Could YOu,foresee‘a problem if we A
péssed a law in New Jersey that prohibited monitoring, that
your banks might choose 800 numbers that we can't monitof and -

. control and utilize that sort of a telephone system that is

completely regulated by the Federal regulat10ns°

. MR. GRIFFITH: I don't know, but I can ‘say that,
Assemblyman, out there, if there 1is anything that wound up
being limiting in our statute as far 'as the banks' ability to
conduct those activities so that it and ‘its emploYees ‘were
protected, that the banks would have to consider Whether or ‘not
they would want to institute or initiate the transaction,
particularly if they're operating on an interstate basis.

ASSEMBLYMAN LITTELL: I think we all know that 1if-

you're making an 800 telephone call, you might be talking to
someone in Oregon or California or wherever, and we get all
these electronic messages that are transferred, and we have no
idea really where they are, or who we are talking to. You call




up, get a méssage that says 1if you want to talk to loans press

. one, 1if you want to talk to car financing press two, and you

really don't know who you are talking to or where they are. It
would seem to me that with multistate banking and multistate
telephone calls that we don't .control, that we really might
drive jobs out of New Jersey if we tried to include banks in
“this. o \ o ' _
MR. GRIFFITH: I know, as an example, in the whole
area of wire transfers it's absolutely essential that a
recorded record be made of every part of the transaction for
everybody's security and protection because again, particularly

7 we might be talking about a transaction that might be a million

dollars or more, and if there is no record trail to protect the
bank,_to protect the persdn who sent the message, as weIlyas
the person th received the meSsage we could be doing a
considerable degree of hatm in the marketplace. |

ASSEMBLYMAN PATERO: Thank you very much. .

MR. GRIFFITH: Mr. Chairman, thank you very much and
members of the Committee fo:.your'consideration. I appreCiate
e ) | | | . e ‘ -

ASSEMBLYMAN PATERO:  Next we'll have the- sponsor of
‘the bill, Assemblyman David Schwartz. 4

‘ASSEMBLYMAN DAVID C. SCHWART Z:

Thank you Mr. Chairman and my colleagues. I'm pleased to be
here. I apologize for coming late to this meeting, I had major
bond issues up in the Appropriations Committee which enjoy the

support of the business' community in the State, and other

legislation elsewhere, but I think none of these bills are any
more important than this legislation which seeks, on my part
anyway, to provide_‘some, element of fairness on electronic
monitoring in the workplace, while through your amendment and
others that may be developed, seeing to it that other values,

including quality control and other business purposes, are
maintained. 7




I want to say at the outset that it's not my intention
through this legislation, to end capitalism as we know it. I
think some of the testimony that we've seen or heard about,
would drive in that direction. I notice over the years that
other legislation has had the same witness characteristic. We
were told once upon a time that fair 1labor standards would do
that, that minimum wage would do that, that OSHA would do that,
and a variety of other things would do that, and they were all
| going to eliminate capitalism. But capitalism has survived and
-thrived, and I want to suggest that capitalism will survive and
thrive in this State and nation even if something appropriate
to this legislation is enacted.
, Let me give you a quick and brief and succinct.
explanation of my purposes, and what I think the bill does by
way of ‘suggesting only that I want to work with you, Mr.
Chairman, and your staff, and with all members of the Committee
and indeed, with all members of the public and the business
community and labor communities in this State, to see to it
_that' what ultimately passes from this Committee and then on
" through the Legislature, protects workers, protects elemental
justice in the workplace, at the same time that other business
values such as quality control and the meeting of regulatory
responsibilities and, 'indeed( profit potential and economic’
opportunities and job creation is also facilitated. '

As in my Jjudgement, A-210 seeks to preserve privacy,
to prevent abuse, and ensure the confidentiality of information
—— of information gathered thrdugh electronic monitoring of the
quantity and quality of employees' work by their employers. In
my judgement, this is the bill that requires employers to give
proper written notice to their employees, telling them when and
how they'll be monitored. It's my understanding that the bill
also sets certain standards for determining the performance of
employees by means of employee monitors, moﬁitoring, that is to
say, standards that issue a fairness. '




‘Under this 1legislation, ahy :employer wishing to .

provide this kind of monitoring, or to do this  kind of
monitoring, . with reference to the volume of  work,
electronically must evaluate that performance over the entire
week; or 1in the case of telephone work fofynot less than 30

copsecutive teléphone' ~calls, so that we're getting an
‘evaluative base, a'discipline base, which is fair. It doesn't
say, "I found one phone call “and you're disciplined in
consequence." It may, in fact, say that, but at least there

would be a data base that assures the worker with some notion
that a fair sample of his or her work is being considered.

The legislation, also in my judgemenf,‘gives employees
access to files which may contain personal or personnel
‘information gathered through electronic means - and alloWs them
to challenge the veracity or relevance of that information. If

found to be inaccutate,_misleading, or irrelevant either by the

Commissioner of Labor or through some other available‘grievanCe

’proceddré;' that information must then be deleted from the

worke:'s_vfilé. ~ The ‘employer is also charged_ with the
responsibility of keeping electronic'.monitoring‘;information
confidential, except for those exceptions which are]stated in
the bill. | o R |

| Finally, businesses 'with electronic monitoring of -
émployees"may create emotional or physicallzstresé related
illnesses. Among those, workers would be required to provide

remedial actions so the worker could get help. This bill
doesn't, nor could it, prohibit electronic ‘monitoring.'_’It
doesn't prbhibit such monitoring 'in cases where Federal laws
clearly, specifically require such moniﬁorinq practices. I do

however support amendments that grant exclusions to wvarious
industries or to various classes of industries, that are
required by,fhe Federal government, State'government, or other
reguiatory entities, to conduct monitoring in such ways as
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might’be otherwise prohibited from my bill. ‘ _

I don't want to put business or anybody else in the
catch—-22 of some regulator or some statute, Federal, State, or
other, demands it, but on the other hand we have a statute that
forbids it, puts you in a catch-22. I don't think any of us
really intended to do that. That may come as a surprise to
some of the previous witnesses, but that is what I want, that
we don't put business in a catch-22, but we don't put workers
in an impossible circumstance either. '

B In closing, I'd like to say that during the great
debates that lead to fashioning child labor laws, establishing
the minimum wage, creating the 40-hour week, as well as in
debates of establishing many other pieces of progressive
legislation, it has been the case that sometimes the spectre
has been raised that we would eliminate profitability - we
would -eliminate 'profitability as we know it. I don't think
this bill will eliminate capitalism as we know it, but I want
to pledge, in conclusion, that I want to work with you, Mr.
Chairman, with your staff, with other members of the Committee,
and with interested business, industry;‘ahd labor folk, so that
‘we can go forward and get a good bill. Thank you. ,;

ASSEMBLYMAN PATERO: Assemblyman, there have been some
good suggestions made, and once we get all the heariﬁgs_done
and completed, we'll probably sit down with you and have a work
session. . -

_ ASSEMBLYMAN SCHWARTZ: I'd love to do that. I'm sure‘
" that the legislative work product of your leadership will come
forwar@ that will make elemental fairness in the workplace
happen, while meeting the real legitimate business interests of
most of the people here at the same time. Thank you.
ASSEMBLYMAN LITTELL: Wait a second.
ASSEMBLYMAN SCHWARTZ: Can't escape!
ASSEMBLYMAN LITTELL: I'll be easy on you, David.
ASSEMBLYMAN SCHWARTZ: I wish you would.
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ASSEMBLYMAN LITTELL: Dr. Schwartz} I know as . a

»lprofessor that you've been monitored in your work, not now but

as you started out, and I'm sure you realize that every manager
has to monitor their employees.

ASSEMBLYMAN SCHWARTZ: I do, indeed.

ASSEMBLYMAN LITTELL: One of the problems that I have

is the part in number 2 which deals with the discipline aétion,
and the part that I perforce, I won't deal with it here, but

-we'll talk about that later. ‘I just wanted you to know that.

Another part is number 10 where it says that each employer who
use electronic monitoring to obtain personnel, that about his
employee, shall establish employee assistance programs to make
available for each affected employee, evaluation and counseling
‘reqgarding stress related pfbblemS'by a qualified counselor, and
to provide referral and paid release time for any treatment
which the the counselor determines is necessary to assist. the
employee to successfully cope w1th the problems.

Number one, you're saylng ‘that the employer has to pay
for the EAP program and then on ‘top of that to pay the employee
while attending that,tralnlng or program. I think that there's
some plusses in that, but there's also some minuses in.that.

We really ought to examine that more thoroughly because it

could be abused and misused. It may be a very effective tool,

but it also could be an abuse factor, and I think we need to
look at that. t

ASSEMBLYMAN SCHWARTZ: I would concur.” I think that
it would be fun for me to sit here and say I think I gave you a
piece of legislation, why don't you just enact it? That's not

the case. This 1s 1legislation that obviously needs your
handicraft, needs to be a legislative work product. I'm not a
labor specialist or a specialist in surveillance. I tried to

simply produce a bill that made me feel that we're moving 1in

the right direction and assume that there would be a serious
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'high—minded‘legislative process of this nature, and I would be
willing to discuss any of these concerns with you, and frankly,
be 'willing to —— and I would say this without fear of
meaningful contradiction -- I would be willing, primarily, to
defer, in areas which were not noxious to me, I would defer to
.the Committee's process because you are specialists in that
field. Your Chairman, in addition to being a longtime friend
and running mate, is an acknowledged legislative expert in this
field, and I would attempt to want to defer to your process.

ASSEMBLYMAN FOY: I have a couple of observations and
a question. '

ASSEMBLYMAN PATERO: Go ahead.

‘ ASSEMBLYMAN FOQY: Clearly, one of the major purposes

- of the 'bill was to attract the attention of the business

- ~community. You have succeeded admirably. Testimony to that

effect is exhibited by-- _
- ASSEMBLYMAN SCHWARTZ: But perhaps I have not achieved
my high popularity bill. S ' '

ASSEMBLYMAN FOY: That's a goal maybe contravening
your. original goal. In térms of the origin of the bill, - I
suspect it rose from the fact that you received communications
from people’ that there were abuses occurring wunder certain
circumstances, and—- ‘ ' ,

. ASSEMBLYMAN SCHWARTZ: That's _correct. There were
'occurences that they perceived to be profoundly abusive—-

ASSEMBLYMAN FOY: Right. ‘

ASSEMBLYMAN SCHWARTZ: --and evasive.

ASSEMBLYMAN FOY: And I. don't know whether they were
from = mainstream people, or people on the fringe in the
business, what have you, but whenever legislation 1like this is
initiated -- and I think .I can, to a degree, liken this to drug
testing legislation in many ways -- it seems to me that the
best legislation that emerges 1is that which really kind of
addresses the problem in a comprehensive fashion. It attempts
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to strike a balance between the competing interests that are
involved. Your very candid acknowlegement that the bill may
need some amendment and some pruning and fine-tuning, I think,
is appreciated by members of the Committee. I want to make
sure that we have a sound empirical base for initiating such
legislation in whatever form it comes out, to the extent that
those who have —- and I've already asked this of the business
community —-- to the extent that those who have brought to your
attention abuses, if we as members of the Committee could have
Some data from-—-

ASSEMBLYMAN SCHWARTZ: I will ask them to do that.

ASSEMBLYMAN FOY: -—employee groups, individuals,
whatever, in the form of, you know, their correspondence; or
their surveys or whatever. I think that'll be helpful as well
because I asked the industry people and really I asked-'the
utilities but I'll renew it and expand it _ to all of the

~business groups present, if you could.giVé us some empirical
data as to what the extant situation 'is, how frequently does
this occur in your particular industry, how much discipline

arises out of it, what's this positioﬁ in the grievance.
continuum of that particular discipline? The flip—side of that

"is, if there are horror stories, I'd like to know about them.

ASSEMBLYMAN SCHWARTZ: Mr. Foy, through you Mr.
Chairman, I appreciate your question. I will, in fact, ask

those persons and organizations, associations and trade unions,

who have brought such instances and cases to my attention, 1if
they will share that With you, and, indeed, I will review my
files thoroughly. Let me say, however, to you, it was my
intention this morning to come here to give you my purposes. I
thought 1little would be served for me to do that. _

I could have brought before you -— and I know there
are members of the media here -- I could have brought a whole
bunch of cases of'peopxe who say that their working lives have
been destroyed, that inappropriate actions have been taken of a
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disciplinary nature, inVasions  of their privacy, of the most
profound nature, the consideration of circumstances which I
think all of us would be shocked to hear. But if I did that,
inevitably, my concern would be that I would be essentially
slamming and slandering a business community in this State
which I think on the whole is largely responsible. And people
of the media and you would be saying, "“Oh did that really
happen, and how widespread is it?" Precisely that which does
you the most credit, as always, it does you great credit to
hear your desire from empirical data. As much as it's
important to hear 1it, it's important that we balance it with
the many cases in which regulations and other things move in
the direction of requiring this or -responsible monitoring
happen, so I don't want to create a'. sensationally charged
atmosphere, so I want you' to understand why I didn't -bring you
those statements. )

ASSEMBLYMAN FOY: No, I understand that .and I also
assume that it was to protect their privacy as well-- o

ASSEMBLYMAN SCHWARTZ: Indeed. ' ,

ASSEMBLYMAN FOY: --so . that's why I'd 1like the
‘cor_nmunication directly to me as a Committee member rather than
téstimdny. ' ‘ .

" ASSEMBLYMAN SCHWARTZ: We'll fihd a way to share with
you both the horror stories and the. systematic degradations and
difficulties with which I'm concerned.

ASSEMBLYMAN FOY: In addition, I'm inclined to believe
that 'reguAlation of these activities is not all bad from the
employer's standpoint, because it's just 1like drug testing;
where you have a defined, known set of rules that exist
regarding certain things, ybu sometimes are protected ‘from
abuse in the other direction. So, I don't think it needs to
necessarily be viewed as the end of capitalism, but the end of
management's prerogative, so to speak. I think it's got to be
locked at 1long anci hard, a balance has to be fashioned that's
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fair to all concerned. But it won't be the end of the world if
something emerges that regulates this particular activity.

ASSEMBLYMAN PATERO: I would concur. .

ASSEMBLYMAN FQY: ©Now, what final form that has, I
couldn't predict at this point. I don't know how long it's
going to take, but we'll give it our best shot. I would guess
it would take awhile because it's an important issue.

ASSEMBLYMAN ' PATERO: Assemblyman, if vyou get that
information to Greg Williams, we'd appreciate it, and he'll
forward it to us.

ASSEMBLYMAN SCHWARTZ: I will. Thank you.

ASSEMBLYMAN PATERO: Thank -you very much. . For the
record, make it be known that Assemblyman Lou Gill—-— ' :

ASSEMBLYMAN GILL: Sorry I'm late, I was at another
committee hearing. ' .

' ASSEMBLYMAN PATERO: I explained that it's an unusual
meeting. Next we'll have Alisa Mariani from the ACLU of New

Jersey. She's . not here. " Next, Barbara McConnell. f(response

from audience that Ms. Mariani is present) Oh, I'm sorry..
ALISA MARTIANI: My name is Alisa Mariani. I am
Chair of the Workers' Rights Committee -of the Amerlcan C1v1l
leertles Union of New Jersey..

The ACLU believes that employers in this State have a

right to expect a high standard of performance from the workers .

they employ, but we also .believe that employees have rights,
rights they should not be expected to give up when they go to
work, rlghts that include due process and privacy. We support
the bill because it attempts to balance the interests of
employers and employees, interests that we feel -need not be
antithetical or incompatible.

The bill does not preclude the employer's legitimately
and feasonably setting standards for work performance and
attempting to monitor work performance. At the .same time it
ensures that employees will be informed what those standards
and monitoring attempts are, and when they are in effect. It
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ensures that  employees will have access to data- obtained
through such monitoring, and opportunity’ to challenge its
accuracy or relevance. And it ensures that such monitoring

will deal with work performance only and will not entail
inappropriate and intrusive incursions into personal privacy.

‘ Due process -—- you could call it simply "fair play" if
you will -— is at the heart of the American concept of justice,
and we believe the protection of due process should be public
policy in New Jersey, in both the public and the private
sector. Privacy, which Justice Brandeis years ago called "the
right most wvalued by civilized men," is under siege in many
areas of all our lives today, because of the proliferation of
electronic devices which can monitor’ _behavior; ~ their
unrégulated use has great potential for very grave‘abuse. The
ACLU welcomes legislation which seeks to ' protect these
essential rights in the workplace. . " '

ASSEMBLYMAN PATERO: Thank you very much. Next we'll
have'Barbéra McConnell from the New Jersey Food Council.
B A'R BARA Mc CONNELL: Thank you.  Can I call up.
with me Mr. Richardson, Vice President of Security? Thank you
Mr. Chairman, members of the Committee. ' '

I fepresent. the New Jersey 'Food Council which are
supermarket and food manufacturing companies, and with me is
:Jeff Richardson who 1is Vice President of Security_ for
. Supermarkets- General. . _ ’

We have a great deal of concern with this
legislation. While it's obvious that the intent is directed
towards auditory monitoring, it's apparent to me that this
legislation is so broad and so sweeping that it impacts other
areas of electronic surveillance or monitoring. For instance,
this legislation -- based upon the way we interpret it —- would
prohibit a very widespread or customafy use in the supermarket
industry of cash register reports which provide us information
on a number of things 1including, the percentage of sales,
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speed, accuracy, and productivity. It would prohibit the use
of electronic monitoring by camera of our employees and our
customers for safety reasons. Criminal activities shrink, in
evaluating performance. It would also prohibit the use of data
sharing, computer information from between departments when one
supervisor might want to look into the activities of employees
within their department.

It's estimated in our industry, that we lose $508
billion a year in shoplifting énd employee  theft. While we
believe that most employeés are honest, you and I know that
some of them are not. Those that are honest want to make sure
that everyone within the workplace is. I'd like to ask Mr.

Richardson at this time to give us his experience in the field

of security and share with you why our ability to monitor
employee performance —— electronic surveillance -- is important
in the field of security as well as for the consumer.

Everyone has been talking today as though this were
legislation about the emploYeé versus the employer. I suggest
to you that this legislation impacts the consumer in terms of
cost and service, and that needs to be brought out. Jeff.
JEFF RICHARDSON: Thank you. Again, my name is
Jeff Richardson, -Vice President of Security for  Supermarkets
General, Pathmark Division,' contrdlling‘ security loss
prevention programs for all Pathmark Supermarkets.

We use .a lot of electronic devices to do different
‘things, in the supermarket and in the dffiée section; from
access control, wusing a card access system to control the
movement into an office, so that different people can gain
access from one area to another area at designated times in
keeping others out; ffom truck  monitoring using on-board
computers to monitor the activities of individual truck
drivers, right down to speeds on our highways, to monitoring
feedback information as to how fast a particular driver was
travelling on the Turnpike because he was behind schedule, that
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may put lives in jeopardy, and thereby using that information
to help in control. All these things I see as electronic
devices used to monitor not only activity, but performance and
a lot of different other things. ,

In the. supermarkets themselves, we use camera systems
to monitor activity of both customers and associates. .In that
monitoring process, we have been able to apprehend dishonest
customers and employees, using such devices into the thousands
and thousands of individuals, recovering thousands of dollars
of merchandise each and every year. Last year for instance,
companywide, we recovered a 1little over #$1 million in
shoplifting alone from customers, using these devices. The
same devices and camera systems are used to monitor activity on
the front end. _ | |

One of our biggest problems that we feel 1in the
supermarket industry 1s that cashiers who have beeh, trained
properly, but for whatever reason have a desire to underprice
_our merchandise to customers and generally speaking, a lot of
those customers that we apprehend receiving discounts from a
cashier are family members. That monitoring device of the
electronic front‘epd, the scanning front end, provides us with
information. as to an individual who may be low in séanning
percént or very low in average item volume dollar value which
says that that individual may, in fact, be underringing or
discounting mefchandise. As we monitor that individual with a
camera system which is wusually already established and
installed into a store —-- better than 50% of our stores have
camera systems -- you will find that when you make a
discounting apprehension that the cashier has discounted the
order from anywhere to 50% to 80% of the true value of the
order, taking a $100 order and being rung up at $25 or less.
It's not unusual for us to find a discounting in as large.as
$1100 discrepancy for an order. |

Of course, that shrink to the supermarket industry
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creates an increase in security costs, an increase in costs to

all of us in this room; an increase 1in costs of buying our
groceries on a daily basis. We have 1in our industry, in
Pathmark especially, been able to reduce our overall shrink
from a percentage than was close to 2% per year down to less
than 1% for the past two years in a row, and we dgreatly
attribute that to the use of electronic monitoring. If we
didn't have the use of such things, it would rely on walking
the floor and being able 1in trying to detect individual
dishonest people, which is much more difficult. We find that
we actually outperform in a CCTV store, 33% better than we do
in a non CCIV store. In addition to the shrink, it also shows
us the negatlve effects of non CCTV.
ASSEMBLYMAN PATERO: Maybe I read the bill wrong, but

I'm not aware of a proVision that the bill would prevent the
use of monitoring for security purposes. '

~ - MS. McCONNELL: It's not clear as to whether 1t would
or not, but it clearly prohibits it for use in ‘terms of
monitoring or evaluating employees—— .

- ASSEMBLYMAN PATERO: Right; that I know.

MS. McCONNELL: We're talking here about employee

theft, and it's——

MR. RICHARDSON: 50% of our shrink is employeé'theft
on the front end. ' . _

MS. McCONNELL: It's questionable to whether or not it
would prohlblt it for security reasons. And two, when a
company goes to the expense of installing electronic monitoring
equipment —- Jeff, perhaps you can back me up on this or refute
it? -- the total benefits, of course, are to be able to
monitor, shrink employee theft, as well as shoplifting, and if
the bill would prohibit us-- Even if the bill did allow us to
monitor for shoplifting purposes, would it be cost-effective to
do it for that purpose alone?

MR. RICHARDSON: In my estimation, it would not be

55




cost-effective to do it for that one category alone. '

ASSEMBLYMAN PATERO: Well, as you heard, the sponsor
of the bill said he is willing to take amendments on the bill,
where we will work with the sponsor of the bill to try to come
up with a bill that satisfies everyone.

MS. McCONNELL: I think it's also important, I haven't
heard much testimony regarding this, but this data sharing of
computer - information between departments-- Jeff alluded to
it-— I haven't heard much testimony, and I think that's a very
serious problem where a number of offices are wunder the
supervision of one department and the supervisor there wanted
to plug in to see how many customer complaints it had, how they
were handled, and so forth. I'm not talking about auditory,
I'm just - talking about plugging in and sharing that
information. This legislation would prohibit that. o

ASSEMBLYMAN PATERO: We'll take—-—

, MS. McCONNELL: 'As I say I think the focus 1is on
auditory monitoring, but you - sweep up all other types of
written evaluations. _ .

' . ASSEMBLYMAN LITTELL: - I'd just 1like to a(sk Jeff a
question. Mr. Richardson, do you notify the employees that
they're under surveillance in the stores where you have that
sort of a system? ' o

MR. RICHARDSON: The surveillance system that's in the
stores 'is completely through the store. Most of the cameras
_that are instalied in the,store are dumb cameras with a mirror
finish. We cannot see where the camera is pointing, but'upon
hiring and coming into orientation into the store, you are
given an orientation as to the overall security of the store.
If your store has a camera system 1in it, you are informed of
the camera system and shown its capabilities which. is every
aisle and the capability of looking at every monitor on the
floor —— I mean every cashier on the floor. So, they aré
instructed.

‘ ASSEMBLYMAN LITTELL: So, they are notifyed. Do you
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have anything in your collective bargaining agreement dealing
with that at all?

MR. RICHARDSON: No, we do not.

ASSEMBLYMAN LITTELL: You had no requests for that?

MR. RICHARDSON: No, we have not. '

ASSEMBLYMAN LITTELL: You also spoke about monitoring
through the cash register process, and I - know some cash
~registers they just drag the packages across the thing that
reads the bar graph, and others, they have to actually ring
them up. Would you explain to wus how you monitor your
employees by doing that? Do you evaluate how many dollars they
ring up? Do you evaluate how many packages they handle?
' MR. RICHARDSON: Well, what happens in a standing
front- end or an electronic front end, especially on the
scanning front end--  Based on the computer system, the
computer - reads. all ‘the data and compares each individual
cashier to -another on any and every given week, so this weeks

'~ average item value for a particular store may be $1.22, showing

that one partiéuIar’cashier is showing the same average item
value at $1.00, which means she's $.22 off the norm for that
particular store, not for .the chain, but for that particular

store and that week. There is a very strong possibility that -

that cashier's average item value is down, because that cashier

- may be scamming. It doesn't prove the point; .we now have to.

prove the point. So, that person is not dealt with as to being

a dishonest person by any means for that one piece of
information. '

ASSEMBLYMAN LITTELL: You don't. use it for
discipline. 1It's further observation of that individual.

MR. RICHARDSON: It's a trigger. For instance, that
cashier may have had that week, very few hours on the register,
and -- for whatever reason -- runs up a lot of low value items
in the paper aisle or something to that nature. So, what
happens is, you just look at those numbers and compare them to
last week and the next five or six weeks in a row to see if the

57




pattern continues to grow. But by no means do you go and
discipline a cashier because of that one factor.
‘ ASSEMBLYMAN PATERO: Thank you. Assemblyman Foy.

ASSEMBLYMAN FOY: Just a couple of observations. Your
use of the word "shrink" is an interesting term. I think the
reason half the employees want this, is to avoid having to go
to a shrink as a result of the stress involved with some of
~this, and I think that's something we need to take a look at.

The other thing is with respect to the security
industry, somebody once told me that 5% of all people 1in the
world if you put $1 million in front of them, they'd never take
- a nickel, 10% of the people in the world while they talking to
you they are stealing the rings off your fingers, and gold out
of your teeth, and the other>85%'of the people is why we have a
security industry. » \

MR. RICHARDSON: That's right. (laughter)

ASSEMBLYMAN PATERO: Thank you very much. It's after
12, we'll be taking two more speakers, and they'll. be Bill
Mufthé from thé Casino Association,_and also Mr., Healey -- no,
Lester Kurtz from New Jersey Business and Industry. We'll take
Mr. Bill Murtha first. I hope it won't. be long. I'm sorry,
but it's late. I I
WILLTIAM C. MURTHA, Esq.: I'll be very brief.
Mr. Chairman, members of the Committee, good afternoon. . I'm
Bill Murtha, Vice President and General Counsel for the Casino
Association.of New Jersey. The Casino Association repfesents
nine of the 12 operating casinos in Atlantic City. I have a
prepared statement which really details some of the problems
which this bill has for the casino industry, and I'd like to
leave that with you today. Just very briefly, my remarks are
not dissimilar to the remarks made by the representative from
‘the banking industry in the sense that casinos, like banks, are
highly regulated. |

Practically every phase of casino/hotel operationsvare_
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regulated by the Casino Control Commission, and practically
every phase of those operations, not only on the casino side,
but on the hotel side, involve some form of electronic
monitoring. The most obvious example of that is in the casino
where we have surveillance cameras on all of the tables and
common areas. In addition to that, we have the counting rooms
which have CCTV surveillance cameras as well as audio
equipment.

On the hotel side we have cameras in all the public
areas, generally on all the hallways, bars, and restaurants,
and things like that. In addition to that, all access into
casino computer systems is tracked, both on the hotel side and
the casino side, due to the sensitive nature of the information
in the computer system such as player ratings, credit
information, and financial information. I believe that this
bill would touch upon that computer based electronic
monitoring. o ' _ » .

. In'addition.to,COmputers, we have certain monitoring
in purchasing, in food and beveraée, all of which would be
affected by this legislation. 1I'm not aware of too many

“circumstances where telephone monitoring occurs within

casinos. The only thing I can think of offhand is during the
course of security intégrity investigations, there may be some
telephone monitoring. That would either be done by the
security department, or the security department in cohjunction
with the Division of Gaming Enforcement. '

' I've looked at the amendments, and I don't believe the
amendments would go far‘enough, especially in terms of sections
3, 4, 5, and 10, in terms of carving out casino operations from
the electronic monitoring portions of the bill. What I would
recommend is an amendment in section 9 which would specifically

exclude casino licensees to the extent that the casino licensee

is performing electronic monitoring which is required by the
Casino Control Act, Commission regulations, or the Commission
approved internal controls within a casino. I think that that
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would cover it.

' Also in section 9, an exclusion should be made for
applicants of a casino license. The most recent example is the
Trump Taj Majal. It had to have its electronic monitoring
devices in place operating, and they had to demonstrate that,
prior to . getting an operating certificate and a casino
license. So, the exclusion should also go to applicants for
casino licenses, as well as holding companies of casino
licenses which, again, have certain electronic monitoring
requirements such as to do diligent background checks of its
officers and directors, and principal employees.

What I will do 1is provide you with my written
comments. What I would like to do is follow up next week With
another letter which explains how the amendments, which I
looked at today, don't quite resolve the problem for casinos.

Any questions? ‘
' ASSEMBLYMAN PATERO: Assemblyman Foy.
 ASSEMBLYMAN FOY: I don't have any questions ‘for ‘the
speakef, I have a question for you. Do we still have a
substantial pile'of'people who wish to testify? '

ASSEMBLYMAN PATERO: Yes, we do.

ASSEMBLYMAN FOY: Well, if I can offer a procedural
suggestion to take under advisement. Since this is going to be
a rather protracted process anyway, maybe we could reserve a
portion of our various next sequence of regular Committee
meetings, at the end, begin taking some of the testimony of the
people on a continuous public hearing basis, so that we don't
have to go through another whole day on a day where we have a
little problem as far as logistical scheduling. We do it on
our own day, take maybe 20 minutes to one half hour, schedule
two or three speakers, make it known in advance who's QOing to
be testifying on this when we put out the Committee thing; ‘take
them in sequence until we conclude everybody, and then have our
dialogue and meetings with the sponsor of the bill. If a
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refined bill then emerges, make that available, and then have
another full-blown public hearing regarding whatever revised
bill would occur. | .

That may save a lot of time a lot of time and may give
it a logical sequence.

ASSEMBLYMAN PATERO: Yeah, that's a good suggestion.

We don't have any controversial bills in the next agenda, and
maybe once we—-

ASSEMBLYMAN FOY: One half hour on our agenda, half
hour on another one--

ASSEMBLYMAN PATERO: We could continue on.
ASSEMBLYMAN FOY: --just until we get done. I'm sure

the business groups won't mind "if this takes six months to a

year or whatever to get through the Committee. You'll see the
list expand over time. 1It'll be the New Jersey version of a
filibuster. - (laughter) f

ASSEMBLYMAN PATERO: I think what we'll do 1is, right
after the bills are passed from the next Labor Committee
meeting which . is Monday, or 11:00 on, we will continue with
this public hearing.

ASSEMBLYMAN FOY: Okay. .

ASSEMBLYMAN PATERO: 'Any more questions for Mr. Murtha?

'ASSEMBLYMAN FOY: That's not to cut Lester off. We
want to end with a bang, if nothing else. '

ASSEMBLYMAN PATERO: No no no. I saved the best for

last. Is Lester still here, or did he leave? (affirmative

response) Oh, I thought you left, Lester.

LESTER KURT Z: No such luck, wishful thinking. I
think I'm going to be brief, briefer than normal. Many of the
things I want to say have already been said, but for the
record, I'd like to clear up one misstatement that we heard
this morning  from the psychologist from Glassboro and I quote
from the report of the Office of Technological Assessment,
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“Currently there is insufficient research literature to support
the contention that electronic monitoring leads to stress and a
diminution of health." We heard to the contrary this morning,
and their report says quite the opposite. ‘

Let me just point out to the Committee that workplace
monitoring has been in existence ever since there has been a
workplace. It began with manual monitoring, and as the
technology progressed, we find ourselves with electronic
monitoring today. Virtually as you've heard, virtually every
business function in some manner, relies on computer and
télephone based message transmissions as well as audio

_ transmissions. From the simplest function of taking attendance
of employees, . this bill would prohibit that function or would
restrict an employef from using the electronic information
collected due in a matter of taking attendance for taking
disciplinary action against an individual- who is habitually
late or habitually absent; just to give you an example of the
type of-ramificaticnsbof this type of bill. ‘

The bill has been around, I think we had a hearingbon
this bill 10 to 12 years ago sponsored by Senator Gregorio and
the hearing I recall was held in Linden.City.Ha11; We had one
public hearing, and we never saw the light of it. - I don't
believe ‘this bill has seen the 1light of day in a number of
other states where it has been considered and rejected. It has
similarly been considered and rejected .on the national level,'
so I think it would be to the detriment of New Jersey, and it
would set our économy back a number of yearé, should the bill
be enacted, thereby restricting an employer's right to manage
his operation efficiently. I will leave my testimony with--

ASSEMBLYMAN PATERO: Lester, since you cut yours
short; if you want to stake out at Monday's meeting, you can
come address the meeting, and if there are questions, we'll
‘answer the questions Monday.

MR. KURTZ: Okay.
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MR. WILLIAMS: At least one copy of the testimony so
we can get it into the record.

MR. KURTZ: Okay.

ASSEMBLYMAN PATERO: Okay, that's the end of the
public hearing and as we stated, the next hearing will be
Monday on this bill, after the voting of the Labor Committee,
or 11:00.

(HEARING CONCLUDED)
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Testimony before the Assembly Labor Committee
A 210

- Dr. Janet Cahill
Glassboro State College

April 2, 1990

Thank you for the opportunity fo testify todéy. By way of
introduction, I am an Associate Professor of Psyéhology at
Glassboro State Collegg. My area- of academic aﬁd professibnal
expertise ié in the fielgd of'occﬁpational stﬁess. That is,
identifying aspects of the work environment which have an impact
on physical and psychological'functioning.‘I,am_also an active
bénsu&tant>for.stress mahagement and reduction programs.

My téstimbny'today‘will focus on fhe relationéhip between
electronic monitoring and stress. My colleague Dr. Paul Landéberr
gis énd I'have‘recehtly completed some research in this area,
-which Qe presented at the last meeting of the Aﬁefican Public
Health Association. My tésfimony today is in specific reference
to Bili No. A 210. Let me state frqm the outset that I strongly
support the passage of this legislation. My primary reason for
this support rests upon the mounting evidence that electronic
monitoring has a detriméntal impact on both the work environment
énd;empIOYee stress levels. I will detail some of this evidence

below.

NIOSH's (1981) study The Potential Health Hazards of VDTs,

found that a heavily monitored group of clerical workers ex-

hibited more psychological symptoms (such as depression and
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énxiety) than did a control group. Subjects utilized for this
étudy were clerical workers employed by Blue Cross/Blue Shield.
Another study sponéored by 9 to 5 found that workers‘who were
monitored more frequently perceived their work fo be "very
stressful"”" than workers who were not monitored. In a similar

vein, a report by the Bureau of National Affairs, VDTs in the

Workplace, reports on a study of Southern New England Telephone

employees. The study found a.high correlation between employee
health complaints‘and electronic monitoring; |

In summary, research which has addréséed the issue of.
electronic monitoring per se Hés found a persistent association -
with increased streSs'leveis. In addition, fgséafch hés found
connections between electronic monitoring and b&her detrimental
aspects of the work envirbnmenf. For example, é study b§ Vallas
‘and Calabro, concluded that elecfrohic monitoring increased a
- factor called structuring of tasks. This factor, in turn, Was
predictive of increased risk of cardiovascular disease. Further,
théy reported a significént correlation (:=.49) between structur-
ing of tasks and physical compiaints.

Another serious concern is that monitoring appears to creéte
a work environmenf'very similar to that of machine paced-ﬁork.
_,This‘is due to the fact that monitoring imposes,rigid.controls
- and guotas on the pace of work. There is a significant amount of
empirical‘evidence which links this type of machine paced work
‘with an.increase in stress symptoms.. For example, Johansson,

Aronsson & Linstrom (1978) concluded that machine paced workers
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~

secreted higher levels of catecholamines (biochemical involved

with the stress reaction) than a group of workers with a more

flexible work routine. Another study by Northcott and Lowe (1385)
found that postal workers in automated, highly routinized jobs
had lower job satisfaction and more health complaints than a

comparable group of workers with a more flexible routine.

]

lectronic monitoring would also appear to increase levels
of two other documented psychosocial stressors: low autonomy and
workload. Autbnomy} or thevamouﬁt of control an individual has
over their work environment is a key variable in occupational .
stress. When electronic monitoring is imposed upon a workkforceh
they lose a great‘deal of coﬁtrol over‘the brganizatibn of their
work. Instead, they must work exclusively to meet. the criteria 6f
the-monitoring system. These factors also tend to inérease the
work load 6f the job. Robgrt Karasék haé found fhat the combinaf

tion of these two factors (low control‘and high demand) was

associated with increased risk of cardiovascular disease. Another

articlé'by Kahn (1973) reported a connection between pérceived
overload and increased heart rate, cholesterol levels and lowered
self-esteem. French and Caplan (1973) found overload té be
related to at least'niné different physical and psychological’
symptoms, including smoking, which ié a major risk factor for
cardiovascular disease. This is by no means an exhaustive review

of this literature, but serves to illustrate that increaﬁes_in

these factors has serious health consequences. for the work force

involved.
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A final factor that is often associated with the introduc-
tion of electronic monitoring is that of role conflict. This
problem occurs when‘employees must meet two conflicting demands-
in the same interaction. As one example, telephone operators who
must work Qery quickly and be courteoﬁs at the same time. This
type‘of role conflict has been repeatedly linked to stress
indicators (FfenchAand Caplan, 1973). |

in summary, thefq is growing evidénce that the'ihtroduction
of elecﬁfonicimonitoring results in the deterioration of the wérk
environment. This has significant conéequences in terms of
employeé health. Stressful work éonditions leaa to increaéed use
of sick time, loss of job‘satiSfaction; and a wide range of
.employéE’rélated problems. The Nafiohal Institute for Oécupation—
al Safety and Health ‘is significantly‘conéerned about this ‘issue
to be sponsoring several laboratory and field studies which will
examine this issue. Serious éoﬁcerns have also been raised around
the issues of privacy and fairness when electronic monitoring is
used. .

Employers often justify the use of_monitoring by arguing
that it greatly improves’productivity. However, this claim has
yet to be validéted. Simply meeﬁing computer generated cfiteriav
more frequently does not necessarily mean that overall produc—
tivity increases. Employers have also argued that monitoring per
se is neutral and can actually be a positive factor in the work
environment if appropriately implemented. I can speak to this

latter point from my own research. I examine implementation
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patterns of electronic monitoring‘in a number of work settings

~and found that monitoring was overwhelming being used in a

punitive and negative fashion.

Finally, there are many other, less intrusive means of
providing appropriate supervision and feedback to’employees
without the use of monitoring.‘Our understanding of how and .why
people work makes it guite clear that monitoring is not a neces-
sary precursor to appropriate performance and may'weil,sérve to
inhibit motivation. This bill would be én important safeguard
against the potential abuses' and negative conseduences of monito-

ring and I urge you to give it your most serious consideration.
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130 WEST STATE STREET » TRENTON, NEW JERSEY 08608 * (609) 392-1000

Testimony of Ernest C. Cerino, Jr. - Associate Director
New Jersey Utilities Association - A-210

Good morning Assemblyman Patero and members of the Committee. I
am Ernie C. Cerino, Associate Director of the New Jersey Utili-
ties Association, an Association representing the State's inves-
tor owned electric, gas, water and telecommunications utilities.
Since there are numerous persons to offer comments on A-210
today, I will be very brief. However, for the record, I would
very respectfully like to state our opposition to this bill.

A-210 is extremely broad in its application. You will hear from
some of our member companies today who will outline for you the
impact of its provisions on each of them individually. General-
ly, however, we would suggest that this bill appears to be based
upon a belief that electronic observation is detrimental to
"employees. We know of no unfair or abusive situations that have
arisen due to employee monitoring. And, our employees know that
any and all monitoring is fairly conducted for the purposes of -
providing our customers with the ‘highest levels of customer
service as required in our industry. '

Electronic monitoring, is employed by the utility industry to
improve efficiency and to assure vital services to our customers.
It is utilized as an essential quality control tool. In our
view, the best way to handle this issue is on an individual
company basis. through the collective bargaining process. This
legislation, we feel, would replace collective bargaining and
prescribe management policy by statute.

Should the Committee wish, we would be very happy to expand upon

"this testimony at some future date. For today's purpose of
discussion, I have with me several representatives of individual
utility companies who are ready to offer their specific insight
to the problems associated with A-210. Thank you for allowing me
the opportunity to address the Committee.

4/23/90
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Jersey Central Power & Light Company

Capital View

150 West State Street
Trenton, New Jersey 08608
(609) 393-4960

(609) 393-4973

April 23, 1990

A-210, Electronic Monitoring
In the Wgrkplace

Thank you Mr. Chairman, members of the Committee. My name is Don Bates,
State Government Affairs Manager forkJersey Centrél waer'& Light. I have with
me today, Jim Knubel, Director of Security at GPU Nuclear who operates our
Oyster Creek plant. Jim will comment on his concerns with A-210 as they

relate to his area of. operation. .

Jersey Central employs nearly 3600. full-time employees in New Jersey, a good

portion being union bargaining personnel of which we have an excellent working

relationship.

become law in its present form, our employee.ﬁelationship would be severely

strained thus hampering our ability to serve our customers in an efficient

' manner.

One of our concerns is the term 'electroniq monitoring.” We feel the bills
definition is far too broad and would adversely impact almost every aspect of
data recording that is required in our everyday operation. The bill limits our
right to manage in areas of hiring, terminating, and disciplining by
legislating employer actions rather than allowing ghe collective bargaining

process to take its normal course.

Jersey Central Power & Light Company is a Member of the General Public Utilities System

Jersey'Central has some major concerns with A—210, and should it .
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A-210

The prohibition of unlimited or unrestricted methods of 'evesdropping"is
certainly understandable but A—210's‘nob1e endeavor has completely divqrced
itself from reality. 1It's a massive solution despérately searching for a
problem! Our Company's very ability to function safely and efficiently, for

the most part, is reliant on day to day computer driven informﬁtion.

A-210 fails to strike an appropriate "Fair-play" balance between the employer's
‘rights to protect its own interest, and the employees rights to a reasonable

level of privacy in the wotkplace.

The present wording of.the bill iimits the use of gathered information,
requi;es warnihg lights or audio sounds, and restricts periods when monitoring
may_be<conductéd. This trénslatés into providing employees with a virtual
license, or a free-hand, to. do whatever they want; to tﬁe.detrimenﬁ oprhé-
~employer. This'scenario is compounded by the criminal sanctiéns‘available-
against the employer as well as possiblé trebel‘damages. " These provisions most

definitely limit managements right to monitor basic productivity.

In this fast moving computer age, and with the need to maintain reasonable and
competitive rates, we have kept up with the times by replacing costly manual

monitoring systems with electronic computerized programs.

A-210 concerns us because it would not allow us to operate our present
electronic access control and security systems thereby severely reducing
security in the workplace - to the detriment of both the employee and the

employer.

| 0%
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. A=210

Further; restricting the evaluation of an employees work performance,
productivity, and attendance to 30 days is ludicrous because it limits the
monitoring of trends in both departmental and in individuals. This short
period of 30 days could be more harmful than good to the employee and could

even breed, foster, and cultivate an adversary atmosphere.

A-210 limits the use of computer generated'records such as: time sheets,

training logs, management control systems, productivity, attendance,

performance, etc. We are concerned that none of these records could be used.

for promotion, discipline, termination, etc., without proper employee

notification.

We feel that the 42 day limit to monitor new employees.is insufficient. Jersey

Central uses at least a 90 day qualifying pefiod. in fact'some qualifyiﬁg

periods are as long as 37 months in the case of linemen progression periods.

Also short term monitoring of at least a minimum of one week to check work

volume, would not permit monitoring of a meter reader's one day performance.

A meter reader's performance is presently monitored electronically through

hand-held meter reading computing devices.

A-210 restricts telephone monitoring of 30 consecutive calls which certainly
doesn't give a proper indication of problems occurring over several days.
For example, for safety reasons we routinely tape telephone and radio

communications at our Dispatch Centers.

I
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A-210

We feel that this legislation replaces collective bargaining, with

"management by legislation®. Worse yet the bill promotes only the monitoring
of an employees "best" efforts since an employee, knowing that he/she is being
monitored, would strive for excellence and put their best foot forward during
that period. The bill seems to protect a small fractionrof possibly

dishonest, self-interest employees who are bent on violating company policy.

A-210 implies that monitoring creates stress which is contrary to managerial
philosophies. The average employee enjoys being singled out as an efficient
~perfdrmer, one that is giving quality service, and is proclaimed as a good

producer. Stress more likely comes from trying to hide a poor performance.

The bil;s purpose is to prevent abuses of data obtained through electronic
monitoriﬁg. We feel that management has the'riéht.to receive an ééceptable
level of performance for a salary paid. Di;qiplidaty action is certainly
not an abuse of'aﬁthority. ,
In summary,.A-ZIO is 5ust not realitic, far too broad, and is at the expense
of efficient, prydent, and safe management. Modern techhblogy has allowed
_the business community to revise‘methods for gathering information. Both:

the employee and the employer must be willing to adapt to these modern methods.

To return to manual operation would surely increase the cost of doing business

thus increasing the cost of service to our customers.

The use of computer data banks has eased the task of record keeping. We
‘monitor to bring about efficient, effective, and quality customer service.
Our operation is designed around training, education, and self-improvement

rather than discipline as the bill implies.

| 2K
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A-210

We see very little room for amendments that might make this legi;lation
acceptable, however, we are always ready and willing to discuss any proposals
that might make the legislation workable and we would appreciate additional
time to work towards that end. We respectfully ask that you hold any action

on this far-reaching legislation.

Thank you for your time and consideration.

| 5x




Jersey Central Power & Light Company
Public:Affairs
Capital View
- 150 West State Street
Trenton, New Jersey 08608
(609) 393-4960
(609) 393-4973

January 31, 1989

Mr. Dale Davis - Senate Labor committee
Mr. Joe Devaney - Assembly Labor Committee
Office of Legislative Services

CN-068

State House Annex

Trenton, New Jersey 08625

Dear Dale and Joe:

Jersey Central Power & Light/GPU Nuclear Corporation, comprised of nearly 3600
full-time. employees, has some major concerns with Senate Bill No0.3070 and
Assembly Bill No.3656 which establishes guidelines for electronic monitoring.
in the workplace. The term "electronic monitoring®", as defined in the bills, -
is far too broad and thus would adversely impact almost every aspect of data
recording that is required in our every day operation., The bill limits our
right to ‘manage in areas of hiring, terminating, and disciplining by
legislating ‘employer actions rather than allow1ng the collective barga111ng
process to take its normal course.

Specificaily, we object to this legislation for the following reasons:

- Our existing electronic access control and security system would be
negatively hampered and thus security in the workplace would be severely
reduced or even lost. .

- Employee productivity, attendance, and perfgrmance are all monitored
electronically. The 30 day monitoring period restricts monitoring of trends
in both, departmental and individuals.,

-+ The legislation limits use of computer records such as: time sheets,
management control systems, etc. None of these records could be used for
promotion, discipline, termination, etc. without proper employee notification.

- The 42 day limit to monitor new employees is insufficient. We use at least
a 90 day qualifying period. Some qualifying periods are as long as 37 months,
such as the lineman progression,

4=
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- Short term monitoring of one week to check work volume would not allow
monitoring of a Meter Reader's one day performance.

~ Telephone monitoring of 30 consecutive calls doesn't give a proper
indication of problems occurring over several days.

- The legislation lacks "fair play" balance. The limitations on the use of
gathered information,

free hand. It limits managements right to monitor productivity.

- This legislation replaces collective-bargaining with managing by
legislation.

- We monitor to maintain good customer service., Our service is designed
around training and education rather than discipline,

If an employee knows that he is being monitored, only their best foot will

- be put forward during that perlod. The bill seems to protect a small faction

of self-interest employees.
- The bill implies that monitoring creates stress which is contrary to

managerial phllosophles. Stress usually comes from trying to hide poor
performance. ‘ : ‘ '

'~ Stress problems would normally come under, Workmans compehsétion. How are
differences of opinions resolved? 1Is it required that a counselor be hired?

- 'Abuse of data would be its improper use. Management has the right to

receive performance for salary paid. Disciplinary action is not an.abuse of
authority. .

We see very little room for amendments that might make this legislation
acceptable, however we are always ready and willing to discuss any proposals

that might make the legislation workable. Thank you for your time and
consideration.

Sincerely,

G. DONALD BATES

GDB:js " State Government Affairs Manager

cc: Patricia colby
Kevin Lynott

the warning lights/sounds, gives employees too much of a




QPU Nuciear Corporation

/] Nuclear e oo o hoad
) . Parsippany, New Jersey 07034

201-316-7000
TELEX 136-482
Writers Direct Dial Number,

DATE: APRIL 4, 1990
TO: JOSEPH D. PATERNO, CHAIRMAN, ASSEMBLY LABOR COMMITTEE
FROM: JIM KNUBEL, NUCLEAR SECURITY DIRECTOR, GPU NUCLEAR CORP.

SUBJECT: PROPOSED BILL A-210, ELECTRONIC MONITORING:- IN THE
WORKPLACE : :
COMMITTEE MEETING, APRIL 30, 1990

TESTIMONY TO THE ASSEMBLY LABOR COMMITTEE

Thank you, -Mr. Chaiman. memﬁers of ‘the Comfniﬁtée; My nam_e.
is James knube'l, and I am the Nuc]_.ear_ vSecurity-'Director for GPU
Nucleaﬁ .Corporation. . GPU N'uclearA operates tﬁé’ Oyster Creek
Nuclear Genexatiné Station in Forked River, New Jersé_y. |

GPU Nucl‘ear has two major areas ‘c: concern  with fhe
language and impact of A-210, should it become law. The first is
that the Qyster Creaek Nuclear Generating Station is licensed by
the Nuclear Regulatory Commission (NRC) . As such, Oyster Creek
and its workers are subje;:t to the reguirements of the Oyster
Creek License and the Feder&l Regulations governing the commercial
use of nﬁclear power. ©Portions of the proposed bill (A-210) are
in direct conflict with these Federal requirements. The security
requirements for commercial nuclear power plants mandate a

sophisticated monitoring and surveillance system. The purpose of

this system 1is two-fold. The first is to detect, monitor and
evaluate any potential external threat. Second, to track ancd
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monitor activities internal to the facility so that the potential
for internal sabotage will be minimized. 1If there were a security
event, then this systam would be used .to assist in determining
those people involved.

Theses Féderally mandated security requirements would come
in direct conflict with the proposed requirements of A-210. The
requirements of Para. ;.c, for a "signal light,. beeping tone,
verbal notiricaticn... is taking -placa"' would violate these
Federal requirements and defeat the purpose of the security
system. Also, because of the nature of information gathered, by
NRC regulation, this'information cannot always be proQided to the
cmpio&ee-of fhe employee's agent as stated in Para. 3 of A-210.

‘The NRC rules require that all persons who work at a
commercial nuclear tacility are "trustworthy and reliable"; Para.
5 and é of A-210 are not compatibie with these Federal require-
ments. | | |

» Alsc, Para. 7 of A=210 placés rastraints on the disclosure
of obtained data that wouid pravent NRC inépectors ‘and utility
management from carrying out their responsibilities which are
requirements of the Federal Regulations and Plant Operating
license. o |

The second concern with the bill is that there are times
when, for legitimate security purposes, covert surveillance is

warranted. For example, thers have bean some instances of




deliberate tampering with important safety equipment at several
nuclear facilitias around the country. Covert video surveiilance
of the effected area is warrantad. This would violats Pafa.-z.c
and Para. 6 of A=210.

Also, it is a known but unfortunate truth that certain
employees sometimes steal, use drugs or otherw;se engage in

unacceptable behavior while at their piace of work. A-210 would

eliminate the prudent use of available technology to detect and

deter these activities.

In genéral, it is hard to understand the need. fof the
bill. CurrantAlabor law and pracadent-rnﬁuifa'that.employees and
‘prospective employees be notirigd .of their diminished privacy
while at work. Employers'whc,:ail to notify gmployées will find
that they :will risk of haviné ahy actions they -téke being
oﬁerturned or worse, they~may_su£fef punitin damages for their
actions. '

" We respécttuily reqﬁest that you withhold any actions on
this far-reaching legislation.

Thank you for your time and consideration.

cc: Members of the Committee:
Thomas P. Foy v
Robart E. Littell
Robert J. Martin

jk/laborcmte :
4/4/90 - | X
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Public Service Electric and Gas Company 150 West State Strest Trenton. New Jersey 08608 Phone 609/599-7047

William J. Walsh, Jr. *anager — State Governmental Affairs

April 10, 1990

Honorable Joseph D. Paterxo
6 North Arlington Street

P.O. Box 747 ,
Manville, New Jerse 835

Dear Assembl.

I have énclosed a copy of testimony I had planned to give
before the Assembly Labor Committee on Monday, April 2,
referencing Assembly Bill No. 210 (Schwartz, Naples). Of
primary concern to Public Service Electric & Gas Company
(PSE&G) is that A-210 seeks to legislate that which more:
properly deserves resolution, and in PSE&G’s case has been
resolved, at the bargaining table. Pursuant to our
bargaining agreements, all telephorie ¢conversation. involving
cur customer service personnel are recorded. Electronic
monitoring serves a multitude of purposes, including
protection for the customer, the employee and the employer.
Limiting electronic monitoring to "one period of not more
than 30 continuous days of any one year period" is
absolutely not workable in the electric and gas industry,
particularly for emergency situations. . A recording can
serve to challenge or substantiate a customer’s claim
regarding an employee’s action.

‘Monitoring contrels allow for direction of the work force
with minimal cost to customers, protection of employees,
customers and employer, and translate into quality service
in an efficient and cost-effective manner. Prohibition of
this type of monitoring can only lead to increased costs and
a lower quality of service. Should you have any questions
or require additional information, please don’t hestitate to
call. I have enclosed my card for your reference.

Enclosures

The Energy People

b . 35-4917 (500} 9-82
e S




ASSEMBLY LABOR COMMITTEE
MONDAY, APRIL 2, 1990

ASSEMBLY BILL 210

Good morning, Mr. Chairman, members of the Committee
and sStaff. My name is Bill Walsh, Manager of State
Governmental Affairs for Public Service Electrié & Gas
Company. I appreciate the opportuhity t.o come before you
and pro&ide comments on Assembly Bil; 210. This proposal
¢an have a significant‘impact on the opefations of our
Company as.reiates to the quality and efficiency of service
provided to our electric and gas customers. |

Of primary concern is the fact that this proposal

- attempts to'legislate what more properly deserves resolution

and in our case, has been resclved, at the bargaining-table
via the collective bargaining process.
ElectroniCJmonitoring,.be it'by computer-generated
comparisons or recording customer telephone inguiries
continuously, éerves a multitude‘ﬁf purposes to protect the.
employee, the customer and the employer. For example,
recording of telephone conversations protects both employse
and customer by virtue of the fact that the recording can
aveid any misrepreséntation as to what actually occurred,
particularly in an emergency situation. A recording can
serve to challenge or substantiate a customer’s claim
regarding an employee’s actions. Limiting electronic

monitoring to "one period of not more than 30 continuous

PR
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days of any one year period," is not absolutely workable in
the electric and gas utility industry. The types and
reasons for customer calls vary depending on the time of
year. A call from a gas heating customer in August or
September requesting a furnace inspection is different from

a "no heat " call during the first cold snap of the fall.

o

n this sénse, the 30-day limit does not provide an accurate

icture for a cyclical business.

’TJ

Call handling activity is randomly monitoied and
analyzed with a focus towards training and ass&ring an
vadequate level of performance. By our bargaining -
agreements, individual calls are identified only as a result
of a specifié customer complaint; Periodic reviews with the
employees provide coﬁstrucﬁive feedback and identify those
individualé who feduiré additional training. 1Is it
Aunreasonable for our customers to expect that poor
performance on a‘regular basis should not be cofrected?

The 42-day provision for newly-hired personnel is also
inappropriate. Minimum probationary pericds for new
employees are six‘months in some classifications,.and a year
or longer in the most technical areas.
| Electronic monitoring is also incorporated in the hand
held microprocessors used by meter reading personnel. This
equiﬁment not only provides readings for the basis of

billing customers but also provides the time of day for each

AYX




read and the time required to complete the read in
conjunction with the number and nature of stops. Since each
meter reading day is responsible for on average, $19 million
in customer billings; daily not weekly retrieval and
procéssing of this information is critical. We cénnot
afférd to let an entire week’go by, when it can affect close
to $100 million.in customer billin§.

Mbnitoring controls protect'customers, employées-and
employers and allow for difection of the‘erk fo:ce-with
minimal cost. These actions translate into quality service
for customers in an efficiént and'cost—eifective_mannerl
They are in the best interest of the general public, our
customers and Company operations. The absence of ‘such '
controls would;result'in a lower level of*qﬁality conﬁrél
and sérvice, lower productivity, and higher costs for

consumers.

29%




NEW JERSEY
BANKERS ASSOCIATION

199 North Harrison Street * Princeton. New Jersey 118540-3571 ¢ 609. 924-33350 EXECUTIVE VICE PRESIDENT
Mailing Address: Post Office Box 573. Princeton. New Jersey 035420373 ALFRED H. GRIFFITH. C.A.E.

april 18, 1990

The Honorable David C. Schwartz
New Jersey General Assembly
P.0. Box 150
New Brunswick, New Jersey 08903
Re: Assembly No. 210
Dear Dave:

Our Association has reviewed Assembly No. 210 carefully in conjunction with banking law,
regulation and practice.

‘We believe the bill is intended to protect employees from being observed or overheard

and evaluated for matters other than his or her work performance. While we do not
believe the bill is intended to deter the use of electronic monitoring for legitimate
security purposes, the language of the bill makes it unclear whether the terms and
conditions of the bill apply to the use of electronic monitoring by banks for security
purposes. : : :

The federal Bank Protection Act of 1968 (12 U.S.C. 1881 et seq.) requires each federal

“bank regulatory body to establish standards that each bank must comply with for secur1t§
purposes. :

We attach, as Attachment A, a copy of sections of the Act requiring the installation,
maintenance and operation of security devices and procedures to discourage robberies,
etc. and to assist law. enforcement in the ldentlflcatlon and apprehension of persons
commlttlng such acts.

We .also attach, as Attachment B, Federal Deposit Insurance Corporation regulations

(12 C.F.R., part 326) which includes Appendix A setting minimum standards for security
devices, including surveillance systems. The Comptroller of Currency has adopted a
similar regulation which in large part is word for word the same as the FDIC regulatlon
and includes the same (12 C.F.R., part 21).

We ask that you review the minimum requirements in Appendix A which require the use of
surveillance systems. Constant electronic surveillance is crucial to the safety of bank
employees, particularly those who have direct exposure to the public. Such surveillance
is recognized and appreciated by bank employees as being crucial to their personal
safety.

Drug laundering has become a significant problem in our society. Banks must be constantly
vigilant about criminals who may establish an inside relationship in a bank. Constant
electronic surveillance is a clear deterrent to those who might attempt to use certain
bank employees for their unlawful purpose.

While camera and photographic-equipment is essential to bank and bank employee security,
increasingly popular electronic fund transfers, both retail and wholesale, exceed one
trillion dollars per day. The taping of all wire transfer activity, both inside and
outside of a bank and its branches, is required with all transfer orders. Return calls
verifying all orders are also taped. Employees and customers know they are being taped
for accuracy and readily accept the process for their own protection.
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The Honorable David C. Schwartz
April 18, 1990
Page Two

The ever increasing use of wire transfers and the potentially negative downside of such
activity without proper electronic security protection has prompted the National Confer-
ence of Commissioners on Uniform State Laws to establish a federal Model Article 4A under
the Uniform Commercial Code for such Funds Transfers. We include a summary of their
product as Attachment C. ’

Section 201 of the Model dealing with "Security Procedures" points to the need to
establish procedures for electronic payment orders, cancellation and amendments, along
with methods to detect transmission errors. We include a copy of Section 201 as Attach-
ment D.

In summary, electronic surveillance is a requirement of banks necessary to the protection
of bank employees and as a deterrent for crime. Law enforcement officials have an
absolute need for electronic and telephonic material. Such material is used in investi-
gations and for trial purposes.. While the bill does not appear to consider security,

its language may be construed as affecting and limiting bank. electronic monitoring for
security purposes. .

To make it clear that the bill does not limit electronic monitoring for banks for

security purposes, our Association would respectfully recommend that regulated banking
institutions (all banks and savings banks) be deleted from the bill in its definition
section). Or, since Section 9 clearly anticipates and understands the need for contin-
uous electronic monitoring by law enforcement agencies and since the use of such equipment
is akin to the purposes of law enforcement, that Section 9 be amended to exclude security
related activity by banking institutioms. -

We appreciate your consideration of our concerms.

Sincerely,

2L

AHG/RA71
Encl.

cc: Honorable Patero, Gill, Foy, Littell, Martin
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Altach ment C

ARTICLE 4A - FUNDS TRANSFERS

PREFATORY NOTE

The National Conference of Commissioners on Uniform State laws and
The American Law Institute have approved a new Article 4A to the Uniform
Commercial Code. Comments that follow each of the sections of the stac-
ute are intsnded as official comments. They explain in decail the pur-
pose and meaning of the various sections and :ho policy considerations
on. which they are based.

- Thers are a number of mechanisms for making payments through the
banking system. Most of these mechanisms are covered in whole or part
by state or federal statutes. In terms of number of transactions, pay-

- ments made by check or credit card are the most common payment methods.

Payment by check is covered by Articles 3 and 4 of the UCC and some as-

. pects of payment by credit card are coversd by federal law. In recent

years electronic funds transfers have been incrsasingly common in con-
sumer transactions. For example, in some cases a rstail customer can
pay for purchases by use of an access or. -debit card inserted in a term-
inal ac the retail store that allows the bank account of the.customer to
be instantly debited.  Some aspects of these point-of-sale transactions

" and other consumer payments that ars effected clcc:ronically are. covered

by a faderal statute, the Electronic Fund Transfer Act (EFTA). If any
part of a funds transfer is covered by EFTA, the en:ire funds cransfer
is excluded from Articlc 4A.

Anocher cypo of payment, commonly referred to as a wholesale wire
transfer, is the primary focus of Article 4A. Payments that are covered
by Article 4A ars overwhelmingly between business or financial inscicu-
tions. The dollar volume of payments made by wire transfer far exceeds
the dollar volume of payments made by other means. The volume of pay-

‘ments by wire transfer over the two principal wire payment systems --

the Federal Reserve wirs transfer network (Fedwire) and the New York
Clearing House Interbank Payments Systems (CHIPS) -- exceeds one tril- -
lion dollars per day. Most payments carried out by use of automated
clearing houses are consumer payments covered by EFTA and therefore noc
covered by Article 4A. Thers is, however, a significant volume of non-

" - consumer ACH payments that closely resemble wholesale wire transfers.

These payments are also covered by Article 4A.

There is some resemblancs between payments made by wire transfer

- and payments made by other means such as paper-based checks and credit

cards or slectronically-based consumer payments, but there are also
many differences. Article 4A excludes from its coverage these other
payment mechanisms. Article 4A follows a policy of treating the tranms-
action that it covers -- a "funds transfer" -- as a unique method of

i
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payment that is governed by unique principles of law that address the
oporacionnl and policy issues presented by this kind of paymenc.

The funds transfer that is coversd by Article 4A is not a complex
transaction and can be illustratsd by the following example which is
used throughout the Prefatory Nots as a basis for discussion. X, a
debcor, wants to pay an obligation owed to Y. Instead of delivering to
Y a negotiable instrument such as a check or soms other writing such as
a credit card slip that enables Y to obtain payment from a bank, X
transmits an instruction to X's bank to credit a sum of money to the
bank account of Y. In most cases X's bank and Y’s bank are different
banks. X'’s bank may carry out X's instruction by instructing Y's bank
to credit Y's account in the amount that X requestad. The instruction
that X issues to its bank is a "payment order." X is the "sender” of
the payment order and X’s bank is the "receiving bank" with respect to
X’'s order. Y is the "beneficiary” of X's order. When X's bank issues
an instruction to Y's bank to carry out X's payment order, X’'s bank
"exscutas” X's order. The instruction of X's bank to Y’'s bank is also a
payment order. With respect to that order, X's bank is the sender, Y's
bank is the receiving bank, and Y is the beneficiary. The entire series
of transactions by which X pays Y is known as the "funds transfer.”
With respect to the funds transfer, X is the "originacor,” X's bank is
the "originator’s bank,” Y is the "beneficiary® and Y's bank is the
"benieficiary’s bank." In more complex transactions there are one or
more additional banks known as “intermediary banks®" between X's bank and
Y's bank. In the funds transfer the instruction contained in the pay- -
ment order of X to its bank is carried out by a series of payment orders
by each bank in the transmission chain to the next bank in the chain
until Y’'s bank receives a payment order to maks the credit to Y's
account. In most cases, the payment order of each bank to the next bank
in the chain is transmitted electronically, .and often the payment order
of X to its bank is also transmitted elactronically, but the means of
transaission does not have any legal significance. A payment order may
be transmittad by any means, and in some cases the payment order is
transaitted by a slow means such as first class mail. To reflect. this
fact, the broader term "funds transfer” rather than the narrower term
"wire transfer” is used in A:ticlo 4A to describe :hc overall payment
transaction.

Funds transfars ars divided into two categories detsrmined by
vhether the instruction to pay is given by the person making payment or
the person recsiving payment. If the instruction is given by the person
making the payment, the transfer is commonly referred to as a "credit
transfer.” If the instruction is given by the person receiving payment,
the transfer is commonly referred to as a "debit transfer." Article 4A
governs credit .transfers and excludes debit transfers.

no39%




Why i3 Axticle 4A needed?

Thers is no comprehensive body of law that defines the rights and
obligations that arise from wire transfers. Some aspects of wire trans-
fers ars governed by rules of the principal transfer systems. Transfers
made by Fedwire are governed by Federal Reserve Regulation J and trans-
fers over CHIPS ars governed by the CHIPS rules. Transfers made by
means of automated clearing houses are governed by uniform rules adopted
by various associations of banks in various parts of the nation or by
Federal Reserve rules or operating circulars. But the various funds
transfer system rules apply to only limited aspects of wire transfer
transactions., The resolution of the many issues that are not covered by
funds transfer system rules depends on contracts of the parties, to the
extent that they exist, or principles of law applicable to other paymentc
mechanisms that might be "applied by analogy. The result is a great deal
of uncertainty. There is no consensus about the juridical nature of a
wire transfer and consequently of the rights and obligations that are
created. Article 4A is intended to provide the comprehensive body of
law that we do not have today.

Gharactexiscics of 3 funds transfer,

There are a number of characteristics of funds transfers covered by
Article 4A that have influenced the drafting of the statuts. The typi-
cal funds transfer involves a large amount of money. Multimillion dol-
lar :ransac:ions_are commonplace. The originator of the transfer and’
the beneficiary are typically sophisticated business or financial organ-

izations. High speed is another predominant characteristic. Most funds

transfers ars completed on the same day, even in complex transactioms in
which there are several intermediary banks in the transmission chain. A
funds transfer is a highly efficient substitute for payments made by the
delivery of paper instruments. Another characteristic is extremely low
cost. A transfer that involves many millions of dollars can be made for
a price of a few dollars. Price does not normally vary very much or at

- all with the amount of the transfer. This system of pricing may not be

feasible if the bank is exposed to very large liabilities in connection
with the transaction. The pricing system assumes that the price re-
flects primarily the cost of the mechanical operation performed by the
bank, but in fact, a bank may have more or less potential liabilicy wich
respect to a funds transfer depending upon the amount of the transfer.
Risk of loss to banks carrying out a funds transfer may arise from a
variety of causes. In some funds transfsrs, thers may be extensions of
very large amounts of credit for short periods of time by the banks that
carry out a funds transfer. If a payment order is issued to the benefi-
clary’s bank, it is normal for the bank to release funds to the benefi-
ciary immediatsly. Sometimes, payment to the beneficiary’s bank by the
bank that issued the order to the beneficiary’s bank is delayed uncil
the end of the day. If that payment is not recsived because of the
insolvency of the bank that is obliged to pay, the beneficiary’s bank
may suffer a loss. There is also risk of loss if a bank fails to exe-
cuts the payment order of a customer, or if the order is executed late.
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Thers also may be an error in the payment order issued by a bank that is
executing the payment order of its customer. For example, the error
might relats to the amount to be paid or to the identity of the person
to be paid. Because the dollar amounts involved in funds transfers are
so large, the risk of loss if something goes wrong in a transaction may
also be very large. A major policy issus in the drafting of Article 4A
is that of detsrmining how risk of loss is to be alloca:ed given the
price structure in the industry

Conc:pé of acceptance and effect of acceptance
by _che beneficiazy’'s bank,

Rights and obligations under Article 4A arise as the result of "ac-
ceptance” of a payment order by the bank to which the order is address-
ed. Section 4A-209. The effect of acceptance varies depending upon
whether the payment order is issued to the beneficiary’s bank or to a
bank other than the beneficiary’s bank. Acceptance by the beneficiary’s
bank is particularly important because it defines when the beneficiary’s
bank becomes obligatad to the beneficiary to pay the amount of the pay-
ment order. Although Article 4A follows convention in using the term

"funds transfer” to identify the payment from X to Y that' is described
above, no money or property right of X is actually transferrad to Y. X
pays Y by causing Y's bank to become indebted to Y in the amount of the
payment. This debt arises when-Y’'s bank accepts the payment order that
X's bank issued to Y's bank to executs X's order. If the funds transfer
vas carried out by use of one or more intsrmediary banks between X's
bank and Y’'s bank, Y's bank becomes indebtad to Y when Y’'s bank accepts
~ the payment order issued to it by an intsrmediary bank. The funds
transfer is completed when this debt is incurred. Acceptancs, the event
that determines when the debt of Y's bank to Y arises, occurs (i) when
I’'s bank pays Y or notifies Y of receipt of the payment order, or (ii)
vhen Y's bank tlcaiv.s payment from the bank that issued a payment order
to Y’s bank.

Tho only obligation of the beneficiary’s bank‘tha: results from
accsptance of a payment order is to pay the amount of the order to the
beneficiary. No obligation is owed to either the sender of the payment
ordsr accsptad by the beneficiary’s bank or to the originator of the
funds transfer. The obligation crsated by acceptancs by the benefi-
ciary’s bank is for the benefit of the beneficiary. The purpose of the
sender’s payment order is to effect payment by the originator to the
beneficiary and that purpose is achieved when the beneficiary’s bank
accepts the payment order. Section 4A-405 states rules for determining
vhen the obligation of the bcnnficiary s bank to the beneficiary has
been paid.

Acceptance by a bank ocher than the beneficiary’s bank,
In the funds transfer described above, what is the obligation of
X's bank when it receives X's payment order? Funds transfars by a bank.
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on behalf of its customer are made pursuant tO an agreement or arrange-
ment that may or may not be reduced to a formal document signed by the
parties. It is probably true that in most cases there is either no
express agrsement or the agreement addresses only some aspects of the
transaction. Substancial risk is involved in funds transfers and a bank
may not be willing to give this servics to all customers, and may not be
willing to offer it to any customer unless certain safeguards against

~ loss such as security procedures are in effect. Funds transfers often
involve the giving of credit by the recsiving bank to the customer, and
that also may involve an agreement. Thess considerations are reflected
in Article 4A by the principle that, in the absencs of a contrary agree-
ment, a receiving bank does not incur liability with respect to a pay-
ment order until it accepts it. If X and X’'s bank in the hypothetical
case had an agreement that obliged the bank to act on X's payment orders
and the bank failed to comply with the agreement, the bank can be held
liable for breach of the agreement. But apart from any obligation aris-
ing by agrsement, the bank does not incur any liability with respect to
X's payment order until the bank accepts the order. X's payment order
is treatad by Article 4A as a request by X to the bank to take action '
that will cause X's payment order to be carried out.  That request can
be acceptad by X’s bank by "executing” X's payment order. Execution
occurs when X's bank sends a payment order to Y's bank intanded by X's
bank to carry out the payment order of X. X's bank could also executs
X’'s payment order by issuing a payment order to an intermediary bank
instructing the intermediary bank to instruct Y's bank to make the
credit to Y's account. In that case execution and acceptance of X's
order accur when the payment order of X's bank is sent to the intermedi-
ary bank. When X's bank exacutas X’'s payment order the bank is entitled
to receive payment from X and may debit an authorized acecount of X. 1If
X’'s bank does not executs X's order and the amount of the order is
covered by a withdrawable credit balance in X's authorized account, the
bank must pay X interest on the money represented by X's order unless X
is given prompt notice of rejection of the order. Section 4A4-210(b).

If a bank, other than the beneficiary’s bank, accepts a payment
order, the obligations and liabilities are owed to the originator of the
funds transfer. Assume in the example stated above, that X's bank exe-
"~ cutas X's payment order by issuing a payment order to an intermediary
- bank that executas the order of X’'s bank by issuing a payment order to
Y's bank. The obligations of X's bank with respect to execution are
owed to X. The obligations of the intarmediary bank with respect to .
execution are also owed to X. Section 4A-302 states standards with
respect to the time and manner of execution of payment orders. Section
4A-305 states the measurs of damages for improper exscution. It alse
statass that a recsiving bank is liable for damages {f it fails to
executs a payment order that it was obliged by express agrsement to
executs. In each case consequential damages are not recaoverable unless
an express agreement of the receiving bank providas for them. The
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policy basis for this limitation is discussed in Comment 2 to Section
4a-305.

Ezror in the consummation of a funds transfer is not uncommon.
There may be a discrepancy in the amount that the originator orders to
be paid to the beneficiary and the amount that the beneficiary’s bank is
ordersd to pay. For example, if the originator’s payment order in-
structs payment of $100,000 and the payment order of the originator’s
bank instructs payment of $1,000,000, the originactor’s bank is entitled
to raceive only $100,000 from the originator and has the burden of
recovering the additional $900,000 paid to the beneficiary by mistake.
In some cases the originator’s bank or an intermediary bank instructs
payment to a beneficiary other than the beneficiary stated in the orig-
inator’'s payment order. If the wrong beneficiary is paid the bank thac
issusd the erroneous payment order is not entitled to receive payment of
.the payment order that it executed and has the burden of recovering the
-mistaken payment. The originator is not obliged to pay its payment
order. Section 4A-303 and Section 4A-207 state rules for determining
the rights and obligations of the various parties to the funds transfer
~in these cases and in other typical cases in which error is made.

Pursuant to Section 4A-402(c) the originator is excused from the

. obligation to pay the originator’s bank if the funds transfer is not
completad, i.e. payment by the originator to the beneficiary is not
made. Payment by the originator to the beneficiary occurs when the
beneficiary’s bank accepts a payment order for the benefit of the

- beneficiary of che originator’s payment order. Section 4A-406. If for
any teason that acceptancs does not occur, the originator is not requir-
ed to pay the payment order that it issued or, Lf it already paid, is .
entitled to refund of the payment with interesc. This "money-back
guarantee” is an important protection of the originator of a funds
transfer. The same rule applies to any other sender in the funds
transfer. Each sender’s obligation to pay is excused if the benefi-
ciary’s bank does not accept a payment order for the benefit of the
beneficiary of that sender’s order. Thers is an important exception to
this rule. It is common practice for the originator of a funds transfer
to designate the intsrmediary bank or banks through which the funds
transfer is to be routad. The originator’s bank is required by Section-
44-302 to follow the instruction of the originator with respect to
intsrmediary banks. If the originator’s bank sends a payment order to

" the intsrmediary bank designated in the originator’s order and the .
intermediary bank causes the funds transfar to miscarry by failing to
executs the payment order or by instructing payment to the wrong benefi-
ciary, the originator’s bank is not required to pay its payment order
and if it has already paid it is entitled to rscover payment from the
intermediary bank. This remedy is normally adequats, but if the origin-
ator’s bank already paid its order and the intermediary bank has sus-
pended payments or is not permitted by law to rasfund payment, the
originator’s bank will suffer a loss. Since the originator required the
originator’s bank to use the failed intermediary bank, Section 4A-402(e)
provides that in this case the originator is obliged to pay its payment
order and has a claim against the intermediary bank for the amount of
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the order. The same\principle applies to any other sender that
dasignates a subsequent intarmediary bank.

Unauthorized pavment orders.

An important issue addressed in Section 4A-202 and Section 44-203 -
is how the risk of loss from unauthorized payment orders is to be al-
~ locatad. In a large percentags of cases, the payment order of the
originator of the funds transfer is transmitted electronically to the
originator’s bank. In these cases it may not be possible for the bank
 to know whether the electronic message has been authorized by its cust-
omer. To ensure that no unauthorized person is transmitting messages to
the bank, the normal practice is to establish security procedures that
usually involve the use of codes or identifying numbers or words. If

the bank accepts a payment order that purports to be that of its custom-

or after verifying its auchenticity by complying with a security proce-
dure agreed to by the customer and the bank, the customer is bound to
pay the order even if it was not authorized. But there is an important
limication on this rule. The bank is entitled to payment in the case of
an unauthorized order only if the court finds that the security proce-

dure was a commercially reasonable method of providing security against .

unauthorized payment orders. The customer can also avoid liabilicy if

it can prove that the unauthorized order was not initiated by an em-.

ployee or other agent of the customer having access to confidential

- security information or by a person who obtained that information from a

source controlled by the customer. The policy issues are discussed in

. the comments following Section 4A-203. If the bank accspts an unauthor-
ized payment order without verifying ig in conplianc- with a security

procédure, the loss falls on the bank.

Security procedures are also impottanc in cases of error in the
transmission of payment orders. There may be an error by the sender in
the amount of the order, or a sender may transmit a payment order and
then erroneocusly transmit a duplicate of the order. Normally, the
sender is bound by the payment order even if it is issued by mistake.
But in some cases an error of this kind can be detscted by a securicy
procedurs. Although the receiving bank is not obliged to provide a
security procedurs for the detaction of error, if such a procedure is
agreed to by the bank Section 4A-205 providas that if the error is not
detsctad because the receiving bank does not comply with the procedure,
any resulting loss is borne by the bank failing to comply with the
security procsdure.

Insolvency losses.

Some payment orders do not involve the granting of credit to the
sender by the receiving bank. In those cases, the receiving bank
accspts the sender’s order at the same time the bank receives payment of
the order. This is true of a transfer of funds by Fedwire or of cases
in which the receiving bank can debit a funded account of the sender.
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But in some cases the granting of credit is the norm. This is true of a
payment order over CHIPS. In a CHIPS transaction the receiving bank
usually will accept the order before receiving payment from the sending
bank. Payment is delayed until the end of the day when settlement is
made through the Federal Reserve System. If the receiving bank is an
intermediary bank, it will accept by issuing a payment order to another
bank and the intermediary bank is obliged to pay that payment order. If
the receiving bank is the beneficiary’s bank, the bank usually will ac-
capt by releasing funds to the beneficiary befors the bank has received
payment. If a sending bank suspends payments before settling its lia-
bilities at the end of the day, the financial stability of banks that
are net creditors of the insolvent bank may also be put into jeopardy,
because the dollar volume of funds transfers between the banks may be
extremely large. With respect to two banks that ars dealing with each
other in a series of transactions in which each bank is sometimes a
receiving bank and sometimes a sender, the risk of insolvency can be
managed if amounts payable as a sender and amounts receivable as a re-
ceiving bank are roughly equal. But if these amounts are significantly
out of balance, a net creditor bank may have a very significant credit
risk during the day before settlement occurs. The Fedearal Reserve
Systam and the banking community ars greatly concerned with this risk,
and various measures have been instituted to resduce this credit expo-
surs. Article 4A also ‘addresses this problem. A receiving bank can
always avoid this risk by delaying acceptance of a payment order until
after the bank has received payment. For example, if the beneficiary’s
bank credits the beneficiary’s account it can avoid acceptance by not

“notifying the beneficiary of the receipt of the order or by notifying
the beneficiary that the credit may not be withdrawn until the benefici-

ary’s bank receives payment. But if the beneficiary’s bank releases
funds to the beneficiary before raceiving settlement, the result in a

- funds transfer other than a transfer by means of an automated clearing

house or similar provisional settlement system is that the beneficiary’s
bank may not recover the funds if it fails to receive settlement. This

- tule encourages the banking system to impose credit limitations on banks

that issus payment orders. These limitations are already in effect.
CHIPS has also proposed a loss-sharing plan to be adopted for implemen-
tation in the second half of 1990 under which CHIPS participants will be
required to provide funds necessary to complets settlement of the oblig-
ations of one or more participants that are unable to meet settlement
obligations. Under this plan, it will be a virtual certainty that there
will be settlement on CHIPS in the svent of failurs by a single bank.
Section 4A-403(b) and (c) are also addressed to reducing risks of insol-
vency. Under these provisions the amount owed by a failed bank with
respect to payment orders it issued is the net amount owing after sec-
ting off amounts owed to the failed bank with respect to payment orders
it received. This rule allows credit exposure to be managed by limica-
tions on the net debit position of a bank.
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PART 2

ISSUE AND ACCEPTANCE OF PAYMENT ORDER

§ 4A-201. SECURITY PROCEDURE

"Security procedure” means a procedure established by agree-

ment of a customer and a receiving bank for the purpose of (i) ver-

ifying that a payment order or communication amending or cancelling
a payment order is that of the customer, or (i1) detecting error in
the ;fansniﬁsion or the content of the p#ymenﬁ order or communica-
tion. A security procedurs may require the use of algorithms or
other codes, identifying wérds or numbers, encrypcion,‘callback
procedurss, or similar socﬁri:y devices. Cbmpatison of a signacure
on a payment order or communication with an authorized spécimen

‘signacure of che customer is not by itself a security procedure.

COMMENT ' |

A large percentage of payment orders and communications amending or
cancelling payment orders are transmitted electronically and it is
standard practice to use security procedures that are designed to assure
the authenticity of the message. Security procedures can also be used
to detect error in the content of messages or to detact payment orders
that are transmitted by mistake as in the case of multiple transmission
of the same payment order. Security procsdurss might also apply to
comrunications that are transmitted by telephone or in writing. Section
4A-201 defines these security procedures. The definition of security
procsdure limits the term to a procedure "established by agreement of a
customer and a recsiving bank." The tarm does not apply to procedures
that the recsiving bank may follow unilaterally in processing payment
orders. The question of whether loss that may result from the transmis-
sion of a spurious or erroneocus payment order will be borme by the re-
ceiving bank or the sender or purportad sender is affected by whecher a
security procedure was or was not in effect and whether there was or was
not coapliance with the procedurs. Security procedures are referred to
in Sections 4A-202 and 4A-203, which deal with authorized and verified
payment orders, and Section 4A-205, which deals with erronecus payment
orders.
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§ 4A-202. AUTHORIZED AND VERIFIED PAYMENT ORDERS

(a) A payment order received by the receiving bank is the
authorized order of the person identified as sender if chat person
authorized thc‘ordor or is otherwise bound by it under the law of
agency.

(b) If a bank and its customer have agreed thac the authen-
ticity of payment orders issued to the bank in the name of the

customer as sender will be verified pursuant to a security proce-

dure, a payment order received by che rQCeiving bank is effective

as the order of the customer, ﬁhn:her or not authorized, if (i) the

security procedurs is a ;omnorcially’rcasonablo method of‘providing
soeuritj'agﬁinst unauthorized payment orders, and (11) the bank ‘
prcvps_;h:: it accepted the paymcnt order in good faith ana in :
compliance with the sacuricy.procedﬁre and any written agreement or
instruction of thoAcustoﬁer’rescrictiﬁg aécepcan;a of‘paymené-
orders issued in the name of the customer.. fhe bank is not re-

quired to follow an instruction that violactes a ﬁticten_agreemenc

vith the customer or notice of which is not received at a time and

in a manner affording the bank a reasonable oppor:uni:y'co act on

it befors the payment order is accepted.
(c) Commercial reasonableness of a security procedure is a
question of law to be detsrmined by considering the wishes of the

customer expressed to the bank, the circumstances of the customer

“known to the bank, including the size, type, and frequency of pay-

ment orders normally issued by the customer to the bank, alterna-

tive security procedures offered to the customer, and security
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ACLU of Jew Jersey
2 tashingoton Place

Yewari:, NJ 07102
(201) 642--2n84
Assembly. Labor Committee,
Hearing on 2A.210
April 23, 1990

Yy name is Alisa !Mariani. I am the chair of the Vorkers' Riahts Cormittee
of the American Civil Liberties Union of New Jersey.

The ACLU believes that emplcvers in this state have a right to expect a

hich standard of performance from the workers thev employ. Dut we also believe

<

that employeés have rights, fights they shouid not be expected to give up when
~they go to work, rights that‘include DUL PiOCESS and PRIVACY.' Ue support this
bill because iﬁ attempts to balance the interests of emplovers and employees,
intérests that need not be antithetical or incohpatible.
The bill does not preclude the employer's 1égitimately qﬁa reasonably settiﬁg
standa;ds for work performance and attemptine to moqitof work performance. At the

same time,” e ‘ .
‘a)it ensures that emplovees will be informed what those standards and

moﬁitoring'attempﬁs are-and when they are in effectf
’?)it ensures that employees will have accass. to data 6btéined through
.such moqitoring,‘and opportunity to chéllengé its accuracy or felevance:
c)it ensures that such monitoring will deal with work performance only,
and‘will not entail inappropriate, igtrusive incursioné into personal
privacy.
Due process (call it "fair pla&,” if you will) is at the heart of the American
concept of justice, and we believe the protection of due process should be public
policy in New Jersey, in both the public and the private éector. Privacy, which

Justice Zrandeis vears ago called 'the right most valued by civilized men,” is
under siege’ in many areas of our lives today, because of the proliferation of
electronic devices which cam monitor behavior; their unregudated use has great

potential for very grave abuse. The ACLU welcomes legislation which seeks to

protect these essential rights in the workplace.
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CASINO ASSOCIATION of NEW JERSEY

i

March 30, 1990

.Honorable Joseph D. Patero
Chairman, Assembly Labor Commlttec
State House Annex

_Trenton, NJ 08608

RE: A-210 "Electronic Monitoring in the Workplace"

Dear Chairman Patero,

The Casino Association of New Jersey (the "CANIJ") is pleased to provide
the Assembly Labor Committee with our comments concerning Assembly Bill A-210
which sets forth procedures for employer electronic monitoring of employees in the
workplace and collection of personal data concerning employees and prospective
_employees. -

As the Committe,é is aware, casino operations and employees of companies
operating casinos are highly ‘regulated by the New Jersey Casino Control Act,
N.JS.A. 5:12-1, et. seq. and the regulations promulgated thereunder by the New

© Jersey Casino Control Commission (the "Commission"). The provisions of A-210

requiring notice to employees prior to any electronic monitoring, . prohibiting
.electronic monitoring unless related to work performance, restricting the use of
information obtained from such monitoring and access to personal data collected
pursuant to such monitoring directly conflict with regulatory controls ‘established
by the Casino Control Act, Commission regulations and Commission approved
internal control procedures established by casino licensees. For this reason
casino licensees, their holding and intermediary companies and applicants for
casino licenses as those terms are defined in the Casino Control Act must be made
exempt from the provisions of A-210. :

N.JS.A. 5:12-98(b)(1) requires casino licensees to install closed circuit
television systems in accordance with Commission requlations. Those requlations
set forth in N.J.A.C. 19:45-1.10 require surveillance systems in the casino licensee’s
casino, cashiers cage, slot booths, count rooms and such other areas as may be
designated by the Commission. In addition to CCTYV surveillance monitoring the
regulations require certain audio monitoring in the  casino licensee’s soft count
room. These devises would be considered "electronic monitoring" devices collecting
“"personal data" as those terms are defined in A-210. Restricting such monitoring,
requiring employee notices of such monitoring and providing access to employees
of the personal data collected by such monitoring would undermine the legislative
policy of ensuring integrity in gaming and casino finance operations through use
of surveillance systems.

2922 Atlantic Avenue « Atlantic City « New Jersey + 08401 « 609/ 347-0800 « FAX: 609/ 347-9138
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Chairman Patero
March 30, 1990
Page Two

In addition, casino licensees through accounting internal controls required
by N.JS.A. 5:12-99, track employee utilization of the casino licensee’s computer
systems. Because of the sensitivity of certain information contained in those
systems such as information related to patron play, credit and financial data,
casino licensees must be permitted to track computer access by employees. A-210
would appear to regulate such monitoring in a fashion which is inconsistent with
the purpose of the established accounting control procedures. '

A-210 also would regulate the use of electronic monitoring by employers to
obtain personal information related to an employee or prospective employee. Many
casino licensees and their respective holding companies are required by the
Commission to conduct due diligence background checks.of prospective directors,
officers and principle employees which require the use of certain electronic
intelligence gathering such as credit, criminal and litigation checks. These
investigatory checks are required to be kept confidential by casino licensees. The
provisions of A-210 are inconsistent with the purpose underlying required casino
licensee due diligence investigations of employees and prospective employees.

For the reasons set forth above the CANJ recommends that Section 9 of A-
210 be amended as follows:

9 - This act’shall not apply to casino li¢ensees holdin _com anies
nd applicants for casino licenses as those terms are defined in the
New Jersev Casino Control Act, N.J.S.A, 5:12-1, ‘et, seq. or to electronic

monitoring administered by law enforcement agencies conducting
. criminal investigations. '

The CANJ will be pleased to prov1de any additional mformatlon the
Committee may requlre with respect.to this legislation.

Respectfully submitted,
% . Tws7Pa_o

‘William C. Murtha
Vice President &

General Counsel
WCM/mfv

CC. Honorable Louis J. Gill
Honorable Thomas Foy
Honorable Robert Littell
Honorable Robert Martin
Thomas D. Carver
Chief Executive Officers
In-House Counsel
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NEW JERSEY BUSINESS & INDUSTRY ASSOCIATION

STATEMENT
OF THE
NEW JERSEY BUSINESS AND INDUSTRY ASSOCIATION
TO THE
 ASSEMBLY LAB‘QR COMMITTEE.
ON |

ASSEMBLY BILL 210

(An Act Regulating Electronic Monitoring of Employees in the Workplace)

- April 23, 1990




New Jersey Business and Industry Association, the largest Association
in the State, takes this opportunity to express its OPPOSITION to A-210

(Schwartz), a bill which proposes to regulate the electronic monitoring of
employees in the workplace.

Workplace monitoring has been in existence ever since there has been

~a workplace. It began with manual monitoring and as the technology

developed so did electronic monitoring. Today, electronic monitoring is
found in the banking and insurance industries. It is an integral part of the
airline industry, drug and textile manufacturing, the trucking industry, utility

companies, the defense contracting industry and the nuclear generating
industry.

Some form of electronic monitoring is found in most sections of the
U.S. economy. It enables employers to automatiéally, efficiently and
‘objectively collect information they need to manage their business most’
effectively. 'Manufacturing industries are undergoing a revolutionary
transformation through the application of electronic monitoring.

NJBIA OPPOSITION to this proposed bill is based on a variety of
reasons, first and foremost of which is '}an attempt to severely limit an
employer's right to protect.its business interests from lapses in employee job

| performance. Virtually every business function in some manner relies on
computer and telephone-based message transmission between itself and its
customers and suppliers. The level of accuracy, courtesy and efficiency of
these transmissions is critical to the success of the business enterprise.
Employers who rely on these vital functions must be secure in their ability to

measure, evaluate and correct employee performance which does not
properly equate to the standard of excellence established by employers.

Thus, A-210, while well-intentioned to protect an employee's rights of

privacy, goes well beyond such intention and does so at the expense of the

employer. In the final analysis, an employer complying with the bill's

procedural and notification requirements, would have rendered meaningless
any attempt at monitoring.
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A second and equally compelling reason for NJBIA's OPPOSITION to
the bill is founded in the vague and subjective content of the definition and

remedial procedures.

The definition of "Electronic Monitoring" is not limited to telephone
and computer data transmission. Rather, the definition can easily be
interpreted to include all forms of electronic monitoring. . The bill, therefore,
would not only impact on employer's ability to ‘monitor employee
performance, but would severely limit attempts to control breaches of security
and access to confidential information.

Enactment of A-210 would restrict an employer's ability to collect
employee attendance and absentee data. It would hinder an employer's
-ability to accurately calculate employee wages, or determine the efficiency of
an employees performance and training needs. It would also hmder an
employer's ability to improve an employee's efficiency. '

The remedial procedures of A-210 provide for the filing of a complaint
through either a collective bargaining grievance procedure or with the
Commissioner of Labor. This provision serves not only to frustrate the
judicial and traditional function of collective bargaining, but gives the
Commission broad power to determine_whefher disputed information is
misleading or inaccurate. Such determination is clearly one which should be
left to the parties involved in the dispute as is the case with all other matters
of disputed employee performance. Additionally, inherent in this procedure
is the difficulty of clarifying vagueness in interpreting what is and is not
misleading or inaccurate. |

Furthermore, there is a strong concern that Section 12 and 13 may be in
violation of federal laws regulating collective bargaining and issues subject to
an employer's gnevance procedure.

A most disturbing aspect of this bill, blurred by procedural burdens, is
the requirement put upon employers to establish an Employee Assistance
Program to deal with stress-related problems. While it cannot be disputed
that EAP's are a valuable asset to employers, mandating that every employer
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establish one is a burdensome expense which many employers are ill- -

equipped to finance. Further, according to the Office of Technological

Assessment, currently there is insufficient research to support the contention

that electronic monitoring leads to stress or diminished health.

In the final analysis, a requirement that employers provide notice that
employees are subject to electronic monitoring is not unreasonable. To go

beyond this due process requirement by establishing Legislative procedures,

“disclosure requirements, dual remedies and the imposition of criminal

sanctions, serves only to unreasonably protect employees from review and

evaluation at the expense of an employer's ability to ensure employee
performance.

Enactment of A-210 is certain to severely retard technological progress

of sound management practices. We submit that it will result in irreparable
harm to the economy of the state.

* Accordingly, NJBIA urges this Committee to RE[ECT A-210.
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~]02 West State Street
Trenton, NJ 08608-1102

609-393-7707 FAX: 608-989-7371

NEW JERSEY BUSINESS & INDUSTRY ASSOCIATION
COMPUTER MONITORING T

’Backgrounder

Electronic monitoring has been identified by some groups as an
invasion of privacy and a cause of stress in office workers.
They have sought through legislation, regulation. and bargaining
to prohibit its use.

WHY MONITOR?

Monitoring in the workplace is not new. Managers and employees
of successful enterprises have always monitored the workplace to
ensure efficient and effective use of corporate resources to meet
customer needs and expectations. Today, effective monitoring is
more important than ever, because American businesses operate in
a complex, highly competitive world marketplace. Survival and
growth in that marketplace depends upon the ability to provide
customers with quality products and services at reasonable costs.

In some industries where safety or international competition is
at stake, ' there is pressure to ‘improve ands strengthen the
monitoring practices. o '

WHY IS COMPUTER MONITORING DONE?

Computer monitoring enables employers to automatically and
objectively collect the data or lnformatlon they need to manage
their businesses most effectively..

Computers have become an integral part of the business in many
sectors of the American economy. Manufacturing industries are
"undergoing a revolutionary transformation through the appli-
cation of computer systems. Computerized order entry and
inventory systems are reshaping the wholesale and retail trades.
Entirely new services, particularly in the banking and insurance
industries, have emerged in recent years as a result of the
application of computer technology. For businesses that have made
computer technology part and parcel of = their operatlons,
"monitoring" increasingly implies "computer monitoring."

BOW IS COMPUTER MONITORING USED?

In general, it's possible to retain and record almost anything
'thatfs entered into the computer and to set up a monitoring
program on almost anything for which standards can be

established.
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The specifics of computer monitoring will depend on the nature of
the work being done and the ultimate business objectives ftour
monitoring. The following are some examples of the kinds of
monitoring made possible by computer technology:

Companies in certain industries such as financial

services (including banking and insurance) periodically
monitor work for purposes of preventing and detecting
fraud and dishonesty. This kind of monitoring is
necessary in  order to protect <customers' assets and
obviously must be done in confidence.

In the insurance industry, automatic file tickling is
used to help claim representatives process their claim
files in a timely manner. (All fifty states and the
District of Columbia have statutory requirements for
timeliness in settling claims.) :

In the airline industry's reservation centers, automatic

call distributors identify which operators and
telephones are busy and. match -incoming calls to
telephones and operators that are not engaged. This
assures an even distribution of workload among
operators and,” more importantly, ensures that each
customer receives service as quickly as possible.

Some 911 services use this same ‘technology to
automatically trace incoming calls. This feature can

save lives in an emergency when operators often have
difficulty getting their callers to give them complete
data about the location of the emergency. -

In data entry operations, computer monitoring makes it
possible to more accurately track the workload of indi-
vidual operators so that work assignments can be more
evenly distributed and service objectives better met. .

The textile 4industry uses computer monitoring in

conjunction with an employee incentive program.. The
monitoring program enables weavers to immediately
identify a breakdown in their machines. This keeps

as possible.

their production count and, therefore, bonus pay as high

Computers are increasingly = being used to monitor type
and frequency of equipment maintenance. This yields
detailed information such as the number of hours a part
has been in use, when it will require replacement, and
who is responsible for its installation. As a result,
there 1is bettercontrol over the timeliness and accuracy
of routine maintenance, which in turn leads to lower

operating costs, more reliable service, and greater
safety.
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HOW DOES COMPUTER MONITORING DIFFER FROM MANUAL MONITORING?

Previous forms of monitoring depended on use of tools' such as
paper and pencil tallies, work logs, mechanical time stamps, etc.
More often than not, monitoring was based on a selected sample of
work, not the entire body of work. As office work is becoming
computerized for greater efficiency, so is the opportunity for
better evaluation of the worker and/or work product.

The computer automatically keeps a record of everything that is
keyed into it. Management has the option to retrieve data at any
time in the future.

Computer monitoring, therefore, allows for more timely capture
and reporting of more complete, precise data relating to the work
being done. The precision made possible through computer-
monitoring can . help eliminate human error or bias in employee
evaluations.

WHAT DOES HONITORING MEAN TO EMPLOYEES?

WLth compgter monltozlng, employees can get a better sense of
exactly how successful they are 1in accomplxshlng their goals.
This is particularly important to employees when there is some
payment attached to measurements of their work. At a minimum,
workers can have a more meaningful discussion about performance
‘with their supervisors. Nobody wants to do their- job poorly, and

concrete, objective feedback is an essential "part of doing the
job well. '

With computer monitoring, employees are less likely to be subject
~ to discrimination on the basis of personal biases because the
computer reports only the facts.

Managers can aim at an even work distribution among employees and
avoid work bottlenecks with the help of computer monitoring.

DOES COMPUTER MONITORING REPLACE FIRST LINE SUPERVISORS?

Only people can supervise people, but computers make it possible
to establish more accurate and objective mechanisms for measuring
the success of a business operation. As a result, there |is
sometimes less need for the kind of supervision which has been
focused on keeping an eye on workers as they ao their jobs.
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. IS MONITORING AN INVASION OF PRIVACY?
- CONSTANTLY WATCHING OVER YOUR SHOULDER?

-4~

J
Good first-line supervisors understand that they have to make
- judgments about the work monitoring data computers provide them.
They know that if they want to f£ind out what's really going on in
the operation, they have to talk with the people doing the work.
They know 1it's their job, not the computer's, to be the key

resource to help workers find and implement the best ways of
attaining the objectives of the business.

WHO HAS ACCESS TO THE INFORMATION COLLECTED?

In most circumstances, the information is a tool for discussion
between management and workers. Progressive compahies have a

strong concern for privacy of the individual, so generally data
about an individual's work are not published. ' :

If the ‘information 1is the more 'general kind obtained from
monitoring work at a group level, then in most companies it is

basically available to the  supervisors and published on a
periodic basis to workers. C .

. , :
IS THIS BIG BROTHER

The concept of employees' rights to privacy and autonomy in the
workplace is a relatively riew one. But there are some areas in

the 'workplace that may .be considered private under some
conditions. ' T

Computer monitoring has never been held to be an invasion of
privacy where employees have been informed that the job or work
product is monitored. Managers generally inform workers not only

that they will be monitored, but why computer monitoring is done
and what results are anticipated. ' :

A "Big Brother" approach can work against
employee morale <can be affected and,
productivity. Workers respond well when they know they are

trusted and valued. Management takes these factors into account
in developing a balanced monitoring program.

employers because
consequently, reduce

DOES MONITORING CAUSE WORKER STRESS?

According to the Office of Technological Assessment, "currently
there is insufficient research literature to support the conten-

tion that electronic monitoring leads to stress and diminished
health."

62x



-5=

There have always been many potential stress-inducers in the
workplace, both positive and negative (time deadlines, demands of
customer service, continually changing procedures in response to
market and bureaucratic pressures). Stress in the workplace can
never be totally eliminated, but it can be controlled and its
effects mitigated.

The key ingredient is good management practices such as choosing
the right people for the right jobs and creating an enabling
environment where workers feel they can realize some of their own
talents in doing their jobs. The responsibility of finding a
good job match falls not only on the employer, but on the
employee. : '

IS COMPUTER MONITORING DEHUMANIZING?

No. Like any other form of technology., computer monitoring by
itself is neither bad nor good. Its effects depend on how it's
used. Productive and responsible use of computer monitoring is a
matter of good management practice. There may, unfortunately, be
some - individuals who abuse workplace infoqmation including
computer monitoring data. Others may .give it greater weight than
they should, but that can happen with. any evaluation system.

DOES MONITORING LEAD TO THE CREATION OF MEANINGLESS, SMALL TASK
JOBS? . . o : '

Routine and single task jobs have always existed, and probably-
‘always will in some form or another. They are. generally the
entry level positions for business. Some of these jobs, such as
"routine filing, have been eliminated by new office  technology
while others were created. ‘

Progressive companies realize, however, that needless over-
simplification or over~-structuring of jobs can lead to lower
quality and less productivity. They know that there's a constant
need to provide a  balance between making jobs manageable and
making them desirable.

CAN A STANDARDIZED MONITORING PROGRAM MAKE ALLOWANCES FOR
DIFFERENT WORK STYLES OR DIFFERENT WORKER MOTIVATIONS? /

It depends on the job itself. Some jobs would not be affected
if workers did not reach their "productivity peak" until three
in the afternoon as long as the day's objectives were met. In
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~until a new balance can be achieved. An

"quality. No organization can afford to settle

services as well as the quantity.
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‘these cases, a good monitoring program would allow for different
work styles. Other jobs which may involve employee or customer
safety require consistency in performance. A monitoring program
for these jobs would not allow for performance peaks and valleys.

Ultimately, however, it is the people who use the program that
make the judgements. It is up to the supervisors and managers to
interpret the information provided through monitoring programs
and allow for individual work styles and motivations. A good
manager realizes that the monitoring data

tools available upon which to base decisions.

DOES MONITORING MEAN A SACRIFICE OF QUALITY FOR QUANTITY?

From time to time, as management and workers adjust to new
technology, quality may suffer. This is a temporary situation
employer would be
extremely short-sighted to push monitoring or any other work
practice to the point where it significantly impedes work
for quantity

without quality and stay in-.business for leng. o
A few years ago, for example, an over-nighg delivery company
instituted a new .monitoring system which was used to set a
standard for the average amount of time per call employees could
devote to.each customer transaction. The company soon realized
that employees were skimping on customer service in order to meet.
the standard. The -delivery company still collects data on its
agents' productivity, but it has changed the way it uses the
information ‘so that they have improved the quality of customer

HOW IS MONITORING USED MOST EFFECTIVELY?

In any work monitoring program, computerized or not,
has a basic responsibility to establish measurement standards
that are relevant to the specific objectives of the business.

To effectively implement that program, managers convey those
business objectives to the workers. '

is only one of many

management



AIR TRANSPORT ASSOCIATION TESTIMONY
A-210 EMPLOYEE MONITORING
NEW JERSEY ASSEMBLY LABOR COMMITTEE

April 23, 1990 -

Chairman Patero and committee members, my name is Roger Cohen, New Jersey
state legislative coordinator for the Air Transport Association. The ATA member
airlines provide virtually all of the passenger service and most of the scheduled cargo _
service nationwide. Accompanying me today are representatives of two of our largest .
members, United Aii'lines and Federal Express, both of which maintain extensive
operations here in New Jersey.

Over the past several years, this state has blossomed into one of the country's

- primary airline centers, and the 24,000 airline employees who work here —- combined
“with countless more who live in New Jersey and commute to their airline Jjobs el'sewhere
-- provide benefits to commimities‘ across the st,é.te. A report last year estimated that
airlines contribute over-$6 billion directly to the New Jersey economy, a contribution

that grows expohentially as it ripples through the state. Not qnly has Newark
International A1rport become the nation's 10th largest airport, handling some 24 million
passehgers and nearly 400;000 tons of freight annually, but New Jersey is also the home
to several,large airline reservations and telecommunications facilities. In this context, '
we 'appea.r tdday respectfully opposing A210, which would severely restrict service v
monitoring practices to the detriment of New Jersey consumers and the state's business
environment. ' ‘ A

Permit me to briefly explain how airlines manage this reservations and
telecommunications function. Unlike what some customers think when they call an
airline to make a flight reservation, request an express package shipment or to check on
the status of a particular flight —— the airline employee to whom they are talking is not
normally located behind an airport ticket counter or at a.freight terminal. Chances are,
that employee isn't even within sight of an airplane. Rather, he or she is sitting in front
of a computer screen, and is the sole link between a worldwide infprmation system and
the customer calling on a toll-free telephone line.
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In general, airlines will monitor anywhere from one to two percent of these
incoming calls, translating into about 10 to 20 instances per month, per employee.
These monitored calls are then reviewed with the employee as a means to enhance
employee perfomance and to provide the best customer service. But before I explain
why airlines monitor reservations calls, it's probably just as important to state the "why
nots" of telephone monitoring:

e Airlines do not monitor without employee notification. All employees are fully

informed of airline monitoring practices prior to employment and through
ongoing training programs.

e Airlines only rarely record these calls; and if they are recorded as part of a

specialized training exercise, it is with advance notification and full approval of
the employee.

° Ca.lls are not monitored to obtain "personal” or confidential data about the

employee or the customer; nor are employee personal calls monitored.

~ Airlines employ service monitoring basically to ensure that the customer is
receiving the correct information in a proper manner. .This'is a rﬁeth_od of work
evaluation a.nd. qua.lity assurance no different than other traditional evaluation methods.
Whether the o_bserva.tion is "over the shoulder" or by monitoﬁng a-call to a sales agent

whose only contact with the public is by telephone, the principle and the results are the
same.

Monitoring also provides numerous legitimate benefits to the employee. Monitoring
is critical to employee development, especially for new employees. It ensures that
training programs are effective and working properly in the real world. It provides
feedback and "hands on" coaching and helps employees develop confidence in their
skills. Since for many newly-hired reservations agents this is their first professional
work experience and the foundation for a long and rewarding career, this initial
coaching is exceptionally critical.

For the customer and the general public, the benefits of monitoring are obvious.

- Given the incredibly complex —- and constantly changing —— nature of airline fares, it is
vital that passengers are given accurate information.
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Moreover, when a customer calls an airline, not only does that customer not expect that
the conversation be kept confidential, but the custorner assumes that the information
discussed will be disseiminated throughout the airline —- to ticket agents, flight
personnel, baggage service representatives and delivery agénts for freight shipments.
Service monitdring furthers all these objectives. '

The visual or "beep tone" audible warning provision of A210 would be harmful to the-
" goal of improved customer service. The beep tone would be especially disruptive to the
accurate exchange of information between the customer and the employee. Similarly, a
visual warning could distract the employee from storing or retrieving the correct
information. A momentary glance away from the screen and what should be a $200
roundtrip to Akron could become a $2000 fare to Accra in West ’Africa.

Also, the restrictions of A210 would diminish the ability of airlines and law
enforcement officials to combat telephoned threats against aircraft. Instant access to
incoming”calls by supervisbry personnel is an important tool in tracing these"’bomb
- threats". The pre—notification and restriction provisions of A210 could deter industry "
security efforts. ' C | '

Given these significant questions, we would respectfillly_ urge the committee to.
further study this issue prior to action on A210. We wouid be pleased to provide you
* additional inf ormation regarding airline indusvtry’ service monitoring practices, and stand
ready' to answer any questions and assist this committee on this issue and others in the
future.

Thank you for your consideration.
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Air Transport Association ata OF AMERICA

1709 New York Averue, NW

Washington, DC 200:56-5208
Phone (202) 626-400C

March 29, 1990

Honorable Joseph Patero

Chairman, Assembly Labor Committee
New Jersey State Assembly

State House Annex

Trenton, New Jersey 08625

Dear Assemblyman Patero:

On behalf of the Air Transport Association member airlines serving New Jersey, we
are writing in opposition to A-210 (Schwartz), scheduled for hearing ir. your committee

Monday, April 2. We.-are sorry that a prior scheduling commitment in California.

precludes our testifying in person, but we submit the following comments for the record:

A number of airlines operate large reservatibns facilities in New Jersey, employing
hundreds of highly-skilled and trained professional state residents.” These offices handle

‘telephone calls from across the nation, and providing the traveling and shipping public

with reliable, efficient and courteous customer service is a primary res*mnsibility.

All airline employees are informed that periodic moﬁitori_ﬁg for service quality gr-ig
training is part of their job prior to and throughout their employment.  In the airline

industry, this monitoring is to 1) ensure that the customer is receiving proper flight and .

fare information; 2) to provide a basis for recognizing and rewarding outstanding job

performance, as well as uimhfymg training needs and 3) to track sal&s and marketmg
trends.

—— Personal calls are not monitored. Alrlme reservatlons systems are set up so
that vall., are received randomly and distributed evenly.

-— A-210 establishes a right to privacy where none exists. In fact, when

customers call an airline they want the information (flight times, specw.l meal requests,

trequent fher numbers, etc.) to be widely mrculated

— The "beep tone" provisions of A-210 would be intrusive to the eff1c1ent

exchange of information, as well as adding cost burdens and delays to the handing of
customer calls.

In addition, monitoring of calls to airline offices provides a backup system and
better response to company and Federal security procedures. As you know, airlines are

- often the target of harassing and/or threatening calls, and the ability to monitor these

calls quu*kly is another tool to fight this problem.

Thank you for your consideration and we would be pleased to provide anything
additional. We urge a NO vote on A-210.

New J ersey Leg1s1at1ve Coordinator
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BLUE CROSS AND BLUE SHIELD OF NEW JERSEY
STATEMENT ON ASSEMBLY BILL A-210

Blue Cross and Blue Shield of New Jersey respectfully requests
that the Assembly Labor Committee not release Assembly Bill 210,
sponsored by Assemblyman David Schwartz, as the bill is
currently drafted.

A-210 is intended to prevent the abuse of electronic monitoring
by establishing standards for the collection and utilization of
monitored data by employers. 1In point of fact, several
provisions contained in the bill effectively eliminate any
useful purpose which can be served by monitoring. One
provision, requiring employees and customers to be notified with
a verbal tone at such time as the monitoring is taking place, is:
a good example. It is foreseeable that an employee could become
conditioned to the tone and act differently when he or she is
-aware that they are being monitored. .
Other objectionable prov151ons include the prohibition against
using monitored data in employee evaluations unless obtained:
during the first 42 days of employment, or during a single
continuous period of up to 30 days. Blue Cross and Blue Shield
currently requires customer service representatives to complete
a 120 day probationary training period during which they are
constaritly evaluated to assure that their skills and knowledge
base develop to acceptable levels. - Permitting random monitoring
to be used for evaluations during only the first 42 days of
employment does not allow sufficient time to properly evaluate
trainees and could lead to inaccurate assessments of an :
employee’s abilities. Monitoring continues to be an important -
tool after the training period in development of employees to a.
high degree of competence. This bill would also prohibit data
gathered through telephone observations from being used to
evaluate an employee other than for work volume or rate. By
‘doing this, an employer would be prohibited from utilizing the
data in preventing developing problems such as employee burnout,
or distribution of inaccurate information.

Blue Cross and Blue Shield supports the concept as set forth in
this bill to protect the employees’ rights to privacy. There
is, however, the right of the corporation to assure that their
customers receive the best possible service which can be
provided. We cannot expect to remain competitive in the
insurance business without doing so. Therefore, we can not-
support this legislation as it is currently drafted, and would
respectfully request that you not release the bill.

We would be happy to work with the sponsor and all other

interested parties to develop amendments which would satisfy all
concerned.
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PUBLIC STRATEGIES, INC.

196 West State Street, Trenton, NJ 08608 ¢ {609) 393-7799 » Fax: (609) 393-9891

- MEMORANDUM
TO: Assemblyman Joseph D. Patero
Chairman, Assembly Labor Committee
FROM: Sharon A. Harrington
RE:

ATTACHED MEMORANDUM FROM DEHART & DARR
DATE: April 23, 1990

I am attachmg a memorandum from DeHart & Darr in opposmon to A-210, the clectromc
monitoring bill.

DeHart & Darr work with the Direct Marketmg Assocxatlon (DMA) which has 162
member compamcs in New Jersey.

Presently, DMA advises employees that they will-be monitored, and recommends they have
a non-monitored telephone available for personal calls.

Should you require further information, please let me know.

Att. /

¢ Assemblyman Schwartz
Gregory Williams, Cte. Aide -
Jake Genovay, Staff *

/kl

Harold L. Hodes e William J. Kohm e James B. Appleton ¢ Sharon A. Harrington e

0%
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DeHart and Darr

Memorandum in opposition to New Jersey Assembly Bill 210

This memo comes to you on behalf of the Direct Marketing Association (DMA)
and its 162 member companies headquartered in 96 New Jersey cities and 205
members with operations in New Jersey.

The bill regulates monitoring employee telephone calls and has several
onerous provisions. For example, there {s a requirement to alert an employee of
monitoring at the time it occurs by use of a beep tone, visual device, etc. This
defeats the purpose of monitoring - - to provide the best service to consumers.
And 1t distracts the employee.

‘Such restriction will deprive management of the opportunity to
legitimately supervise the work activities of its employees, even while 'the State
of New. Jersey .and the federal government are ho1d1ng companies responsible for
the . bus1ness activities of employees.

~ The purpose of monitoring is:

1. to ensure that proper terms and d1sclosures are. made about

the sale of goods or servxces,.

to ensure that customers are given courteous and helpful advice;

.. to provide for effective and understandable scripts and procedures,,
to help employees do a better job.

~wr

DMA guidelines require employers to notify employees that they will be
onitored and recommends that employees have a nonmonitored telephone available
for persona] calls,

The proposed Tegislation is also not in the consumer’s interest.
Many businesses utilize this as a management tool:

- -airlines - for reservations and other service calls -

~-public opinion pollsters - telephone polls are only as re11ab1e
as the interviewer ’

-telemarketers monitor calls to ensure consumers are given full

disclosure _

-market researchers

-many companies monitor calls for security purposes

--a manufacturer may want to utilize the telephone to quickly

contact customers who purchased unsafe equipment that could.

be hazardous - and monitor the calls (This kind of consumer

protection is not provided for in the bill.)

LY

Telephone call monftoring is the employer’s most effective, accurate and
reliable method of maintaining high standards of customer service.

DeéHarl and Darr Associates, Inc. ]360 Beverly Road  Sulte 201 McLean, Virginia 22101 703 448-1000°
,) t 76 Fax 703 790-3460



New Jersey Retail Merchants Association
Comments on - "Electronic Monitoring
in the Workplace" Legislation (A 210)

1. General Observation

- We do not dispute that some forms of monitoring are

offensive (cameras in restrooms; listening in on private
calls) .

But use of electronic means of measuring productivity is

generally well-intentioned effort to evaluate employees on

objective basis

Legislation should notibroadlyisweep away this trend and
force employers to retreat to subijective evaluations, .

which have capacity to be based on offen51ve criteria
(sex, race, etc.)

Many of the practices the bills would restrict, if
conducted "electronically", (e.g. survelllance,
productivity records, phone logs) would be permissible if
done manually. What does the restriction achieve?

2. "Electronic Monitoring®

Definition covers virtually any device which is capable of
collecting information about employees

Bill (sectlon Sb) allows Commissioner of Labor to further
restrlct types of information that can be collected

Some uses arguably covered:
1. Time-clocks which utilize electronic memories
2. Cash registers which generate information as to
number of transactions, accuracy of data entry,

whether end-of-day cash equals sales

" 3. Debt collection activities (number of calls; past
due accounts collected)

4. Telemarketing/Catalog sales (number of calls
handled; sales volume data collected by computer)

5. Electronic typewriters (pages typed, etc}
6. Telephone Call Monitoring - (1. compliance with
legal requirements such as credit card

solicitation, debt collection laws; 2. customer
service/courtesy) accuracy (catalog sales)
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7. Security Cameras - (drug stores/controlled
substances; cash rooms; internal theft
investigations {(we can't use polygraphs})

3. Electronic monitoring definition should be narrowed to
restrict specified types of devices and specific forms of
information (e.g. hidden cameras in locker rooms; tapping
personal calls)

4. Prior Notification of Policy - If definition of monitoring
can be narrowed, NJRMA would not oppose requirement (Section
2(a)) that employees be notified of types of monitoring to be
used and circumstances under which monitoring may occur.

5. Continuous Monitoring Prohibited
- We oppose the 30-days-a-year restriction on monitoring
- beprives employers of legitiméte, ocbjective todls
- Because of bill's scope, this prohibition fails to
distinguish between accepted, legitimate monitoring and

more offensive techniques. Would use of time cards and
electronic registers be restricted to 30 days annually?

6. "sSampling" Prohibited
"= Bill allows "performance evaluation" monitoring only if
based on an.entire week's work volume or (for telephone
service evaluations) 30 consecutive calls

- What ev;dencé exists that‘performlng evaluations on‘this
basis is more reliable and fair than using sampllng° '

7. Advance Notice Regglrement
- Alefting employeés to periods when monitoring will occur
defeats purpose of monitoring. Unless monitoring is
continuous (or employees believe so), it serves little
purpose ' :

- Literally, bill would requires us to alert salespersons to
periods when audits will occur

- Internal security would be frustrated if potential thieves
were told when surveillance will occur

- Accurate barometer of employee productivity and customer
service would be lost if random checks are prohibited

8. Data "Not Relevant"

- Bill prohibits Mobtaining" electronically-generated data
"not relevant to the employee's work performance'
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- Vague: What data is not relevant? Bill should clearly

tell employer what data can't be obtained

Bill should not prohibit '"obtaining” relevant data - only
using it for disciplinary or job evaluation purposes.
(e.g. employer who "obtains" office phone bill that
includes personal calls shouldn't be punished for

obtaining the bill, but for improperly using the
information)

9. "Employee Counseling"

A new mandatory benefit (counseling, paid release time) is
applicable to the wide range of monitoring covered by the
bill, -and therefore expensive to provide. Few employers
in New Jersey currently provide such a benefit.

Bill does not specify qualifications for "qualified
counselor"”

Bill assumes that employee "stress" is caused by
electronic monitoring. Legislation should not endorse
this assumption - and outlaw monitoring - without careful

evaluation of medical evidence of the relationship between
monitoring and stress.

Even if a monitoring/stress felationship could be
demonstrated, what is the rationale for requlrlng coverage

"for this one type of stress only?

T4~




New Jersey Bell

A Befl Altarttic’ Company

J.P. Spinnanger : 154 West Sule Street
Trenton, New Jersey 08808

Diractor of Goverament Relations 809 989-996 ¢ .

april 9, 1990

Honorabkle Joseph D. Patero «
“hairman, Assenbly Labor Committee
-G Nerth Arlington Street

"P.O. Box 747

Manville, New Jexsey 08835

Deax Mr. Chairman:

Thank you for giving me the opportunlbv to express the concerns of
Mey Jersey Bell regarding A~210, leglslatﬂon that would drastically
cRange the vay we do quality serv«ce.observ ing.

As discussed with you personally, New Jersey Bell observes less
1an 1% of all customers calls directed to our business ocffices and :
raiz centers. We have maintained this practice for over 80 years as
allity control and tralnxng devmce.

. Alaiti onally, as a company reguxated py the Board of Dubl
Utils Tlps we are bound by regulations set by the Board. The rules and
f»o~: ures under which sexrvice observing is conducted have been
divel u“ed by the BPU and. are subiect to their review and enforcement.

ondly, we have entered into contractual agreements with our
ing units that cover the subject of service guality observing
oy Bell respects these contractual agreements which protect the
5 of both parties.

Mr. Chairman, you asked for suggestions in which A-210 could be
amendaed to. address our concerns and I offer you this amendment:

"COLLECTIVE BARGAINING EXCEPTION": When an employer has entered
into a collective bargaining agreement that included provisions
for the monitoring of employees’ telephone conversations for the
purpose of quality control or mechanical or service gquality
checks, the provisions of the collective bargaining agreement will
replace the requirements of this law (section) (subsection).'
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NEW JERSEY ASSEMBLY LABOR COMMITTEE
)

A=210
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CT TO PREVENT ABUSES QF ELECTRONIC MONITORING IN THE WORKPLACE.

MONDAY, APRIL 2, 19980

My.o Chairrman, memvers of the Committee:’

My nare is Jon Spinnangex and I am Director-Government Relations for
YNz Jersey Bell Telephone Company.

iate this opportunltv to appear before your distinguished
tee Lo describe New Jersey Bell’s use of service observing, to
the critical inportance of this practice in achieving my

‘s commitment to provide quality services and to express. the
STericy oncerns my Company has with the intent and provisions of
A«bemoly Blll 210. :

ey Béll, a variety of technical and electronic means are
asuring the overall speed, accuracy and efficiency of the
: telauomnu ications network and work forces. These _
ments. are accomplished through Service Quality Observations and .
of Operator Services productivity data such as Average Work

‘007
I

urpose of supernisory observing, or monitoring, is to assure
ustomers receive fast, accurate and courteous service. The
niyha andard of service -~ a characteristic of N. J. Bell since its
nception -- 1s mandated by the Board of Public Utilities, the agency
clivrged with the responsibility cf seeing that 'this is accomplished.

rr ’) gl

|‘ v
aocr g
"

cupervisery observing is a very effective and indispensable tocol, one
wtich we have been using for more than 80 years to measure the gquality
2% The product we deliver. I’m sure that you’ll agree that without
quality contrel, no business can prosper or survive -- whether the
rroduct 1s television sets, automobiles or, as in our case -~ SERVICE.

At New Jorsey Bell, supervisory observing is utilized in three
srganizational entities: Operator Services, Installation and
Maintenanze and Contact Services. In each of these organizations,
enployees have direct telephone contact with our customers. As some of
you already know, Operator Services handles residence and operator




tance and Contact Sexvices handles residence and business customer
etz for new service, changes in service and billing queries. Any
1t

-t e P

rceivity involved with repalr and the physical 1nstallatlon or
rzavrangement of service is performed in the Installation and
valntenance department.

CEing monitoring techniques, we are able to measure the tone, speed,
curacy, and completeness of the services provided by these employees.
roosddiition, observing serves to keep us informed as to employee

persltivity and attentiveness to customers’ problems.

.2timavrs’ concerns and problems arLSLﬁg from changes in practices
w30y the Introduction of new technology are also identified in this

performing supervisory observations and
d individuals who have demonstrated rel
srained and continually reviewed as to
anderstanding of, and sensitivity to,
~f communications. '

-

[
iapility. They ars
Job kKnowledge, as well

he importance of

T O 0

provide the proper perspective regarding the frequency cf '

‘ ing, vou should know that on 3/4 of one percént of all calls
xiled in our Service Centers and Repair Bureaus are remotely

:meervad. Tn Operator Services, the numper is less.- The conversations
" ve piadominantly those between company employees and customers,

zlvh . 50me observations are nade of business conversations between
»$ Ln areas which have a particular impact on the efflc;v“cy and
'f_of service to the customer. Under no circumstances are ,
tions taped nor are conversatlons between customers or personal
stions between employees the object of monitoring. pmp‘oyoes
oo frea Lo make private calls using telephone facilities furnished in
lounge areas. ' -

~

Tr3iviavalized feed-back sessions are scheduled as soon after the
srervation as practicable. These sessions are Key to maintaining a

#3% since they are afforded the opportunity Lo become more
ssienal and proficient through the training, retraining,
ructive cr1t1c13m and/or posxtlve relnforcement.

[0
=

New Jer,ey Bell’s success in developlnq its employees,
hb.:erVLng process, can be found in recent survey results
al that 94% of the recent customers of Directory Assistance
e level of service to be completely satisfactory. This

nt 1s based on information gathered through telephone inter-
an outside research firnm.
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heir supervisors are

-
. level of customer satisfaction. They are egqually important to cur
€




Supervisory observing serves as a basis for training and development
:nd certainly was never designed for disciplinary action. However, as
an be expected in any business situation, there are a small number of
mplovees who do not respond tc training and development efforts. Over
a peri ou of time, if such individuals are found to lack ability or are
12 to achieve the skills required of the job, the individual
situation is assessed and appropriate action taken. No employee is
digciplined as a direct result of supervisory observance without just
calse., Instances cf gross discourtesy to, or abuse of, customers;
aztenpts to defraud the Company through misuse of service of equip-
~ent: or other sericus infractions of Compan} policies, practices or
~ules are eyawples of Just cause. '

Further, New Jersey Bell does provide notification tc all emplovees,
R=Le onitering, through the use of advisory stickers affixed to
23 suplect to observing. Additionally, all of our o
_~ec:or1@s provide nctification, in the white page listings,
) f the potential use of service meonitoring equipment. I
with me a copy ¢f one of the directories s¢ that you can

t
mbol used and the caveats provided.

supervicor observing and menitoring has been one which has gotten close
Lsiative, regulatory and judicial scerutiny over the last 15 or more
Tonsistently, however, New Jersey telephone.utilities have

1h¢; ‘test" and have, after many hearings, been found to bhe

v maintaining privacy of communications while maintaining préper

LuAtrol.

s

by . : :
/72—71ﬂ\'wbich Dermits and regulates our current telephone
activities ~ as well as the employeg mcnitoring activities of
zusinesses and public agencies in our State - was issued only

v 2 1/2 years of intensive 1nvestlgatlon into telephone monitoring
ices.  In 1923, the BPU conducted ancother thorough review of
service wonltoring precsdures and came to the following conslusion:

"...we believe that service observing should be allowed

- within the guldelﬂﬁes established in our July, 1977 Order.
¥e are of the opinion that service monitoring will be
reneficial to both consumers and to businesses in the State.
W2 also feel that the present Board requirements, which will
rexmain in full force and effect adequately protect employee
rights of privacy."

It’s 'mpo*?ant to also mention that the Federal Legislature, after a
Tudi view, included a section in the omnibus Crime Control and Safe
Aot of 1968 (I8 U.S.C. S 25I1 (2) (A)) that specifically

es observing for quality or auditing purposes. It should alsoc
that the New Jersey Wiretapping and Electronlc.ﬁurveillance
(N.J.S. 2A:156 A-4 (a)) contains language that parallels
Act. :
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Ty osc*vlng has also been the subject of bargaining with
ticns Werkexrs of America Union (CWA) which represents many
loyees who are subject to monitoring. Agreements which
ervice observing and existing productivity measurements are
‘eview by an impartial thirxd 0artv through the grievance an
tion procedure, providing employees with additional pxotection.

[ORE
O

*
b
»d
‘3

v Y
@]
cb Iy o
[¢AE )

_.
>

[

[ AN

ry

(.l

¢
&

!
RS ~ Jersey Bell has historically given the public the assurance
57 courteaous service and accurate information, with few, 1f any
izritial benefits to the workers themselves.

tnis legislation would require major changes in the way in
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light, beep tone, or other signaling device would
ny’s ability to assess the quality of service and
laszed basis. learly, an employee would be aware o
never the signal was present which could either -
to be extra careful or te become confused and

er of these reactions would help produce a natural
the customer. ' ' ’
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iTing menitoring for continuation of employment to the fir
L3 the entire purpose of the monitoring program, which i
the public consistently receives thé quality of s
erves. - Additionally, the requirement of no fewer
telephone calls is both impractical and i1s probab
of the employee, if for example, the employee is
More frequent but shorter monitoring sessions certal
pasis for employee evaluation. :
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JYoe provision that would permit employees te lodge complaints with the

cnmission would serve to .interfere with personnel aamlnistratioh
Lomozilraes written by the Company and would erode New Jersey Bell’s
fiizy ot malntaln good and efficient operations. Additionally,
eopLzy2e3’ legitimate lnterests are protected by the Labor Agreement
sowrlzlong regarding the grievance procedure. ' :

-3 without saying that no cne is more -oncerned than New Jersey
Jell with insuring the integrity and privacy of communications. .
ing the privacy which users of the selv1ce are entitled to expect
) '3 peen, and will continue to be, a foremost concern of the

We are convinced that our monitoring practices do not promote
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of telephone service for personal conversations, with its use
Jct.telephone business with us, I think it would be reasonable
ise that a customer’s expectation for privacy is significantly
or neon-existent, when negotiating with a telephone company
rapresentative for the installation of new service, when
ing directory assistance, or when reporting trouble on the line.
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any violation of privacy. Furthermore, if one were to ccmpare.
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qwlze that human intervention i any transaction can

¢z, nothing in this area has been brought te our attentio

of my xnowledge, that would warrant the broad restriction:

in A-210. Indeed, there nc evidences before the

indication that the Co= has abused its monitoring

ities a3z erunclated by The State and Federal laws

lons to which I previousl rekcrred have been enacted

y to discourage invasicns of privacy. In addition, all New
employees are required to annually review Qur Code nf

4 zducg,'which contains a-section entitled "Privacy of
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P T ns." 1 will leave a copy of this book with you, Mr.
Chal '
in it would be an understatement to say =hat this Zi1ill is
or lic interest. I hope that this testimony has made
: vential roblems %that passage would bring to the local
> try in New Jersey, itg employees and the citizenry

erving 1s vital to our business and, without question,
: to be utilized, as it has in the past, if New Jersey
e tain its recognized high standard of individual
e le previding a high standard of custcmer service. The
uct of thase empIO'ees is telephone service, a product
g Liably evaluated and iwproved only through supervisory
effectively supervise, t¥rain, and develop individual
hus continue to maintain excellent service, w must
=t ity to moniter calls without the restrictions oposed




NEW JERSEY ' SAVINGS LEAGUE

411 North Avenue East ¢ Cranford, NJ 07016-2444 » (201) 272-8500
: Telecopier (201) 272-6626

April 4, 1990

Mr. Gregory Williams

Office of Legislative Services
Statehouse Annex

CN-068

Trenton, N.J. 08625-0068

RE: A-210 (Schwartz)
Dear Mr. Williams:

The New Jersey Savings League appreciates the opportunity to
comment on A-210. The League is the trade association for the
$52 billion savings industry in the State of New Jersey.. As a
result of the composition of our membership, we have some
concerns regarding the introduction of Assembly bill 210 which
would significantly restrict a financial institution’s ability to
utilize electronic monitoring devices on its premises. A
financial institution has an affirmative duty to protect the
assets of the depositors and the financial institution through
whatever monitoring is necessary. Failure to do so could be
deemed a safety and soundness violation by the federal regulatory
agencies. '

Financial institutions are governed by the Bank Protection
Act of 1968, 12 U.S.C.A. 1881 et seq., which requires financial
institutions to comply with federal regulatory requirements which
establish minimum standards with respect to the installation,
maintenance, and operation, of security devices and procedures.
Violation of these requirements will subject an institution to
the imposition of civil penalties. Pursuant to 12 C.F.R. 568 et
seq., savings institutions must maintain certain minimum standard
as set forth by the 0Office of Thrift Supervision. The '
regulations specify that an association shall develop a security
program which equals or exceeds the standards prescribed in the
regulation. :

90m
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Appendix ‘A of the regulation sets forth the general
requirements for a surveillance system which "...should be
located so as to reproduce identifiable images of persons either
leaving the office or in a position to transact business at each
such station or window". Since the teller is so vital a part of
a transaction, many institutions, as a result of the federal
security requirements, are compelled to place monitoring cameras
within the teller area as it is a probable crime site to which
robbers frequently gain access. " Tellers are made aware of the
existence of the cameras which are continuously operating during
the ‘association’s business hours. The monitoring may secondarily
be used in pursuing criminal activity on the part of savings
institution employees to assist in investigating shortages of
cash. 1In fact, many insurance companies often require
institutions to utilize such monitoring equ1pment to help avoid
insurance claims and losses

, Since the teller area is a probable crime site due to the
availability of cash, an institution would be left open.to
challenge by the federal regulators if they were to remove or
limit the use of monitoring devices required for security
reasons. OTS regulation 12 CFR 568.3(a) requires the security
officer to secure installation-of certain security devices
including "such other devices ds the security officer, after
seeking the advice of law enforcement officers, shall determine
to be appropriate for discouraging robberies, burglaries, and
"larcenies and for assisting in the identification and
apprehension of persons who commit such acts." Clearly, the
" placement of monitoring devices in the teller area is reasonable
since the purpose is to protect the financial institution and its
customers and to comply with federal regulation. Since the
purpose of these cameras is not to monitor productivity, we
believe that A-210 is overly broad in its scope.

Specifically, we object'to the bill’s requirements for the
following reasons:

-The legislation appears to be overly broad in its. scope and
does not consider the potential financial losses which could
result if a financial institution were to be limited to a 30-day
per-year monitoring period and a new employee monitoring period
of 42 days. It is wvital that a financial institution not be
hampered in its attempts to protect its customers, employees,
assets and deposits. -

U=«
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-Section 8 of the bill seeks to require "referral and paid
release time for necessary treatment for stress-related
problems". Workers compensation provides coverage for work-
related illnesses and therefore we do not understand the reason
for inclusion of such a provision.  In addition, financial
institutions cannot afford an additional financial burden in
light of the fact that they have already been hit with higher
- examination fees and other costs of doing business.

We respectfully request reconsideration of the need for such
legislation and in particular, for legislation which will
jeopardize the safety of financial institutions and their.
customers. If the sponsor chooses to go forward with this
legislative initiative, we suggest that it is appropriate for
financial institutions to be deleted from the restrictions.

. We thank you for your consideration of our recommendations
and would welcome the opportunity to further discuss our
concerns. :

Jémes R. Silkensen

3 // . A : k/
Ci::j’ Executive Vice President

G2.%




TESTIMONY OF GUSTAV SCHLAIER
BEFCRE ‘
ASSEMBLY LABOR COMITIEE
REGARDING A-210
Mr. Chairman, members of the Committee, good morning. My name is Gus
Schlaier and I am testifying on behalf of the New Jersey Council of

Savings Institutions. The Council is a trade organization representing

state and federally chartered savings banks in New Jersey.

As a matter of public trust, our savings banks must protect the safety
:and“soundness of their institutions and their employees. Failure to do
. so could be deemed é safety and soundness violation by federal regula-

tors. This duty to the public'and its custamers inevitably entails the

monitoring of savings baﬁk employees; Because of its special positiqn
of trust, the Ccuncil's-némbefs-havé some concerns that Ar210,\if.enaéﬁed
in its present form, c&uld, o?erall; sevgrely hamper the~secﬁrity prac-

tices of savings banks in New Jersey.

Tﬁé\Federal'BankAProtection Act of 1968 (12 U.S.C. 1381 iet seq.j requires
the federal superviéory agencies to establish minimm standards with res-
spect to the installation, maihtenance{ and operation of security de-
vices and procedures to discourage robberies, burglaries and larcenies
and to assist in the identification and apprehension of persons who commit
- such crimes, - Pursuant to this Act, each federal agenéy has promulgated
regulations on minimm security devices and procedures, which, for all
intents and purposes, are identical. Financial institutions violating a

rule promulgated pursuant to the Act are subject to civil penalties.

The regulations of our savings bank menbers’ primary federal regulator,

the FDIC, are found at 12 C.F.R. Part 326. The -FDIC security regulatiohs

99x




TESTIMONY OF GUS. SCHLAIER
BEFORE ASSEMBLY LABRCR COMMITTEE
REGARDING A-210

Page 2

require each savings bank to designate a security officer to develop

appropriate security measures and security devices, including surveillance

systems. (12 C.F.R. Part 326, Appendix A.) Based on these security re-

gulatioris, some'of our merbers have provided for the use of surveillance

cameras in the teller areas, and most require an identifying employee num-

ber on all transactions processed by an employee. Employees are aware
of these security measures and it is recognized that they are necessary
for the .employees'safety. The placement of monitoring devices in the
teller area reasonabiy permits our banks to comply wﬁ'.th the FDIC's se-
curity regulatidns, ‘that is,to .discourage crimes and identify criminals.

The purpose of the devices is not to monitor employée productivity.

Although we do not believe that it is the intent of this legislation to
deter the.use of electronic monotoring for legitimdte security purposes,

it is unclear whether the bill's language would apply to electronic moni-.

toring for security purposes. If savings ‘banks were covered under the
bill's provisions, sévings banks _Wuld be limited toa 30-day per-yeér
monitoring period and a new emplbyee monitoring period of 42 days.

This would potentially conflict with our members' FDIC security obliga-

tions.

Since security devices and surveillance equipment are used customarily
in the savings bank business, it would appear that justification exists
to exclude our members from this bill's provisions. Thus we would re-

commerd respectfully that state and federally chartered savings banks be

deleted from the scope of this legislation.

[ 00X




PEVe JERSEY COUNCH. OF SAVINGR INSTITUTIONS

10 F!OONEY CIHC‘LL.«Wr_rT ORANGE, NEW JERSEY 07052 « (201) 325-36C0 + TELECOWEH (201) 325-1682

April 6, 1990

The Honorable Joseph D.Patero, Chairman
Assembly Labor Committee

6 North Arlington Street

P.0. Box 747

Manville, N.J. 08835

Dear Assemblyman Patero,

I am writing to you on behalf of the New Jersey Council of Savings
Institutions regarding A-210(90) dealing with electronic monitoring

. in the workplace. The Council is a trade organization representing state
and federallychartered savings banks in New Jersey. ' The .Council feels
strongly that A-210's provisions would impact negatively on a savings
bank's-security measures and may well conflict with or undermine min-
imum security regulations promulgated by the FDIC pursuant to the A
Bank Protection Act of 1968 (12 U.S.C. 1881 et seq.).

. The Bank Protection Act of 1968 requires the federal supervisory agencies—-
"the FDIC, the Federal Reserve, the Office of Thrift Supervision, and the
Comptroller of the Currency--to establish minimum standards with respect:

“ to the 1nstallatlon -maintenance, and operation of security devices and
procedures to discourage robberies, burglaries, and larcenies and to
assist in the identification and apprehension of persons who commit such
crimes. Pursuant to this Act, each of the above federal. agencies has
promulgated regulations on minimum security devices and procedures, which,
for all intents and purposes, are identical.

The regulations of our savings bank membérs' primary federal regulator,
the FDIC, are found at 12 C.F.R. Part 326. Among other requirements,
these FDIC security regulations require savings banks to designate a
security officer to develop appropriate security measures and security
devices, including surveillance systems. The FDIC regulations require
that all security programs be reduced to writing and approved by a
savings bank's board of directors. Based on these regulations, some of
our members have provided for the use of cameras throughout their
facilities and grounds; and most require an LdenLifying meloyce num-
ber on all transactions processed by an employee.

Because savings banks must protect the safety and. soundness of their
institutions and employees, the Council is concerned that A-210, .if
enacted in its present “form, could, overall, severely hamper the security
practices of savings banks in New Jersey. In addition, it seems the

bill would conflict with our members' FDIC security obligations.

PRESIDENT
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Hon. Joseph D. Patero
Page 2

Since security devices and surveillance equipment are used customarily
in the savings bank business, it would appear. that justification exists
to exclude our members from this bill's provisions. Should it be so

decided, the Council would be available to submit language toward that
end.

On behalf of the New Jersey Council of Savings Institutions, I appreci-
ate the opportunity to share our thoughts on issues of mutual concern.
Please feel free to contact the Council if we can -further assist you.

)g(f o

Gustav J hlaier
Director, Legal Department

‘cc: Hon. David C. Schwartz
" Hon. Gerard S. Naples
Gregory L. Williams

o




- NEW-JERSEY COUNCIL OF SAVINGS INSTITUTICNS

80 MA‘N STREET. WEST ORANGE;, NEW JERSEY 07052« 1201) 325.3800 « TELECOPIER (2 1) 325.1832
November 22, 1988

The Honorable David Schwartz
Assemblyman '

P. 0. Box 150 ' T
New Brunswick, New Jersey 08903 ‘ ' \\\\\\
' Re: A 3656 ('88) .

1

Dear Assemblyman Schwartz:

I am writing to you cn behalf of the New Jersey Council of
Savings Institutions regarding Assembly Bill No, 3636 dealing with
electronic monitoring in the workplace, The Operations and Human
Regources Committees of the Council have reviewed the till and
feel strongly that its provisions would negatively impact cn a
bank's security measures,

Although we do not disagree that employees should receive
some degree of protectien in revealing personal data about an
individual without the employee's consent, as a matter of public
trust all financial institutions must protect the safety and
soundness of the imstitution. -This duty to the public and its
customers inevitably ertails the monitoring of. bank employees.

Security precauticns warrant the use of cameras throughout
a bank's facilities and grounds, The expense of equipping these
‘eameras with audible ‘and/or visual signals would be significant.
'As financial institutions do not use these devices primarily to

monitor employee productivity but for security reasons, these
costs would not be justified.

In addition, it {s necessary for all financial institutions.
to provide an audit trsil. Thus most financial institutions video-
tape all tramsactions and regquire an identifying number relating to
the employee that processed the transaction. The bill's provisions
would hinder an institution's ability to audit an employee for
gsecurity and fraud purposges.

For the above reasons, our committees believe this bill
"would have the unintended effect of frustrating a bank's security
efforts with a concomitant increase in the inc*dence of fraud
against banks, and thus oppose it.

" :
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.~ The Honorable David Schwartz

November 22, 1988
Page 2

our
any

GJS:

cCt

I thank you in advance for this opportunity to express
concerns.  Please feel free to contact me if you have
questions or wish to discuss our concerns further,

snectfu*ly yours,
Lbﬁf ON‘ f
Custav J. 'S hlaier

Director of Legal Department

eu

‘The Honorable Robert Littell

The Honorable Peter CGenova \
Ms. Kyra Lindemann, Department of Banking
Mr. Alfred Griffith, New Jersey Bankers Association
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T : SELUMI&SINUUSFRYASSOOMﬂON
120 Broadwey. New York, N.Y. 10271+ (212) 808-1500 + Facsimlile: (212) 608-1604 .

April 12, 1990

 Re: Assembly Bill 210

The Securities Industry Association 1/ believes that
Asgsembly Bill 210 ("the bill") as currently drafted raisesg a
number of questlions that may not have been anticipated by the
sponsors, but which must be carefully considered before taking
further action on the bill, As drafted, the bill would have a
very broad application and might require broker~dealexs to
undertake a number of burdensome steps in order to avoid’

-oriminal liability for inadvertent violations of the bill,

Some of SIA' s member firms rpgularly record telephone calls
of institutional salesmen. Such salesmen limit thelr customer’
contact to "institutional" purchasers or sellers of securities
such as banks, pension funds, and other brokerage firms.

Almost all of their trading consists of "block" trades i,e.,
purchases or sales of 10,000 shares or more of a stock, or
equally large trades of govérnment‘or corporate debt. Thée sums
involved in each such trade. can range from hundreds of
thousands to several million dollars. Any mistake in a buy or
sall order of such size may ptove very costly, and in an
attempt to ensure that orders are accurate, a number of firms
racord the phone calls of such salesmen. This practice is.

1/ The Securtities Industry Association is the trade
assoclation representing over 600 securities f£irms
headquartered throughout the United States and Canada, 1Its
members Include securities organizations of virtually all
types--investment banks, brokers, dealers and mutual fund
companies, as well as other firms functioning on the floors
of the exchanges. SIA members are active ln all exchange
markets, in the over-the-counter market and in all phases
of corporate and public finance. Collectively, they
provide investors with a full spactrum of securities and
investment services and account for approximately 90% of
the securitles business belng done in North America,

105'76'
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widely known and accepted, Nonetheless, such conduct would

likely be covered by the bill If it were enacted in its present
form. :

The bill would also have a deleterious impact upon the
manner in which many firms train brokers. For example, it {8 a
common practice at training classes for new stockbrokers to
place a telephone call to a prospective customer, This is
gometimes done over a speakerphone so that the other trainees
in the class may monitor the conversation as a means of
learning proper technique. It also permits instructors to
avaluate the trainee's method and to ensure that he adopts a
proper approach in dealing with a customer. Perhaps more
importantly, under the relevant state and fedecral laws
governing the securities industry. a comprehensive matrix of
state and federal l=w lLrg been dzveloped for regulating the
conduct of securities firms and thelr employees, Compliance
personnel within firms have a duty to supervise brokers to
ensure that they understand the various products that they
sell, and that these Investments are guitable for the broker's
customers. Such practices -- esgential for a buasiness which i=s
in large measure conducted over the telephone =-- might be
viewed as "electronic monitoring" and come within the scope of
the bill, ' '

However, in reading the Statement which accbmpaniesvthé

'bill we sense that its intent is to reach the monitoring of

phone calls by employees of telephone companies. 1If this is
the case, we suggest that the bill be amended s0 as to exempt
the employees of industries already heavily regulated, such as

. securities firms registered with the state Bureau of Sacurities

and/or the federal Securities and Exchange Commlsasion,
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